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Introduction
[bookmark: _Toc462951621][bookmark: _Toc462951630][bookmark: _Toc465023135][bookmark: _Toc465023136][bookmark: _Toc465346829]This paper discusses protocol stack options for LTE eMob to identify the commonalities and key differences among those, and proposes down-selection of options. 
Discussion
Following RAN2#105 meeting, the email discussion [105#57] has been held to better understand the UE and network side impacts of single/dual protocol stacks. Figure1 captures the considered options. 
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Figure1. Protocol stacks for different options  

To identify the commonalities and key differences among the options, we have summarized the requirements and achievable performance of each option in the Table1 below. 
Table 1. Comparison of options
	Option
	Single/
dual active
	UP switching (hard/soft)
	Source cell release condition 
	Security requirements
	Interruption 
	UE complexity
	note

	0
	Single active  
	Hard switching 
	upon RAR reception
	Either source or target key is used at a time. 
	Interruption occurs between RAR reception and HO command completion 
	Low L2 complexity (single security and single UP stack)

Dual TX and RX capabilities required if source and target is not time-coordinated for RA
	service interruption is non-trivial

	1
	Single active
	Hard switching 
	upon RAR reception
	Same as Option 0
	Almost same as Option 0 (with marginal improvement due to proactive target stack setup)
	Same as Option 0

Dual TX and RX capabilities required if source and target is not time-coordinated for RA
	service interruption is non-trivial

	2
	Single active
	Hard switching 
	upon HO completion transmission

: source cell release timing may need to be synchronized between source cell  and the UE 
	Either source or target key is used at a time except for HO completion transmission; 
For HO complete transmission, target key is used while source key is still used for DRB at source cell until the completion
	A short interruption due to hard switching 

Further check network operation
	Medium L2 complexity (dual security operation only for HO completion transmission)

Dual TX and RX capabilities required if source and target is not time-coordinated for RA


	

	3
	Dual active
	Soft switching 
	source cell release after HO completion transmission
: source cell release timing may need to be synchronized between source cell  and the UE
	After HO completion transmission, source key and target key is used for DRB at source and target respectively until source stack is released. 
	No interruption over radio interface.  

Further check network operation 
	High L2 complexity due to dual UP stack operation including security operations .

From the PDCP point of view, using dual PDCP is quite problematic in that two PDCP entities shall be synchronized in terms of state variables, COUNT, ROHC context. 

Dual TX and RX capabilities required
	Some smart user plane operation during/after mobility could further enhance packet delay, compared to option2, by applying e.g. smart duplication and forwarding.  



Baseline UE radio capabilities
There are some cases where it may be feasible for a UE with single TX and RX to support some of the options above. For example, if source cell and target cell carefully coordinate the resources for the UE in TDM manner, option0, 1, and 2 can be somehow supported. Furthermore, if the network is synchronized, the feasibility becomes higher. The same is true if the concerned mobility is intra-frequency mobility. 
However, developing a solution to achieve extreme performance focusing on UEs with limited TX/RX capabilities is not preferred because such solution requires a number of assumptions that need to be valid, e.g. resource coordination between the source and the target, to achieve performance gain but may be hard to be satisfied in many typical deployments. As a result, such solution may not achieve the extreme performance eventually in contrast to what we aim in the first place. So we prefer to assume dual RX and TX capabilities as baseline for our solution. Optimization for lower capability UEs can be treated with low priority.
Proposal 1: Dual RX and dual TX are baseline UE capabilities when close-to-zero ms interruption is targeted. 
Comparison of option0 and option1
We observe that the option0 and 1 have no real difference in terms of functional as well as UE complexity perspective; source cell release (UP switching) timing is the same, and the required UE complexity is almost the same. 
Observation 1: option0 and option1 has no difference in functional and UE requirement perspective 
The only difference is that option1 setups target L2 protocol stacks a bit earlier, but this proactive protocol stack setup only gives a marginal reduction of interruption. Both options are far from achieving close-to-zero service interruption since there is explicit duration of suspended communication between reception of RAR and complete transmission of HO complete command.
Observation 2: Without further enhancements the achievable reduction of interruption time by option0 and option1 are almost the same and both are far away from the target KPI, close-to-0ms.
Comparison of option2 and 3
Comparing the protocol stacks between option2 and 3, most of the L1 and L2 protocol stack requirements are the same. Both option2 and 3 require dual control plane (CP) security operations. The only difference that we identify as meaningful is that option3 further requires dual user plane (UP) security operations to support concurrent UP operations over source and target cell during and after mobility. Since option3 can make the interruption virtually vanish, option3 is preferred in terms of performance but the performance benefit comes at the cost of additional UE complexity as well as potential network complexity. 
Observation 3: Option2 and option3 are similar from protocol stack modelling point of view in that both options require the dual active security operation. Difference is that option3 requires dual UP and CP security whereas option2 only requires dual CP security. 
Observation 4: While dual active stack operation is beneficial for significant reduction in HO interruption time as well as packet delay, this benefit comes with additional UE complexity. 
Regarding the option2 and3, we note that, from the PDCP point of view, maintaining dual PDCP entities is quite challenging in that two PDCP entities shall be synchronized in terms of state variables, COUNT, ROHC context. For example, if one PDCP entity receives a PDCP PDU from a RLC entity, both PDCP entities shall update the state variables. Such synchronized operation between two PDCP entities is quite complex not only for specification but also for implementation.
Observation 5: Maintaining dual PDCP entities is quite challenging in that two PDCP entities shall be synchronized in terms of state variables, COUNT, ROHC context. Each option’s implication on PDCP should be carefully investigated.
Based on the observations, we conclude that option0 and option1 have limitations in their performance, and the achievable performance is far from the target KPI. On the other hand, option2 and option3 reduce service interruption compared to option 0 and option1, but have some trade-offs between performance and UE complexity, which need to be further discussed. Therefore we make the following proposals: 
Proposal 2: Consider protocol stack option2 and option3 for further discussion.
Proposal 2 can be further clarified from security requirement perspective as follows. 
Proposal 3: Support concurrent dual CP security operations.
Proposal 4: Consider single and dual UP security stack operation for further discussion. 
When downselecting the options, the important considerations is given as follows:
Proposal 5: Discuss PDCP implications of each option, in particular for option2 and 3. 
Conclusion 
This paper discusses protocol stack options for LTE eMob to identify the commonalities and key differences among those, and proposes down-selection of options. 
Baseline UE radio capabilities
Proposal 1: Dual RX and dual TX are baseline UE capabilities when close-to-zero ms interruption is targeted. 

Comparison of options 
Observation 1: option0 and option1 has no difference in functional and UE requirement perspective 
Observation 2: Without further enhancements the achievable reduction of interruption time by option0 and opton1 are almost the same and both are far away from the target KPI, close-to-0ms.
Observation 3: Option2 and option3 are similar from protocol stack modelling point of view in that both options require the dual active security operation. Difference is that option3 requires dual UP and CP security whereas option2 only requires dual CP security. 
Observation 4: While dual active stack operation is beneficial for significant reduction in HO interruption time as well as packet delay, this benefit comes with additional UE complexity. 
Observation 5: Maintaining dual PDCP entities is quite challenging in that two PDCP entities shall be synchronized in terms of state variables, COUNT, ROHC context. Each option’s implication on PDCP should be carefully investigated.

Downselection of options 
Proposal 2: Consider protocol stack option2 and option3 for further discussion.
Proposal 3: Support concurrent dual CP security operations.
Proposal 4: Consider single and dual UP security stack operation for further discussion. 

Proposal 5: Discuss PDCP implications of each option, in particular for option2 and 3. 



oleObject2.bin
RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


During RACH
















PDCP


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with old key)


Header processing
















PDCP


Source protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


After Reception of RAR
















PDCP


Target protocol



image3.emf
RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

During the transmission of  

HO complete complete

PDCP

Target protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with old key)

Header processing

PDCP

Source protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

After the completion of  HO 

complete transmission

PDCP

Target protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

During RACH

PDCP

Target protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with old key)

Header processing

PDCP

Source protocol


oleObject3.bin
RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


During the transmission of  HO complete complete
















PDCP


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with old key)


Header processing
















PDCP


Source protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


After the completion of  HO complete transmission
















PDCP


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


During RACH
















PDCP


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with old key)


Header processing
















PDCP


Source protocol



image4.emf
RLC

MAC

PHY

ROHC

Security processing

(with new key)

Header processing

After RAR

PDCP

Target protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with old key)

Header processing

PDCP

Source protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

After release of 

source

PDCP

Target protocol


oleObject4.bin
RLC


MAC


PHY


ROHC


Security processing
(with new key)


Header processing


After RAR
















PDCP


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with old key)


Header processing
















PDCP


Source protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


After release of source
















PDCP


Target protocol



oleObject5.bin
RLC


MAC


PHY


ROHC


Security processing
(with new key)


Header processing


After RAR
















PDCP


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with old key)


Header processing
















PDCP


Source protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


After release of source
















PDCP


Target protocol



image1.emf
MAC

PHY

During RACH

Target protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with old key)

Header processing

PDCP

Source protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

After Reception of 

RAR

PDCP

Target protocol


oleObject1.bin
MAC


PHY


During RACH


Target protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with old key)


Header processing
















PDCP


Source protocol


RLC


MAC


PHY


ROHC


Reordering


Security processing
(with new key)


Header processing


After Reception of RAR
















PDCP


Target protocol



image2.emf
RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

During RACH

PDCP

Target protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with old key)

Header processing

PDCP

Source protocol

RLC

MAC

PHY

ROHC

Reordering

Security processing

(with new key)

Header processing

After Reception of 

RAR

PDCP

Target protocol


