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1 Introduction
In RAN2 #105, a number of agreements were made on link establishment procedure to close out the study item phase of NR V2X [1].  These agreements are shown in the appendix.

From the agreements, a number of open issues need to be discussed in the WI phase, including the timing and nature of the capability and AS-layer configuration exchange.  In this contribution, we address these aspects in more detail.

2 AS Layer Signaling for Link Establishment
In RAN2 understanding, link establishment procedure for unicast will be initiated by upper layers and will re-use the LTE D2D PC5 signaling protocol for unicast link establishment.  The UE oriented L2 link establishment procedure is shown below [3]:   
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In LTE D2D, the AS layer was unaware of the PC5 layer link and no AS layer information was exchanged to enable link establishment.  For NR, it was agreed that at least UE capability and AS layer configuration needs to be exchanged via PC5-RRC for unicast [1].  

During the SI phase, there were two views on when AS-layer information required for the unicast link is exchanged:

· Option 1: Link establishment procedure is initiated by the upper layers and both upper layer signaling messages (for connection establishment request/response) and RRC messages (for AS parameter negotiation/exchange) are exchanged in this procedure.

· Option 2: Link establishment procedure is initiated and completed by the upper layers, and following this, the AS-layer can exchange the information.
In option 2, if the two UEs cannot perform link establishment due to mismatch in capabilities, the upper layers will have to initiate a release of the newly created link.  Also, link establishment procedure at the upper layers serves to establish the QoS, but if such QoS cannot be supported by lower layers, a similar release will be needed.
We think that the decision for link establishment (at the upper and lower layers) should therefore be evaluated as part of the same procedure.  
Proposal 1:
Link establishment is performed with a single procedure involving signalling exchange at both the upper layer and AS layers

A reasonable way to have a single procedure while reducing the required signalling exchange over sidelink is for the upper layer signalling to be encapsulated in the RRC signalling.  This is similar to what is done on Uu with RRCSetupComplete containing a dedicated NAS PDU.
Proposal 2:
Link Establishment signalling from upper layers can be carried over sidelink in upper layer information within the RRC message.  

AS layer signalling for link establishment will depend on upper layer QoS negotiation procedure.  In link establishment procedure for NR V2X specified in 23.786, upper layers will perform QoS parameter negotiation described as follows [3]:
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UEs engaged in one to one communication negotiate PC5 QoS parameters during the link establishment procedure.
1.
UE-1 sends a Direct Communication Request message to UE-2 in order to trigger mutual authentication. This message includes the requested PC5 QoS parameters.
2.
UE-2 initiates the procedure for mutual authentication. The UE-2 includes the accepted PC5 QoS parameters in the Response message.

The QoS negotiation consists of UE-1 sending a set of possible QoS parameters and UE-2 selecting its preferred/supported parameters.  
Observation 1:
Selection of AS-layer configuration can be performed only after upper layer QoS negotiation.

AS layer configuration and/or capabilities may also need to be ciphered/integrity protected.  Whether this is the case should be decided by SA3.
Observation 2:
Whether AS-layer capabilities and/or AS-layer configuration can be exchanged prior to security establishment requires input from SA3.

Proposal 3:
Send LS to SA3 to ask whether RRC signalling used to exchange AS-layer capabilities and/or AS-layer configuration requires security protection.

Depending on the inputs from SA3, either of the following signalling flows are possible, and minimize the signalling exchanges between UEs by using encapsulation:
 Case 1: Security not Required on AS Layer Capabilities/Configuration.
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· UE1 sends Direct Communication Request Message as upper layer information in a SL RRCReconfiguration message with AS-layer capability and AS-layer configurations associated with each requested QoS

· UE2 upper layers decides QoS parameters, and based on selected parameters, selects the associated AS-layer parameters received from UE1

· UE2 confirms and indicates the selected configuration

Case 2: Security not Required on AS Layer Capabilities/Configuration.
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· The above signalling assumes security establishment is based on secure one-to-one Prose Direct communication described in TS 33.303 [2]
· The main difference with the first case is that AS layer capabilities and configuration are sent with the direct security mode complete message from upper layers
Regardless of the option that is selected, capability transfer from UE1 to UE2 using a single RRC message is possible and would be preferred to avoid excessive signalling.

Proposal 4:
Capability transfer is performed with a single RRC message sent from the UE initiating the PC5 direct link setup.

Once link establishment is terminated, there seems to be no need to re-exchange the AS layer capability.  On the other hand, AS layer configuration can be changed, for example, in the case where upper layers adds new QoS flows over a specific unicast link.  

Proposal 5:
AS Layer capability transfer occurs during PC5 signaling for direct link setup only.

Proposal 6:
AS layer configuration signalling can occur during PC5 signaling for direct link setup (initial configuration) or after PC5 signaling for direct link setup (reconfiguration) .
3 Conclusion

In this contribution the following observations were made on Link Establishment:
Observation 1:
Selection of AS-layer configuration can be performed only after upper layer QoS negotiation.

Observation 2:
Whether AS-layer capabilities and/or AS-layer configuration can be exchanged prior to security establishment requires input from SA3.

Based on these observations, the following conclusions were made:

Proposal 1:
Link establishment is performed with a single procedure involving signalling exchange at both the upper layer and AS layers

Proposal 2:
Link Establishment signalling from upper layers can be carried over sidelink in upper layer information within the RRC message.  

Proposal 3:
Send LS to SA3 to ask whether RRC signalling used to exchange AS-layer capabilities and/or AS-layer configuration requires security protection.

Proposal 4:
Capability transfer is performed with a single RRC message sent from the UE initiating the PC5 direct link setup.

Proposal 5:
AS Layer capability transfer occurs during PC5 signaling for direct link setup only.

Proposal 6:
AS layer configuration signalling can occur during PC5 signaling for direct link setup (initial configuration) or after PC5 signaling for direct link setup (reconfiguration) .
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5 Appendix – Agreements from RAN2#105 
Agreements on V2X unicast:
1: PC5-RRC is used to exchange UE capability and AS-layer configuration at least.

2: PC5-RRC based UE capability transfer procedure is triggered during or after PC5-S signalling for direct link setup. Further details can be discussed in WI stage.

3: PC5-RRC based UE capability transfer can be done in either one-way or two-way manner. Further details can be discussed in WI stage.

4: Further details on which UE to send out its own capability information can be discussed in WI stage.

5: PC5-RRC based AS-layer configuration procedure is triggered during or after PC5-S signalling for direct link setup. Further details can be discussed in WI stage.

6: PC5-RRC based AS-layer configuration can be done in a two-way manner. Further details can be discussed in WI stage.

7: Further details on which UE to send out PC5-RRC based AS-layer configuration can be discussed in WI stage.
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