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Introduction
During RAN#82 meeting, IAB WI was approved [1]. One of the objectives for IAB node is specification of UE-bearer to BH RLC-channel mapping and mapping between ingress and egress BH RLC channels for support of one-to-one and many-to-one bearer mapping. For IAB donor, it should support bearer mapping function on IAB donor DU to map downlink traffic of one or many UE-bearers to a BH RLC-channel. In addition, an email discussion on bearer mapping was triggered which discuss the one to one, many to one and F1-C bearer mapping mechanism. In this paper, we will focus on the user plane mapping and analyze the design considerations.
Discussion

User plane bearer mapping

User plane protocol stack for IAB network was also in IAB SI phase. It is suggested to consider adaptation layer above RLC layer. Adaptation layer supports routing and bearer mapping and IP termination at the access IAB node is recommended. In addition, F1*-U can be security-protected via PDCP or IPSec. As shown in Figure 1, it is an example user plane protocol stack with IPSec-based security protection in TR38.874.
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Figure 1 User plane protocol stack with IPSec-based security protection

Generally speaking, the bearer mapping could be considered in three cases: UE bearer to BH RLC channel mapping at access IAB node for UL traffic, UE bearer to BH RLC channel mapping at IAB donor DU for DL traffic and ingress and egress BH RLC channel mapping at intermediate IAB node. We discuss how to support them for one to one and many to one bearer mapping respectively.
One to one bearer mapping
For one to one bearer mapping, the UE bearer to BH RLC channel mapping could be based on the UE bearer Id. The UE bearer ID may be in the form of GTP-U TEID. For example, the one to one BH RLC channel configuration for the access IAB node MT may include which UE bearer is associated with each configured BH RLC channel. For an UL user plane packet form UE, access IAB node could encapsulate the GTP-U/UDP/IP/adapt subheader and deliver it to the BH RLC channel associated with corresponding GTP-U TEID and then transmit it to upstream IAB node DU. 

For IAB donor DU, upon receiving the DL UP packet from IAB donor CU, IAB donor DU deliver the IP packet to adaptation layer of IAB donor DU, which performs the routing to select the next hop IAB node and maps the DL UP packet to BH RLC channel between next hop IAB node MT and IAB donor DU. Here the IAB donor DU should be able to know the UE bearer info of the DL UP packet and then deliver this DL UP packet to the associated BH RLC channel. Suppose no IP Sec is enabled, the IAB donor DU could get the GTP-U TEID from the GTP-U header directly. Suppose IP Sec is enabled, the two step IP-sec might be considered. Namely, the IAB donor DU might decrypt the IP packet and get the GTP-U TEID and then encrypt the IP header again. The other approach are also mentioned in [2], where a separate outer GTP-U tunnel is allocated between donor DU and donor CU for each UE bearer for 1:1 mapping. 
For the intermediate IAB node, upon receiving the data packet from ingress BH RLC channel, it delivers the data packet to the adaptation layer, which maps the data packet to egress BH RLC channel. Similar to the access IAB node and donor DU, the bearer mapping might be based on the GTP-U TEID which may be carried in the adapt subheader. Alternatively, the bearer mapping may be based on the ingress BH RLC channel. For example, the intermediate IAB node may determine which egress BH RLC channel should be used based on whether UE bearer info associated with the egress BH RLC channel is the same with ingress BH RLC channels. 

Proposal 1: For one-to-one bearer mapping, IAB node may determine the egress BH RLC channel based on the UE bearer info, such as GTP-U TEID associated with the user packet.

Proposal 2: For one-to-one bearer mapping, IAB node may get the UE bearer info directly from GTP-U header, adapt subheader, or drive it from ingress BH RLC channel. 
Many to one bearer mapping
Generally speaking, many to one bearer mapping requires the IAB node to map multiple bearers with similar QoS into one BH RLC channel. In our opinion, the many to one bearer mapping could also be based on the UE bearer’s GTP-U TEID. Since donor CU has all the QoS relevant information of UE DRBs and BH RLC channels, it is possible for donor CU to evaluate the QoS characteristics of access UE’s traffic and configure the set of UE bearers that should be multiplexed onto a given BH RLC channel. This mapping info could be delivered to all the intermediate IAB node along the data forwarding path as part of the BH RLC channel configuration information. Upon receiving the data packet, access IAB node or IAB donor DU could first determine the corresponding UE bearer and then map this packet to the egress BH RLC channel based on the bearer mapping configuration. Similar to the one-to-one bearer mapping, the UE bearer based many to one bearer mapping also requires the IAB donor DU to get the GTP-U TEID of the DL UP packet. The approaches for the GTP-U TEID acquisition at donor DU mentioned in one to one bearer mapping could be reused here.
For the intermediate IAB node, since multiple UE bearer might be mapped to the ingress BH RLC channel, it is hard for the intermediate IAB node to derive the corresponding UE bearer info of the data packet from ingress BH RLC channel. The possible way for intermediate IAB node is to get the GTP-U TEID from the GTP-U header if IPsec security is disabled. Otherwise, it requires to include the GTP-U TEID in the adapt subheader. Based on the GTP-U TEID info, the intermediate IAB node could deliver the data packet to egress BH RLC channel. 

On the other hand, many to one bearer mapping could be based on DSCP. As we know, access IAB node and IAB donor CU may derive the DSCP of the received UL/DL data packet based on the 5QI or other RAN traffic parameter and perform the DSCP marking on the IP header of data packet. With DL as an example, IAB donor DU may get the DSCP from the IP header of data packet received from donor CU. Then the IAB donor DU could map the IP packet to downlink BH RLC channel according to DSCP. Similarly, for access IAB node, it may perform the DSCP marking on the IP header and then map it to BH RLC channel of next hop based on DSCP. When it comes to intermediate IAB node, it may get the DSCP from the IP packet header and then map it to egress BH RLC channel. 

Proposal 3: For many to one bearer mapping, both the UE bearer based mapping and DSCP based mapping could be considered. 

Proposal 4: For UE bearer based many to one bearer mapping, IAB node may get the UE bearer info of each data packets from the GTP-U header (e.g. TEID contained in the GTP-U header) or adapt subheader (e.g. GTP-U TEID contained the adapt subheader). 

It should be noted that the UE bearer based bearer mapping is applicable for spanning tree topology since only one ingress and egress BH RLC channel is associated with the UE bearer. Suppose DAG topology with redundant links are considered, more than one egress BH RLC channels might be associated with one specific UE bearer and these egress BH RLC channels may correspond to different next hop IAB nodes. In this case, other criteria need to be considered to perform the routing and bearer mapping. For example, data packets may be averagely split to the two egress BH RLC channels associated with the same UE bearer. Or the BH RLC channels of next hop node may be configured with cost value and the BH RLC channel with less cost value could be selected. What is more, the adapt layer may be configured to support the traffic split based on certain threshold. 
Observation 1: For DAG topology with redundant links, more than one egress BH RLC channels might be associated with one specific UE bearer. 

Proposal 5: When redundant links exist and multiple BH RLC channels associated with a given UE bearer are available, other criteria should be considered jointly for the IAB node bearer mapping and traffic distribution.  
Conclusion
In this paper, we focused on the many-to-one bearer mapping and analyze the design details of bearer mapping. And we have the following observations and proposals:
Proposal 1: For one-to-one bearer mapping, IAB node may determine the egress BH RLC channel based on the UE bearer info, such as GTP-U TEID associated with the user packet.

Proposal 2: For one-to-one bearer mapping, IAB node may get the UE bearer info directly from GTP-U header, adapt subheader, or drive it from ingress BH RLC channel. 
Proposal 3: For many to one bearer mapping, both the UE bearer based mapping and DSCP based mapping could be considered. 

Proposal 4: For UE bearer based many to one bearer mapping, IAB node may get the UE bearer info of each data packets from the GTP-U header (e.g. TEID contained in the GTP-U header) or adapt subheader (e.g. GTP-U TEID contained the adapt subheader). 

Observation 1: For DAG topology with redundant links, more than one egress BH RLC channels might be associated with one specific UE bearer. 

Proposal 5: When redundant links exist and multiple BH RLC channels associated with a given UE bearer are available, other criteria should be considered jointly for the IAB node bearer mapping and traffic distribution. 
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