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1 Introduction

The email discussion [1] on this topic at RAN2#105 [2] reached the following consensus: 
	· Ethernet header compression is beneficial in the context of IIOT

· There is R2 majority support for a dedicated HC scheme

· Of the dedicated HC schemes, there is R2 majority support for Ethernet Header Compression specified by 3GPP/RAN2 (no ROHC profile).


In this contribution we discuss the existing RoHC framework defined in RFC 5795 [3] and its suitability in carrying compressed and uncompressed Ethernet Header fields.  Also included in this contribution are two solutions that can potentially reduce the overheads of the existing RoHC framework:
Option 1: A New RoHC Ethernet Profile

A compatible solution which extends the existing RoHC framework

Option 2: A New Simplified Framework 

A highly simplified framework which is not compatible with the existing RoHC framework
2 Existing RoHC Framework
The latest IETF RoHC Framework document [3], provides a compression concept that is made possible by virtue of some information carried within the header of a packet remaining constant within the same flow. Unlike other protocols compressed using RoHC, the header fields of the Ethernet protocol are foreseen to remain constant from the responses to the email discussion [1].  

Observation 1: 
A simplified head compression framework is possible when the header fields are static.
The types of RoHC messages exchanged between the compressor and the decompressor are shown in Figure 1. The Initialization and Reset (IR) messages contain the uncompressed header fields, while the Initialization and Refresh with Dynamic Part (IR-DYN) messages describe the individual fields of the header that have changed.
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Figure 1: RoHC Messaging
The structure of the IR message is shown in Figure 2, and that of the IR-DYN message is shown in Figure 3. Both messages contain a context identifier (CID) making it is possible to link the RoHC compressor with its corresponding decompressor counterpart. The profile-specific information field is made up of a Static part and a Dynamic part whilst the CRC field covers just the IR header (i.e. including the static and dynamic parts of the profile-specific information). Bearing in mind that the Ethernet header fields are assumed to be constant for a given flow, the dynamic part in all cases is expected to remain empty.
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Figure 2: IR Message Format

Observation 2:
The profile-specific information field in the IR message will contain only the static part of the Ethernet header.

The purpose of the IR-DYN message, shown in Figure 3, is to notify the decompressor of any header fields that may have changed. The profile-specific information field in this message will be empty for the Ethernet header as it is envisioned that there are no dynamically changing fields. 
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Figure 3: IR-DYN Message Format
Observation 3:
The profile-specific information field of an IR-DYN message describing the dynamic part is always empty for Ethernet packets.

Observation 4:
CRC field does not provide any meaningful protection when the dynamic part of the IR-DYN message is empty.

The sizes of the IR and IR-DYN messages as described in Figures 2 and 3 are shown in Table 1. It is evident that the size of these messages in the RoHC framework are governed by the length of the context identifier (CID).

	CID length
	Mandatory fields within the RoHC Framework
	Total (bytes)

	Small 
	ADD-CID (1) ; IR-Type (1) ; Profile (1) ; CRC (1) 
	4

	Large
	CID (1 or 2) ; IR-Type (1) ; Profile (1) ; CRC (1) 
	4 or 5


Table 1: RoHC Framework Mandatory Fields 

Observation 5:
The size of the messages of the RoHC framework is dependent on the length of the context identifier (CID), with a minimum size of 4 bytes.
Feedback messages relay either a positive or negative indication from the decompressor to the compressor, as shown in Figure 4. Such an indication is adequate for Ethernet traffic and therefore the “size” field need not be used. 
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Figure 4: RoHC Feedback packets

The FEEDBACK data field can be either of the two formats, shown in figure 5.
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Figure 5: Feedback Profile specific information

Observation 6:
The RoHC Feedback message contains redundant fields that are not necessary for Ethernet traffic.
2.1 Potential Solutions

In this section we describe the two solutions that can be explored in the WI phase.
2.1.1 A New RoHC Ethernet Profile (Option 1)

Appendix A provides the necessary details of this solution in the form of a draft RFC. In this section we provide a brief summary of this solution.

The IR-DYN messages are used to carry compressed Ethernet headers and therefore any reduction to the size of its message structure will improve its compression efficiency. Modifying the IR-DYN message structure is not an option due to compatibility issues with other profiles. Instead we propose replacing it with a new message type (CO-ETHERNET) which is allowable under the RFC [3], as shown in Figure 6.   
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Figure 6: CO-ETHERNET message 

Adopting the CO-ETHERNET message type, makes it possible to do away with mandatory fields contained in the IR-DYN message:
· Profile ID (serves no purpose since the compressor and decompressor are linked through the CID in the IR message)
· CRC (serves no purpose since there are no dynamic Ethernet header fields to protect against errors)
· Profile-specific information (serves no purpose since it is always empty)
Observation 7:
In option 1, the minimum size of the compressed header of the RoHC framework after removing redundant fields is 2 bytes.

Observation 8:
Option 1 is compatible with the existing RoHC framework.

The Feedback message type can also be optimized to carry a 2 bit indication (ACK/NACK), as shown in figure 7. 
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Figure 7: Feedback message 
2.1.2 A New Simplified Framework (Option 2)

This solution is made possible when we consider that the Ethernet header fields remain static for the duration of the traffic flow. For this solution we simply need to match the compressor to the decompressor using a context identifier (CID) and have a means to differentiate the contents of the encapsulated traffic (compressed or uncompressed headers). Further optimization is made possible by condensing the feedback response to a single bit (ACK/NACK) capable of being piggybacked. Figure 8, provides some examples of the simplified framework.
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Figure 8: New Framework
Where: 

E is an extension field indicating CID that is large (E=1) or small (E=0)

F is the feedback field (value 0 indicates ACK; value 1 indicates NACK)

C is the compression filed (value 0 indicates no header compression; value 1 indicates header compression)

Figure 9, describes the operation of the simplified framework having a single byte overhead.

[image: image9]
Figure 9: Simplified Message 

Observation 9:
In option 2, the minimum size of the framework can be as small as a single byte.

Observation 10:
Option 2 is a simple mechanism which can easily be specified by 3GPP.

Proposal 1:

Ethernet header compression is based on the Simplified Framework (option 2).


3 Conclusion

In this document we observe the following aspects of the existing RoHC framework in relation to Ethernet header compression: 
Observation 1: 
A simplified head compression framework is possible when the header fields are static.

Observation 2:
The profile-specific information field in the IR message will contain only the static part of the Ethernet header.

Observation 3:
The profile-specific information field of an IR-DYN message describing the dynamic part is always empty for Ethernet packets.

Observation 4:
CRC field does not provide any meaningful protection when the dynamic part of the IR-DYN message is empty.

Observation 5:
The size of the messages of the RoHC framework is dependent on the length of the context identifier (CID), with a minimum size of 4 bytes.

Observation 6:
The RoHC Feedback message contains redundant fields that are not necessary for Ethernet traffic.

Following analysis of the potential Ethernet header compression solutions (option 1 and 2), we observe:
Observation 7:
In option 1, the minimum size of the compressed header of the RoHC framework after removing redundant fields is 2 bytes.

Observation 8:
Option 1 is compatible with the existing RoHC framework.

Observation 9:
In option 2, the minimum size of the framework can be as small as a single byte.

Observation 10:
Option 2 is a simple mechanism which can easily be specified by 3GPP.

On the basis of the above observations we propose that out of the two solutions:
Proposal 1:

Ethernet header compression is based on the Simplified Framework (option 2).
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1.  Introduction

  The ROHC WG has developed a header compression framework on top of which various profiles can be defined for different protocol sets, or compression strategies. As today’s equipment both domestic and commercial evolve towards wireless connectivity the need for efficient use of the airwaves through some form of header compression is becoming paramount.

  In this document we explore a factory environment where traditionally all manufacturing equipment have wired connectivity with Ethernet being the prevalent transport protocol.  Recently a new digital industrial technology initiative, known as "Industry 4.0", is being championed to extend the transportation of Ethernet packets to a wireless link.

  Industry 4.0 is envisaged as a transformation that makes it possible to gather and analyze data across machines, enabling machine learning and with the potential of aiding artificial intelligence. With the addition of wireless capability the flexibility to redeploy manufacturing equipment leads to more efficient factory processes bringing higher-quality goods at reduced costs. 

  This document defines a RoHC profile for efficient compression of 

  Ethernet headers compatible with existing ROHC [RFC5795] and ROHCv2

  [RFC5225] frameworks. 

2.  Conventions used in this document

   The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", 

   "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119]. 

2.1. Acronyms
   This section lists most of the acronyms used for reference:

     3GPP      3rd Generation Partnership Project. 

     C-TAG     Customer Tag described in 802.1q.

     CO        Compressed Header Format

     DEI       Drop Eligible Indicator.

     IPG       Inter-Packet Gap.

     LAN       Local Area Network.

     LSBs      Least Significant Bits.

     MAC       Media Access Control.

     MSN       Master Sequence Number.

     MT        Mobile Terminal.
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     PCP       Priority Code Point.

     RAN2      Radio Access Network Working Group 2,

               Radio Layer 2 and Radio Layer 3 RR specification.

     ROHC      Header compression framework, defined in [RFC5795]. 

     SN        Sequence Number.

     S-TAG     Service Tag described in 802.1q.
     SW
   Ethernet Switch
     ROHCv2    Header Compression profiles, defined in [RFC5225].

     TPID      Tag Protocol Identifier.

     vLAN      Virtual Local Area Network.

3.  Background (Informative)

  This section describes the factors influencing the interest in the transportation of Ethernet frames over a wireless link, it then goes on to provide some background description of the Ethernet header including the presence of virtual LAN tags. This is followed by the detail classification of the Ethernet header.

3.1. Overview
  The size of the information transported over the Ethernet within an industrial setting is typically in the range 20 to 250 octets where a fixed header size of 14, 18 or 20 octets, is a significant overhead. 

  One of the scenarios we are envisioning might then be the one in

  Figure 1, representing a conceptual manufacturing topology where the factory equipment (E1 & E2) wired to an Ethernet switch (SW) which in turn is wired to a mobile terminal (MT). The mobile terminal exchanges MAC (L2) packets (refer to 3.2) of the Ethernet frame wirelessly to a base station within the cellular network (CN). The CN connected to a central control (CN) station exchanges the full Ethernet frame (i.e. Physical layer (L1) and Data Link Layer (L2) components).
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    Factory   Ethernet    Mobile      Base     Cellular        Central

   Equipment   Switch    Terminal    Station    Network       Controller

   +--+ 

   |E1|==+                      ~ ~ ~

   +--+  |      +--+          |        \ /                          

         +======|  |       +--+         |       +-----+          +-----+

                |SW|=======|MT|         |       |     |          |     |

         +======|  |       +--+         |       | CN  |          | CC  |

         |      +--+                    +=======|     |          |     |

   +--+  |                 .  .         .       |     |          |     |

   |E2|==+                 .  .         .       |     |==========|     |

   +--+                    .  .         .       +-----+          +-----+

      .                    .  .         .             .          .

      .      Ethernet      .  .Cellular .             . Ethernet .    

      .<-------Link------->.  .<-Link-->.             .<--Link-->.

                    Figure 1: A Simple Manufacturing Network

3.2 Ethernet Header

  The Ethernet header is made up of two major components, the first is the Physical layer (L1) and the second is the MAC (Media Access control) layer (L2).  

  The Physical layer is essential to interconnect two nodes over a wired link and is therefore not considered necessary for compression.

  The MAC layer is essential for the transportation data between adjacent nodes on the same local area network or wide area network, either wired or wireless. The MAC layer may carry two levels of virtual LAN identification tags, known as Customer tag (inner, c-tag) and Service (outer, s-tag). Further levels of virtual LAN stacking beyond two is not necessary for the foreseen wireless use cases.

  Compression of the MAC packets over a wireless link greatly reduces the data bandwidth and leads to efficient use of the radio spectrum. 
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3.3. Existing Ethernet Frame Structure

  The Ethernet frame structure in its entirety contains the following fields:

      o Preamble                (7 octet)             - Physical Layer

      o Start Frame Detection   (1 octet)             - Physical Layer

      - Destination MAC address (6 Octet)             – MAC Layer

      - Source MAC address      (6 octet)             – MAC Layer

      - 802.1Q S-Tag (optional) (4 octet)             – MAC Layer

      - 802.1Q C-Tag (optional) (4 octet)             – MAC Layer

      - EtherType               (2 octet)             – MAC Layer

      o Payload                 (42/46 to 1500 octet) - Data packet

      o Frame Check Sequence    (4 octet)             – MAC Layer

      o Inter Packet Gap        (12 octet)            – Physical Layer

  The fields corresponding to the Physical Layer are primarily essential for wired links and therefore can be disregarded for wireless transfers. Further optimization is possible by not transferring the “Frame Check Sequence” field considering it does not reside within the header and can be recreated by the receiving node. 

4.0 Classification of Ethernet Header Fields

  Header compression is possible due to the fact that there is some redundancy between field values especially between the headers of consecutive packets. 

   The Layer 2 Ethernet header format:

      0      7 8     15 16             31 32              47

      +--------+--------+--------+--------+--------+--------+

      |               Destination MAC Address               |

      +--------+--------+--------+--------+--------+--------+

      |                 Source MAC Address                  |

      +--------+--------+--------+--------+--------+--------+

      |           802.1Q S-Tag*           |  802.1Q C-Tag*  |

      +--------+--------+--------+--------+--------+--------+

      | 802.1Q C-Tag*   | EtherType/Length|

      +--------+--------+--------+--------+

   * These fields are optional fields for 802.1q, informally known as "QinQ" or "Stacked VLANs".
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  In appendix A, lists and classifies in detail all the header fields relevant to this document. It concludes with recommendations on how the various fields should be handled by the header compression algorithm. 

  In appendix B, provides a formal definition of the compressed header formats based on the notations described in [RFC4997]. Majority of the header fields can be compressed since they never change apart from the EtherType which may indicate the size of the payload:   

      o EtherType / Length                 (16 bits total)

         - EtherType                       (16 bits value > 1500) 

         or

         - Length                          (16 bits value <= 1500) 

5.  Compressor and Decompressor Logic (Normative)

  The static context of ROHC-ETHERNET flows can be initialized by using an IR packet as in Section 7, where the profile number is 0x0009 and the static chain ends with the static part of a Ethernet header.

5.1. Compressor Operation

  The task of the compressor is to determine what data must be sent when compressing an Ethernet packet, so that the decompressor can successfully reconstruct the original packet based on its current state.  The selection of the type of compressed header to send thus depends on a number of factors, including:

   o  The compressor's level of confidence regarding decompressor state,

      e.g., from the reception of decompressor feedback (ACK and/or 

      STATIC-NACK).
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   o  Additional robustness required for the flow, e.g., periodic refreshes of static using IR when decompressor feedback is not expected.

  The RoHC framework has three compressor states, the Initialization and Refresh (IR), First Order (FO), and Second Order (SO) states. The compressor starts in the lowest compression state (IR) and transits gradually to higher compression states.  As there is only static context in this profile the compressor is constrained to FO state. 

   +----------+                +----------+                +----------+

   | IR State |   <-------->   | FO State |   <-------->   | SO State |

   +----------+                +----------+                +----------+

  Decisions about transitions between the various compression states are taken by the compressor on the basis of:

      - variations in packet headers

      - positive feedback from decompressor (Acknowledgments -- ACKs)

      - negative feedback from decompressor (Negative ACKs -- NACKs)

      - periodic timeouts (when operating in unidirectional mode, i.e., over simplex channels or when feedback is not enabled)

5.1.1. Initialization and Refresh (IR) State

  The purpose of the IR state is to initialize the static parts of th context at the decompressor or to recover after failure.  In this state, the compressor sends complete header information in uncompressed form.

  The compressor stays in the IR state until it is fairly confident that the decompressor has received the static information correctly.

5.1.2. First Order (FO) State

  The purpose of the FO state is to efficiently communicate irregularities in the packet stream. The compressor enters this state from the IR state where it will remain in this state until:

      - STATIC-NACK feedback from decompressor upon detection of 

        erroneous packets 

      - periodic timeouts 

      - changes to the static components (when operating as a Ethernet bridge)

   resulting in the transition back to the IR state.
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5.1.3. Optimistic Approach

  The optimistic approach is the principle by which a compressor sends the same type of information for a number of packets (consecutively or not) until it is fairly confident that the decompressor has received the information.  The optimistic approach is useful to ensure robustness when Ethernet is used to compress packets over bad wireless links.

5.1.4. Periodic Context Refreshes

  When the optimistic approach is used, there will always be a possibility of decompression failures since the decompressor may not have received sufficient information for correct decompression. Therefore, until the decompressor has established a feedback channel, the compressor SHOULD periodically move to No Context state and send IR packets.  These refreshes can be based on timeouts, on the number of compressed packets sent for the flow, or any other strategy specific to the implementation.  Once the feedback channel is established, the decompressor MAY stop performing periodic refreshes.

5.1.5. Feedback Logic

  The semantics of feedback messages, acknowledgments (ACKs) and negative acknowledgments (STATIC-NACKs), are described in section 8.

5.1.5.1. Acknowledgments (ACKs)

  The compressor MAY use acknowledgment feedback (ACKs) to move to a higher compression state.

5.1.5.2. Negative Acknowledgments (NACKs) 

 On reception of a STATIC-NACK feedback, the compressor SHOULD:

   o  assume that the decompressor has no valid context, and

   o  re-send all static via an IR packet the next time it compresses a packet for the indicated flow

  unless it has confidence that information sent after the packet that is being acknowledged already provides a suitable response to the negative acknowledgment feedback.
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5.2. Decompressor Operation

  In this profile only two states of the decompressor are used namely No Context (NC) and Static Context (SC). The decompressor starts in its lowest compression state, the NC state.  Successful decompression will always move the decompressor to the SC state.  The decompressor state machine normally never leaves the SC state once it has entered this state; only decompression failures will force the decompressor to transit downwards the NC state.

   Below is the state machine for the decompressor, as there only static contexts in this profile the Full context (FC) is not entered. Details of the transitions between states and decompression logic are given in the subsections following the figure.

                          Success

                +------>----->----->-----+

                |                        |

    No Static   |               Success  | 

     +-->--+    |             +-->---->--+ 

     |     |    |             |          | 

     |     v    |             |          v 

   +-----------------+   +---------------------+   +-------------------+   

   | No Context (NC) |   | Static Context (SC) |   | Full Context (FC) |

   +-----------------+   +---------------------+   +-------------------+

      ^                         | 

      | Static Context Damaged  |

      +-----<------<------<-----+

5.2.1.  No Context (NC) State

  Initially, while working in the No Context (NC) state, the decompressor has not yet successfully decompressed a packet.

   Allowing decompression:

      In the NC state, only IR packets carrying sufficient information on the static fields can be decompressed; otherwise, the packet MUST NOT be decompressed and MUST NOT be delivered to upper layers.

   Feedback logic:

      In the NC state, the decompressor should send a STATIC-NACK if a packet of a type other than IR is received, or if decompression of an IR packet has failed, subject to the feedback rate limitation as described in section 8.

  Once a packet has been validated and decompressed correctly, the decompressor MUST transit to the SC state.
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5.2.2 Static Context (SC) State

  When the decompressor is in the Static Context (SC) state, only the static part of the decompressor context is considered valid.

  From the SC state, the decompressor moves back to the NC state if static context damage is detected.

  Allowing decompression:

      In the SC state, IR packets carrying sufficient information covered by an 8-bit CRC or CO-ETHERNET can be decompressed (Refer to section 7). Otherwise, the packet MUST NOT be decompressed and MUST NOT be delivered to upper layers.

  Feedback logic:

      In the SC state, the decompressor should send a STATIC-NACK if CRC validation of an IR packet fails and static context damage is assumed.  If a packet other than IR or CO-ETHERNET is received, the decompressor should send a STATIC-NACK.  Both of the above cases are subject to the feedback rate limitation as described in section 8.

  Once a packet has been validated and decompressed correctly, the decompressor MUST remain in the SC state.

5.2.3. Detecting Context Damage

  When decompressing an IR, the decompressor MUST validate the integrity of the received header using CRC-8 validation [RFC5795]. If validation fails, the packet MUST NOT be delivered to upper layers.

  When the CRC-8 validation or the CRC verification of the received header is successful, the decompressor SHOULD update its context with the information received in the current header; the decompressor then passes the reconstructed packet to the system's network layer. Otherwise, the decompressor context MUST NOT be updated.

6.  Encodings in ROHC-ETHERNET (Normative)

  The Ethernet packets are self-contained and do not require ROHC Segmentation support or any ROHC based re-ordering features.
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6.1. Control Fields in ROHC-ETHERNET

  ROHC-ETHERNET, does not require control fields and therefore the decompressor is not required to interpret the format of the packets received from the compressor. As there is no field in the Ethernet header that can act as the master sequence number (MSN) or sequence number (SN) used in other profiles. The differentiation of between packets when sending feedback data is not necessary for the correct operation of ROHC-ETHERNET.

7.  Packet Types (Normative)

   ROHC-ETHERNET uses two different packet types, the Initialization and

   Refresh (IR) and a new compressed (CO-ETHERNET) packets types. 

   The profile identifier for ROHC-ETHERNET is 0x0009 (refer to section

   10).

   According to [RFC5225] the following packet types are reserved at the 

   ROHC framework level:

         11100000 : Padding

         1110nnnn : Add-CID octet (nnnn=CID with values 0x1 through 0xF)

         11110    : Feedback

         11111000 : IR-DYN packet

         1111110  : IR packet

         1111111  : Segment

   Other packet types, according to [RFC5225] can be defined and used by individual profiles:

         0        : available (not reserved by ROHC framework)

         10       : available (not reserved by ROHC framework)

         110      : available (not reserved by ROHC framework)

         1111101  : available (not reserved by ROHC framework)

         11111001 : available (not reserved by ROHC framework)

   Based on this information the ROHC-ETHERNET will reserve:

         11111010 : CO-ETHERNET

         110000   : ETHERNET Feedback

7.1. Initialization and Refresh Header Format (IR)

   ROHC-ETHERNET uses the basic structure of the ROHC IR as defined in 

   [RFC5795](Sections 5.2.2.1) without the "dynamic part".
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   Packet type: IR

      This packet type communicates the static part and the dynamic part of the context, but for ROCH-ETHERNET only the static part is used. It has the following format, which corresponds to the "Header" and "Payload" fields described in Section 5.2.1 of [RFC5795]:

        0   1   2   3   4   5   6   7

       --- --- --- --- --- --- --- ---

      :        Add-CID octet          : if for small CIDs and (CID != 0)

      +---+---+---+---+---+---+---+---+

      | 1   1   1   1   1   1   0   1 | IR type octet

      +---+---+---+---+---+---+---+---+

      :                               :

      /       0-2 octets of CID       / 1-2 octets if for large CIDs

      :                               :

      +---+---+---+---+---+---+---+---+

      |        Profile = 0x0009       | 1 octet

      +---+---+---+---+---+---+---+---+

      |              CRC              | 1 octet

      +---+---+---+---+---+---+---+---+

      |                               |

      /         Static chain          / variable length

      |                               |

      +---+---+---+---+---+---+---+---+

      |         Dynamic chain         | Not present, D is set to 0

      +---+---+---+---+---+---+---+---+

       - - - - - - - - - - - - - - - -

      |                               |

      /            Payload            / variable length

      |                               |

       - - - - - - - - - - - - - - - -

      CRC: 8-bit CRC, computed according to Section 5.3.1.1 of

      [RFC5795].  The CRC covers the entire IR header, thus excluding dynamic part which does not exist, payload, padding, and feedback, if any.

      The static chain consists of one item for each header of the chain of protocol headers to be compressed.  In the formal description of the packet formats, this static chain item for each header is a format whose name is suffixed by "_static", identified in Appendix B. The static chain is only used in IR packets.

      Payload: The payload of the corresponding original packet, if any.

      The payload consists of all data after the last octet of the 

      Ethernet header to the end of the uncompressed packet.
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7.2. Compressed Header Format (CO-ETHERNET)

  The CO-ETHERNET header format is used to associate the Ethernet payload to the same compression context (CID). 

  Packet type: CO-ETHERNET 

  The general format for a compressed header is as follows:

        0   1   2   3   4   5   6   7

       --- --- --- --- --- --- --- ---

      :         Add-CID octet         : if for small CIDs and CID 1-15

      +---+---+---+---+---+---+---+---+

      | 1   1   1   1   1   0   1   0 | CO-ETHERNET type octet

      +---+---+---+---+---+---+---+---+

      :                               :

      /   0, 1, or 2 octets of CID    / 1-2 octets if large CIDs

      :                               :

      +---+---+---+---+---+---+---+---+

8.  Ethernet Feedback Formats 

  This section describes a new feedback formats for the ROHC-ETHERNET profile with two different categories of feedback messages, acknowledgment (ACK) and STATIC-NACK for the entire context. Other types of information may be defined in profile-specific feedback information.

     ACK: Acknowledges successful decompression of a packet.  Indicates that the decompressor considers its context to be valid.

     STATIC-NACK: Indicates that the decompressor considers its entire static context invalid, or that it has not been established.

     Feedback Header Format:

        0   1   2   3   4   5   6   7

       --- --- --- --- --- --- --- ---

      :         Add-CID octet         : if for small CIDs and CID 1-15

      +---+---+---+---+---+---+---+---+

      | 1   1   0   0   0   0 |Acktype| Feedback Type Identifier

      +---+---+---+---+---+---+---+---+

      :                               :

      /   0, 1, or 2 octets of CID    / 1-2 octets if large CIDs

      :                               :

      +---+---+---+---+---+---+---+---+
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      Acktype:

         0 = ACK

         1 = NACK        (Not used in this profile)

         2 = STATIC-NACK

         3 is reserved   (MUST NOT be used)

   The feedback header format does not carry a CRC octet.

9.  Security Considerations

  The security considerations of [RFC5795] and [RFC5225] apply integrally to this document without modifications.

10.  IANA Considerations

  The ROHC-ETHERNET profile identifier are to be reserved by the IANA for the profiles defined in this document (RFC 4019). 

  The profile number 0x0000 to 0xnn08 are already assigned or reserved leaving profile numbers 0x0009 to 0xnn7f available. The registration suggested for the “RObust Header Compression (ROHC): Profile Identifier Ethernet" name space: 

      OLD:   0x0009-0xnn7F     to be assigned by IANA

      Modified with:

      NEW:   0x0009            ROHC-ETHERNET

      NEW:   0x000a-0xnn7F     to be assigned by IANA
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Appendix A.  Detailed Classification of Ethernet Header Fields 

   Adopting the general classification found in [RFC3095](Appendix A.1), this section describes the motive for how the various header fields are assigned to a classes. The below table summarizes a possible classification. 

   Header fields for Ethernet and 802.1Q:

                                         +------------------+

                                         |     Ethernet     |

      +-------------------------+--------+------------------+

      |          Header         |  Size  |      Class       |

      |          Field          | (bits) |                  |

      +-------------------------+--------+------------------+

      | Destination MAC Address |   48   |    STATIC-DEF    |

      |    Source MAC Address   |   48   |    STATIC-DEF    |

      |802.1Q S-TAG (if present)|        |                  |

      |       802.1Q-TPID       |  0,16  |    STATIC-DEF    |

      |       802.1Q-PCP        |  0,3   |    STATIC-DEF    |

      |       802.1Q-DEI        |  0,1   |    STATIC-DEF    |

      |       802.1Q-VLAN       |  0,16  |    STATIC-DEF    |

      |802.1Q C-TAG (if present)|        |                  |

      |       802.1Q-TPID       |  0,16  |    STATIC-DEF    |

      |       802.1Q-PCP        |  0,3   |    STATIC-DEF    |

      |       802.1Q-DEI        |  0,1   |    STATIC-DEF    |

      |       802.1Q-VLAN       |  0,16  |    STATIC-DEF    |

      |    EtherType / Length   |   16   |    INFERRED      |

      +-------------------------+--------+------------------+

   o Destination and Source MAC Address

     These fields are part of the definition of a stream and must thus be constant for all packets in the stream.  The fields are therefore classified as STATIC-DEF.

   o 802.1Q-TPID (Tag Protocol Identifier)

     The following sub-fields PCP, DEI and VLAN are present when the

     TPID field is set to a value of:

        0x8100 for C-TAG or

        0x88A8 for S-TAG

     This field is therefore classified as STATIC.

   o 802.1Q-PCP (Priority Code Point) and

     802.1Q-DEI (Drop Eligible Indicator) and 

     802.1Q-VLAN (Virtual Local Area Network)

     When the TPID is set to 0x8100 or 0x88A8, the PCP is used to report the priority of the stream identified in the VLAN while the DEI indicates the dropping of the frame in the presence of congestion. These fields are part of the port configuration and will not change dynamically and are therefore classified as STATIC-DEF.
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   o EtherType or Length

     This field is used to identify either the payload carried within the Ethernet frame (value > 1500 octets) or specify the length of the payload (value <= 1500 octets). This information is expected to be provided by the link layer.  If this field is representing the Length fields then it will be eliminated from the compressed headers as is the case with RoHCv1 and RoHCv2, where:

        o ROHC is designed under the assumption that lower layers indicate the length of a compressed packet.  ROHC packets do not contain length information for the payload.

     This field is therefore classified as INFERRED.

Appendix B.  Formal Definition of ROHC-ETHERNET

////////////////////////////////////////////////////////////////////////

// Constants                                                          //

////////////////////////////////////////////////////////////////////////

S-TAG = 0x8A80;  // Service  - outer tag for 802.1Q vLANs

C-TAG = 0x8100;  // Customer - inner tag for 802.1Q vLANs

////////////////////////////////////////////////////////////////////////

// General encoding methods                                           //

////////////////////////////////////////////////////////////////////////

   /////////////////////////////////////////////////////////////////////

   // Ethernet Header for MAC Layer                         (ethernet)//

   //   48 bit Destination MAC Address                                //

   //   48 bit Source MAC Address                                     //

   //   16 bit EtherType         (Length representation is eliminated)//

   /////////////////////////////////////////////////////////////////////

   ethernet 

   {

     UNCOMPRESSED 

     {

       dest_mac_addr [ 48 ];    

       src_mac_addr  [ 48 ];    

       ethertype     [ 16 ];    

     }

     DEFAULT 

     {

       dest_mac_addr =:= static;

       src_mac_addr  =:= static;

     }
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     COMPRESSED ethernet_static 

     {

       dest_mac_addr =:= irregular(48) [ 48 ];

       src_mac_addr  =:= irregular(48) [ 48 ];

     }

     COMPRESSED ethernet_irregular 

     {

       ENFORCE (ethertype > 1500);

       ethertype  =:= irregular(16) [ 16 ]; 

     }

   } // end of ethernet

   /////////////////////////////////////////////////////////////////////

   // 802 1Q Tag field Definitions                                    //

   //   16 bit Tag Protocol Identifier (TPID)                         //

   //      Set to 0x8100 for C-TAG (inner) or 0x88A8 for S-TAG (outer)//

   //    3 bit Priority Code Point     (PCP)                          //

   //    1 bit Drop Eligible Indicator (DEI)                          //

   //   12 bit VLAN ID                                                //

   /////////////////////////////////////////////////////////////////////

   ethernet_c_tag

   {

     UNCOMPRESSED 

     {

       dest_mac_addr                                 [ 48 ];    

       src_mac_addr                                  [ 48 ];    

       // C-TAG (inner tag)

       tpid_c_tag =:= uncompressed_value (16, C-TAG) [ 16 ];

       pcp_c_tag                                     [ 3 ];

       dei_c_tag                                     [ 1 ];

       vlan_id_c_tag                                 [ 12 ];

       ethertype                                     [ 16 ];    

     } 

     COMPRESSED ethernet_c_tag_static 

     {

       dest_mac_addr =:= static;    

       src_mac_addr  =:= static;    

       tpid_c_tag    =:= static;

       pcp_c_tag     =:= static;

       dei_c_tag     =:= static;

       vlan_id_c_tag =:= static;

     }
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     COMPRESSED ethernet_c_tag_irregular 

     {

       ENFORCE (ethertype > 1500);

       ethertype  =:= irregular(16) [ 16 ]; 

     }

   } // end of ethernet-c-tag

   ethernet_s_tag

   {

     UNCOMPRESSED 

     {

       dest_mac_addr                                 [ 48 ];    

       src_mac_addr                                  [ 48 ];    

       // S-TAG (outer tag)

       tpid_s_tag =:= uncompressed_value (16, S-TAG) [ 16 ];

       pcp_s_tag                                     [ 3 ];

       dei_s_tag                                     [ 1 ];

       vlan_id_s_tag                                 [ 12 ];

       // C-TAG (inner tag) is also present

       tpid_c_tag =:= uncompressed_value (16, C-TAG) [ 16 ];

       pcp_c_tag                                     [ 3 ];

       dei_c_tag                                     [ 1 ];

       vlan_id_c_tag                                 [ 12 ];

       ethertype                                     [ 16 ];    

     } 

     COMPRESSED ethernet_s_tag_static 

     {

       dest_mac_addr =:= static;    

       src_mac_addr  =:= static;    

       tpid_s_tag    =:= static;

       pcp_s_tag     =:= static;

       dei_s_tag     =:= static;

       vlan_id_s_tag =:= static;

       tpid_c_tag    =:= static;

       pcp_c_tag     =:= static;

       dei_c_tag     =:= static;

       vlan_id_c_tag =:= static;

     }

     COMPRESSED ethernet_s_tag_irregular 

     {

       ENFORCE (ethertype > 1500);

       ethertype  =:= irregular(16) [ 16 ]; 

     }

   } // end of ethernet-s-tag
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