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1	Introduction
During RAN2#105 it was agreed that the Adaptation layer will perform the routing and bearer mapping functions for IAB network. Furthermore, RAN2 agreed to further discuss through email discussions ([105#46][IAB] Routing and [105#47][IAB] Bearer Mapping) how the routing and bearer mapping functions will be performed for IAB network. The email discussion on routing ([105#46][IAB]) identified “route identifier” as a content/identifier to be carried/included in the Adaptation Layer header for routing purposes. However, some other new identifier(s) may need to be included for other potential functions provided by the Adaptation layer. This contribution discusses these aspects in detail. 
2 	Discussion
Figure 1 shows the UP architecture recommended for the IAB WI, where the full F1-U header (GTP/UDP/IP) terminates at the IAB DU. For this architecture, the GTP TEID and IP header can be used for mapping UE user-plane PDUs to BH RLC channels and identifying the UE-bearer for the PDU at the Access IAB node as explained in [3], the Donor DU and the Access IAB node will perform this mapping based on the configuration done by the CU-CP, since the CU-CP is responsible for the DRB management of all the UEs served by Donor DU as well as downstream IAB nodes. Consequently, for the first and fourth functions listed above, the Adaptation layer header does not need to carry any specific identifier.
  


Figure 1: User Plane (UP) architecture recommended for Rel-16 WI on IAB.

For forwarding packets across the wireless backhaul topology, either a path ID or an IAB-node L2 address can be used. As explained in [4], forwarding based on path ID is more beneficial than using access IAB-node or IAB-donor addresses as it provides extra information to the intermediate IAB nodes that can be used for enforcing fairness and QoS. However, irrespective of the forwarding mechanism, the Adaptation layer header will carry an identifier for packet forwarding across the backhaul topology.
Regarding static QoS information of UE bearers, the Adaptation layer does not need any explicit identifier to carry in its header for appropriate QoS treatment of packets by the network nodes. The CU-CP will implement/enforce the QoS requirements for applications/services used by end-user by appropriately configuring the mapping rules between the ingress and egress BH RLC channels. Thus, the intermediate IAB nodes will simply use these lookup tables to forward packets to egress BH RLC channels suited to packets/data QoS profile. However, some dynamic information, such as the time a packet has already spent in the network, could be useful for enforcing the QoS requirements of the bearers [5]. Optional fields in the adaptation layer can be used to convey such information to intermediate IAB nodes.
When it comes to other potential information/identifier carried in the Adaptation header, one possible field can be the marker flag used by IAB nodes for marking the packets that experienced queueing delay beyond a threshold value, an approach proposed in [6] for DL flow control in IAB network. Moreover, some control elements might be defined for the Adaptation layer that can be used for L2 communication between IAB nodes, such as indicating backhaul RLF or recovery to child IAB nodes [7]. For this purpose, the Adaptation header needs to carry flag(s)/indicator(s) for differentiating control packets from data packets. Lastly, some flags might be included in the Adaptation header for future compatible extension.
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Finally, the Adaptation layer header will be counted as overhead incurred in RAN. To keep the overhead low, it will be useful to adopt a minimum set of identifiers/fields needed to provide the essential functions. 
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3	Conclusion
In this paper we made the following observations:
Observation 1	The Adaptation header does not need to carry any specific identifier for the UE, UE-bearer, and static bearer QoS information.
Observation 2	The Adaptation header will carry a path identifier for packet forwarding.
Observation 3	The Adaptation header would need some flags/fields for flow control, differentiating Adaptation layer control packets from data packets, and optional fields enabling dynamic QoS enforcement.
Observation 4	The Adaptation header would need some flags for future compatible extension.
Leading to the following proposal:
Proposal 1	The Adaptation Layer should carry a path identifier for packet forwarding and a flag indicating user data or control, other elements are FFS.
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