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Introduction
According to NR IIoT WID RP-190728 [1], RAN2 will “specify Ethernet header compression based on structure-aware algorithm”. 
In this contribution, we discuss in detail on how Ethernet header compression is performed without using ROHC profile (i.e. “New PDCP solution” in TR 38.825 [2]).
Discussion
During SI, following design principles were agreed for Ethernet header compression [2]:
-	Preamble, SFD and FCS are ignored are not transmitted thus not considered in Ethernet header compression.
-	Ethernet header compression considers the header fields DESTINATION ADDRESS, SOURCE ADDRESS, TYPE/LENGTH, Q-TAGs (including all sub-fields), but no further fields of the Ethernet header for structure-aware compression solution.
-	Additional complexity of removing padding in Ethernet header compression must be justified. 
-	Further industrial protocols above Ethernet are not considered in structure-aware Ethernet header compression.
-	The developed structure-aware Ethernet header compression scheme does not consider IP header compression within a joint solution. 
-	For structure-agnostic compression scheme, further fields, further industrial protocols above Ethernet, IP header are compressed together with Ethernet header.
-	PDCP at gNB is the network anchor for Ethernet header compression.
[bookmark: _GoBack]To compress Ethernet header, it is necessary to introduce shorter connection identity (ID) to represent the static fields in Ethernet header. One example is to use the connection ID to represent a unique combination of Ethernet header fields: destination address, source address, type/length, and 802.1Q tag. The length of connection identity field is a tradeoff between the overhead and the number of connections supported. It can be either fixed in specification by considering the tradeoffs, or configured by the network. Connection identity space in DL and UL can be independent, which means that the same connection identity can refer to different unique combination of Ethernet header fields. 
[bookmark: Proposal_ConnectionID]Proposal 1: A connection ID is used to represent Ethernet header fields for compression.
To signal the mapping between connection ID and Ethernet header fields, several options can be considered: RRC signalling, PDCP control PDU, within PDCP data PDU. Using RRC signalling causes additional interaction between RRC and PDCP layer. There are more overhead and potentially larger latency with RRC signalling and PDCP control PDU options. Therefore, it is proposed to signal the mapping between connection ID and Ethernet header fields within the PDCP data PDU.
[bookmark: Proposal_Mapping]Proposal 2: The mapping between connection ID and Ethernet header fields is signaled within the PDCP data PDU.
For the “in-band” signalling of the mapping within PDCP data PDU, a “Type” field is needed to at least differentiate uncompressed/compressed Ethernet header. For example, PDCP PDU payload content (excluding PDCP header and MAC-I) for uncompressed header is shown in Figure 1 below. The fileds in addition to Ethernet header are “Connection ID” and “Type”. Ethernet header fields Destination/Source Address, Length/type, and 802.1Q tag are signaled as is, without any compression. Such uncompressed header is transmitted when a unique connection is firstly used.



[bookmark: Fig_Header_uncompressed]Figure 1: Example PDCP PDU payload content (excluding PDCP header and MAC-I) for uncompressed header
After the transmission of the uncompressed header, for the subsequent packets corresponding to a connection ID whose uncompressed headers have been sent, the transmitter can transmit compressed header. An example is shown in  Figure 2 below. Only fields “Connection ID” and “Type” are present inside PDCP PDU payload while Ethernet header fields (Destination/Source Address, Length/type, and 802.1Q tag) are represented by “Connection ID” and therefore not present in the PDCP payload. 

 
[bookmark: Fig_Compress_Addr]Figure 2: Example PDCP PDU payload content (excluding PDCP header and MAC-I) for compressed header
[bookmark: Proposal_Fields]Proposal 3: When Ethernet header compression is configured, PDCP data PDU consists of fields: Connection ID and Type, with Type field at least indicates whether Ethernet header is compressed or not.
One question is whether feedback from receiver is needed to inform the transmitter that uncompressed header has been received correctly, so that transmitter can use the compressed header format (e.g. as in Figure 2). Given that typically RLC UM is used and the reliability requirement for one transmission of a packet is 1-10-5 (TR 38.913 clause 7.9 for URLLC), a simple solution to guarantee reliability of Ethernet header compression is that network can configure the number of transmissions (e.g. 2) of the uncompressed header for one connection. UE can only transmit compressed header for the connection after the number of transmissions of the uncompressed header has been completed. Above discussion is for the uplink. For the downlink, the number of transmissions of the uncompressed header for one connection is up to network implementation. With above scheme, the loss of single packet containing uncompressed header does not affect subsequent transmissions. Note that consecutive loss of packets can affect the compression scheme, but such consecutive loss case should be generally avoided in industry IoT scenario due to the requirement on survival time (details in TS 22.104 [4]. In most scenarios, 2 consecutive packet loss is not acceptable). With above scheme, feedback for Ethernet header compression is not needed.
[bookmark: Proposal_Feedback]Proposal 4: Before starting to use compressed version of the Ethernet header, uncompressed Ethernet header is used for a number of transmisisons (configured by the network) to ensures reliable delivery. Feedback for Ethernet header compression is not required.
[bookmark: Proposal_ROHC]Ethernet header compression is performed in PDCP layer. It is straighforwad to configure Ethernet header compression per DRB. To allow flexible configuration, it is proposed that Ethernet header compression can be configured independently for DL and UL.
[bookmark: Proposal_Configuration]Proposal 5: Ethernet header compression is configured per DRB, and can be configured independently for DL and UL directions of one DRB.
Conclusion
In this contribution, we discuss in detail on how Ethernet header compression is performed without using ROHC profile. 
We propose the following:
Proposal 1: A connection ID is used to represent Ethernet header fields for compression.
Proposal 2: The mapping between connection ID and Ethernet header fields is signaled within the PDCP data PDU.
Proposal 3: When Ethernet header compression is configured, PDCP data PDU consists of fields: Connection ID and Type, with Type field at least indicates whether Ethernet header is compressed or not.
Proposal 4: Before starting to use compressed version of the Ethernet header, uncompressed Ethernet header is used for a number of transmisisons (configured by the network) to ensures reliable delivery. Feedback for Ethernet header compression is not required.
Proposal 5: Ethernet header compression is configured per DRB, and can be configured independently for DL and UL directions of one DRB.
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