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1. Introduction
In RAN#83 meeting, TR 38.825 v1.0.0 on Study on NR Industrial Internet of Things (IoT) has been approved. Some information regarding to Ethernet header compression is extracted as below:

	6.6.1.2
Ethernet header fields
The LENGTH/TYPE (2 octets) field may be used for length information or to define the 802.1QTagType, and can be used in compression. In most case where this is a TYPE-field the value would be static.

6.6.1.3
Padding

The allowed minimum Ethernet frame length is 64 bytes. Any frame which is less than 64 bytes is illegal and dropped. Padding will be used to fill up the payload field of the Ethernet frame for payload data sizes smaller than the allowed field sizes. Padding is redundant, and furthermore, the 5G system transporting Ethernet frames does not expect Ethernet frame payload sizes of a certain defined length. Therefore, padding may either be removed, e.g. at PDU session level, or compressed as part of the header compression. Due to the absence of a length field in the Ethernet header indicating the actual payload size, additional complexity is required, when determining and compressing padding part of the payload field. The complexity property is related to the applied compression solution.


In this paper, we will discuss the handing of LENGTH/TYPE field and PAD field in Ethernet frame and the signaling procedure for Ethernet header compression. 

2. Discussion
2.1 The removing the fields in Ethernet frame

According to the IEEE Std 802.3 [2], the LENGTH/TYPE field in the Ethernet frame has two different interpretation:

	3.2.6 Length/type field
This two-octet field takes one of two meanings, depending on its numeric value. For numerical evaluation,

the first octet is the most significant octet of this field.

a) If the value of this field is less than or equal to 1500 decimal (05DC hexadecimal), then the Length/Type field indicates the number of MAC client data octets contained in the subsequent MAC Client Data field of the basic frame (Length interpretation).

b) If the value of this field is greater than or equal to 1536 decimal (0600 hexadecimal), then the Length/Type field indicates the Ethertype of the MAC client protocol (Type interpretation). The Length and Type interpretations of this field are mutually exclusive.


Except for the Ethernet V2 shown in Annex, all the other Ethernet frame structures have a LENGTH/TPYE field with length interpretation to indicate the length of data field carried in Ethernet frame. According to the TS 22.104, the message size may be specified in a range (e.g., 40~250bytes under mobile robots use case). Thus, the LENGTH/TPYE field with length interpretation may not be static for a given TSN stream.

Observation 1: The LENGTH/TPYE field with length interpretation may not be static under some use cases defined in TS 22.104.
Due to the changed value of the LENGTH/TPYE field with length interpretation, taking this field into consideration will complicate the Ethernet header compression procedure. Due to this field is used to indicate the length of data field, the transmitter can remove this field to reduce overhead. At the receiver side, this field can be added back based on the length of data field in the Ethernet frame, which does not introduce a large complexity.
Observation 2: LENGTH/TPYE with length interpretation can be removed at transmitter side and added back based on the length of data field at receiver side, without introducing large complexity.

According to the IEEE Std 802.3, the PAD field may be carried in order to satisfy the minimum frame size:

	3.2.8 Pad field

A minimum MAC frame size is required for correct CSMA/CD protocol operation (see 4.2.3.3 and 4.4). If necessary, a Pad field (in units of octets) is appended after the MAC Client Data field prior to calculating and appending the FCS field. The size of the Pad, if any, is determined by the size of the MAC Client Data field supplied by the MAC client and the minimum MAC frame size and address size MAC parameters (see4.4).

The length of the Pad field required for MAC Client Data that is clientDatasize/8 octets long is max [0, minFrameSize – (clientDatasize + 2 × addressSize + 48)] bits.


For Ethernet 802.3, the LENGTH/TYPE field with length interpretation is always carried in the Ethernet frame as shown in Annex. Thus, it is easy to determine whether the PAD field exists in the frame and the length of the PAD field based on the LENGTH/TYPE field with length interpretation and the minimum Frame size.

Observation 3: For Ethernet 802.3, whether the PAD field exists in the frame and the length of PAD field can be determined based on the LENGTH/TYPE field with length interpretation.
The transmission of IP data over Ethernet networks is defined in RFC 894, the detailed Ethernet frame structure is shown as below Fig.1, which corresponds to the Ethernet V2 in the Annex. From the figure, it can be found that the fixed length of PAD field is always carried for IP control packet. For IP data packet, PAD field is always absent as the IP layer will guarantee the IP data packet size is at least 46 bytes to satisfy the minimum frame size in Ethernet environment. Thus, whether the PAD field is carried in Ethernet V2 and the length of PAD field can be determined based on the LENGTH/TYPE field.
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Fig.1 The detailed Ethernet 802.3 frame

Observation 4: For Ethernet V2, whether the PAD field exists in the frame and the length of PAD field can be determined based on the LENGTH/TYPE field.
For a given TSN stream between TSN devices, MAC source, MAC destination, and Q-Tag are unchanged. Thus, these fields can be removed at transmitter. 
Proposal 1: The transmitter can remove the following field(s) of the Ethernet frame:
· MAC source

· MAC destination

· Q-Tag
· LENGTH
· PAD

Proposal 2: The receiver sets LENGTH value as the length of data field.
Proposal 3: The receiver sets the length of PAD field (if any) as “the minimum frame size” minus “the length of data field”.
2.3 Signaling design for Ethernet header compression

Based on the following information which is extracted from 23.501, UE can be a switch to transmit multiple TSN streams in a single PDU session. Further, based on Ethernet packet filter set, multiple TSN stream can be mapped to the same QoS flow.
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	23.501
5.6.10.2
Support of Ethernet PDU Session type

NOTE 1:
The UE may operate in bridge mode with regard to a LAN it is connecting to the 5GS, thus different MAC addresses may be used as source address of different frames sent UL over a single PDU Session (and destination MAC address of different frames sent DL over the same PDU Session)

5.7.6.3
Ethernet Packet Filter Set

For Ethernet PDU Session Type, the Packet Filter Set shall support packet filtering based on at least any combination of:

- Source/destination MAC address 

- Ethertype as defined in IEEE 802.3 [yy]

- Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q 

- Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q

- IP Packet Filter Set, in the case that Ethertype indicates IPv4/IPv6 payload.

- Packet Filter direction.

NOTE 1:
The MAC address may be specified as address ranges.

NOTE 2:
A value left unspecified in a filter matches any value of the corresponding information in a packet.


Observation 5: Under I-IoT scenarios, a DRB may bear multiple QoS flows which consists of multiple TSN streams.

During SI phase, RAN2 has agreed that the functional entity is located in PDCP layer. Thus, it is reasonable that the configuration of Ethernet header compression is carried in PDCP-Config IE, which means that the Ethernet header compression is configured per DRB. Based on observation 4, multiple TSN streams may be mapped on the same DBR. Considering that not all of the TSN streams can achieve benefits from Ethernet header compression, UE should performs Ethernet header compression per TSN stream.

Proposal 4: Ethernet header compression function is configured per DRB and the UE performs Ethernet header compression/decompression per TSN stream.
In ROHC architecture, the TCP/IP compressor identify a TCP/IP flow via source IP address, destination IP address, source port and destination port. When performing Ethernet header compression, the similar method can be reused. That is, the UE can identify a TSN stream by MAC source, MAC destination and Q-tag field in Ethernet frame.

Proposal 5: The UE identifies a TSN stream by MAC source, destination, and Q-tag field.

As one PDCP entity may process multiple TSN streams via Ethernet header compression protocol, an TSN stream identify is required to distinguish different compressed TSN streams. Based on our understanding, compressor at transmitter assigns a unique TSN stream ID to identify a TSN stream which needs perform Ethernet header compression/decompression. We think this identify shall be included in the PDCP PDU, and whether it is included in PDCP header or not can be further discussed.

Proposal 6: A TSN stream ID is carried in PDCP PDU to distinguish different Ethernet header compressed TSN streams.
For a given TSN stream between TSN devices, the transmitter can transmit all of the field in Ethernet header, the receiver stores the static fields (MAC source, MAC destination, Q-tag) which will be removed in the later packets belonging to this TSN stream. In order to facilitate the receiver to perform Ethernet header decompression when necessary, a one-bit indication shall be carried in each PDCP PDU to indicate whether the Ethernet header of the corresponding PDCP SDU is compressed or not.

Proposal 7: One bit indication is carried in PDCP PDU to indicate whether this packet is compressed by the Ethernet header compression function.
In order to recover the removed field correctly, the context of all the removed fields shall be established at receiver in advance. If the context of the all Ethernet fields has been established, the transmitter only need to transmit the dynamical fields (e.g., 802.2 encapsulation header). The receiver can add the removed static fields back based on the context of all the Ethernet fields for the corresponding TSN stream.
Proposal 8: The transmitter can only remove the Ethernet field(s) when the receiver confirms that the Ethernet frame(s) for the corresponding TSN stream are received
3. Conclusion

In this contribution, we discussed the handing of LENTH/TYPE field and PAD field in Ethernet frame and the general signaling procedure for Ethernet header compression. The related observations and proposals are listed as following:

Observation 1: The LENGTH/TPYE field with length interpretation may not be static under some use cases defined in TS 22.104.
Observation 2: LENGTH/TPYE with length interpretation can be removed at transmitter side and added back based on the length of data field at receiver side, without introducing large complexity.

Observation 3: For Ethernet 802.3, whether the PAD field exists in the frame and the length of PAD field can be determined based on the LENGTH/TYPE field with length interpretation.
Observation 4: For Ethernet V2, whether the PAD field exists in the frame and the length of PAD field can be determined based on the LENGTH/TYPE field.
Observation 5: Under I-IoT scenarios, a DRB may bear multiple QoS flows which consists of multiple TSN streams.

Proposal 1: The transmitter can remove the following field(s) of the Ethernet frame:

· MAC source

· MAC destination

· Q-Tag
· LENGTH

· PAD

Proposal 2: The receiver sets LENGTH value as the length of data field.

Proposal 3: The receiver sets the length of PAD field (if any) as “the minimum frame size” minus “the length of data field”.

Proposal 4: Ethernet header compression function is configured per DRB and the UE performs Ethernet header compression/decompression per TSN stream.
Proposal 5: The UE identifies a TSN stream by MAC source, destination, and Q-tag field.

Proposal 6: A TSN stream ID is carried in PDCP PDU to distinguish different Ethernet header compressed TSN streams.
Proposal 7: One bit indication is carried in PDCP PDU to indicate whether this packet is compressed by the Ethernet header compression function.
Proposal 8: The transmitter can only remove the Ethernet field(s) when the receiver confirms that the Ethernet frame(s) for the corresponding TSN stream are received
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