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	Reason for change:
	NOTE: This CR is based on a preliminar draft version of TS 38.331 v15.5.0.

In 5.3.14.1 it is stated that, after handover, the UE shall defer access barring check until it has obtained valid UAC information (in SIB1) from the target cell. If uacBarringInfo is not present (i.e. the “typical” case, when no barring is applied), there is no “valid UAC information”, and a compliant UE implementation may then defer the barring check until uacBarringInfo becomes present (barring is applied in the cell). That is not the intended UE behaviour.

Absence of uac-BarringInfo: This IE is optional with need code R (Release). In 5.3.14.2, checks are performed of the IEs contained in uac-BarringInfo, but no explicit check is performed on presence of uac-BarringInfo.



	
	

	Summary of change:
	In 5.3.14.1: the paragraph about access barring check after handover is corrected into: “defer access barring checks until it has obtained a valid SIB1 as specified in clause 5.2.2.2 from the target cell”

In 5.3.14.2: added an explicit check on presence of uac-BarringInfo. If it is not present, then the access barring check is allowed.

Minor fix: “the upper layer” is corrected to “upper layers”.

Impact analysis

Impacted 5G architecture options: NR standalone
Impacted functionality: Unified Access Control
Inter-operability: No inter-operability issues foreseen.


	
	

	Consequences if not approved:
	Unclear and/or unwanted UE behaviour after handover when no access barring is applied in the target cell.
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5.3.14	Unified Access Control
[bookmark: _Toc535261252]5.3.14.1	General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to TS 24.501 [23] or the RRC layer.
After a handover resulting in change of PCell in RRC_CONNECTED the UE shall defer access barring checks until it has obtained a valid UAC information (from SIB1) as specified in clause 5.2.2.2 from the target cell.
[bookmark: _Toc535261253]5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0' or if SIB1 does not include uac-BarringInfo:
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 24.501 [23]):
4>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicates that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicates that uac-ImplicitACBarringList is used:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
4>	if the uac-BarringInfoSetList contains the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	inform the upper layers that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
4>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.
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