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1      Introduction
In last meeting, in NR WI, DC based solution and non-DC based solution were discussed based on [1] [2], and RAN2 concluded to continue the discussion/comparison. In LTE WI, based on [3], DC based solution has been ruled out, and the definition of single/dual active protocol stack has been agreed in [4]. The comparison between single active protocol stack and dual active protocol stack is ongoing in [5].

In this contribution, we discuss the non-DC based solution, clarify the issue for DC based solution, and do comparison with DC based solution based on agreed evaluation criteria as below: 


- Mobility robustness 


- Interruption time


- Applicable deployment scenarios 


- Signalling overhead 


- Specification effort 


- UE/network complexity.
2      Discussion
2.1     General requirement on handover interruption time

0ms handover interruption time is important requirement for NR. As mentioned in [10], the target for mobility interruption time should be 0ms for 5G. In R15, RAN2 discussed how to realize 0ms interruption, but due to limited time in Rel-15, RAN2 only agreed:

Agreements

For NR the 0ms interruption at mobility is possible:

i
intra-cell using beam mobility

ii
For CA operation, addition and release of SCell in response to mobility. No change to PCell.

iii
Further cases might be added depending on progress within the NR WI by the end of Rel-15

In Rel-16 NR mobility WI, we should meet this 0ms interruption time for most scenarios. In last meeting, RAN2 agreed:
Agreements

1
The UE ability to simultaneously receive and transmit to/from the source and target cells is to be considered in the study on NR mobility enhancements. 

For the scenario the UE can support simultaneous transmission/reception between source and target, 0ms interruption time should be supported. 
For the scenario the UE cannot support simultaneous transmission/reception between source and target, close to 0ms interruption time should be supported.

Proposal 0:
· For the scenario the UE can support simultaneous transmission/reception between source and target, 0ms interruption time should be supported. 

· For the scenario the UE cannot support simultaneous transmission/reception between source and target, close to 0ms interruption time should be supported.

2.2     Single active protocol stack (Non DC based solution)

Single active protocol stack is the enhancement of LTE Rel-14 MBB solution, by specifying the switch time precisely. As stated in [5], single active protocol stack has 3 options (option 0/1/2), and different options have different performance results, different UE/network impacts, and different specification impact. But in general, it is difficult to achieve 0ms interruption time with single active protocol stack. For some single active protocol stack solution, e.g. Rel-14 MBB, has minimum UE requirement, can be applicable for non-simultaneous transmission/reception capable UE although it cannot achieve 0ms interruption time. 

To support short handover interruption time for non-simultaneous transmission/reception capable UE, one and only one single active protocol stack solution can be considered (option 0/1/2 and Rel-14 MBB). 

Proposal 1: For the scenario the UE cannot support simultaneous transmission/reception between source and target, to support close to 0ms handover interruption time, one and only one single active protocol stack solution can be considered (option 0/1/2 or Rel-14 MBB). 

For the scenario the UE can support simultaneous transmission/reception between source and target, so far DC based solution and dual active protocol stack solution (non-DC based solution) are on the table.  
Considering there are multiple solutions for single active protocol stack, in following part of this contribution, we only describe for the scenario the UE can support simultaneous transmission/reception between source and target, how dual active protocol stack work and do comparison between dual active protocol stack and DC based solution 
2.3     Dual active protocol stack (Non DC based solution)
To describe dual active protocol stack solution, we use [4] as baseline with little change (highlighted in dark grey).
Below protocol stack is described from the UE side and only DRB is shown unless statement:

The definition of dual active protocol stack:
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Figure 1

Before HO:

· Only source protocol, and source key is used;

Before RACH (has received HO command): 

· Both source protocol (source key) and target protocol (target key) exist; 

· But only source protocol, and source key is used;

Note: FFS how ROHC is handled during the HO, e.g. we may consider to disable ROHC for both source side and target side during the HO before release of source;.
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Figure 2
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Figure 3
Note 1: To handle separate ROHC the changes compared with [4] is to add “in order delivery after ROHC”.

Note 2: FFS how ROHC is handled during the HO, e.g. we may consider to disable ROHC for both source side and target side during the HO before release of source;.

Note 3: SDAP is not shown in the figure;
During the RACH: (Msg1 preamble & Msg2 RAR)

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used for reception/transmission data from source, and 

· Target PHY and MAC is used to perform the RACH procedure in target;

During the transmission of HO complete (RRCReconfigurationComplete): (Msg 3)

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used for reception/transmission data from source, and 

· Target PHY, MAC, RLC and SRB PDCP (with target security key) is used to perform the transmission of RRCReconfigurationComplete MSG;

After the successful completion of contention resolution 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol, and source key is used for reception/transmission data from source, and 

· Target protocol, and target key is used for reception/transmission data from target;

After release of source: 

· Source protocol (source key) is deleted; and 

· Only target protocol, and target key is used.

The procedure for dual active protocol stack:
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Figure 4

Note: The details on data forwarding are to be discussed in RAN3;

In summary:

a.
PDCP SN assignment (for DL) is done at source gNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target gNB. 

b.
RoHC and remaining PDCP functions (e.g. ciphering, PDCP PDU creation) are executed separately at each network node

c.
The UE procedure when UE detaches from the source cell is explicitly defined in the specifications (e.g. via procedural text and/or via dedicated message/indication.).
d.
A separate security key is used for each of the protocol stacks.

FFS How to do data forwarding (early/late, including handling the SN)
Proposal 2: To agree the definition/procedure/summary as baseline for dual active protocol stack solution.

2.4     DC based solution

As discussed in [7], the basic idea for DC based solution is:
1 target node is added as SgNB;

2 no RACH, reset of L2 for role change between MgNB and SgNB; (role change could be done in the same step as 1)

3 during the role change, two security keys are used, and the relocation the receiver need to know which security key should be used for deciphering.
4 with two legs are enabled during handover, and the basic DC based HO can achieve 0ms service interruption and also improve reliability.
Three options are provided in [8] for security key confusion issue:

Option1: A key index is added in the PDCP PDU header. According to the key index, the packet integrity should be checked with the correct key, e.g. if the key index is “0”, the packet integrity should be checked with the old key while if the key index is “1”, the packet integrity should be checked with the new key. In this option, a key index is added in each packet, which would introduce additional overhead in air interface. 

Option2: The DRB is configured with two LCIDs, the original one is related with the old key and the newly added one is related with the new key. The receiver can be informed of the newly added LCID, according to the LCID, the packet could be checked with the corresponding key, i.e. the packet transmitted via the new LC shall be checked with the new key and the packet transmitted via the old LC shall be checked with the old key.
Option3: The indication of the PDCP SN from which to use the new key can be informed to the receiver via the RRC connection reconfiguration message or the end-marker PDCP control PDU. This option was discussed in eLWA and the end-marker solution has been agreed. In NR, it may be the straightforward way to reuse the end-marker option to solve the key confusion problem.
Observation 1: during the role change, two security keys are used and solutions are needed to solve key confusion.

However some issues are missing in the description of role change in [7] [8]:
1 how to handle ROHC for role change: 

If we take LTE discussion on Non-DC based solution as baseline, separate ROHC should be used for the packets before Role change (source as MgNB) and packets after Role change (target as MgNB). The solution is needed to distinguish which ROHC should be used for the packets received during the role change. We assume same solution can be used to distinguish security key and ROHC. 

Observation 2: during the role change, separate ROHC should be used and solutions are needed to distinguish which ROHC should be used.
2 Reordering across the packets with old key and new key are needed.  

Observation 3: during the role change, reordering across the packets with old/new keys are needed.

3 how to forward the packets to target during the role change
We assume it will be same as non DC based solution, PDCP SN assignment (for DL) is done at source gNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target gNB.
Observation 4: during the role change, PDCP SN assignment (for DL) is done at source gNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target gNB.

If we take role change into account, the protocol stack for DC based solution will be:

The definition of protocol stack for DC based solution:
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Figure 5

Before HO:

· Only source protocol, and source key is used;

SgNB addition:
· Both source protocol (source key) and target protocol (RLC/MAC/PHY) exist for DC, and both of them are used; 

The following protocol stack is based on role change and SgNB addition is separate procedure. Then RACH is not described.
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 Figure 6

During the role change: 

· Both source protocol (source key) and target protocol (target key) exist; 

· Source protocol (source MCG split bearer), and source key is used for reception/transmission data from source, and 

· Target protocol (target MCG split bearer), and target key is used for reception/transmission data from target;

Based on figure 6, our understanding is, from UE perspective DC based solution is the extension of non DC based solution. 
Observation 5: from UE perspective DC based solution is the extension of non-DC based solution.
If hard role change is used, that is the source/target ensure before a time (during role change) only packets with source key and source ROHC, and after the time (during role change) only packets with target key and target ROHC, the interruption time will be increased, and could be worse than current handover since:
· Both source and target have to ensure all packets with source key have been transmitted; Source and target need to wait for HARQ/ARQ, and then exchange the information via Xn interface.
Observation 6: the interruption time exists for hard role change since the source and target needs to wait for completion of packets with source key before transmission of new packets.
2.5     Comparison between DC based solution and dual active protocol stack

The comparison is made based on agreed evaluation criteria as below: 


- Mobility robustness 


- Interruption time


- Applicable deployment scenarios 


- Signalling overhead 


- Specification effort 


- UE/network complexity. 
Table 1: the comparison between DC based solution and dual active protocol stack

	
	DC based solution
	Dual active protocol stack

	Mobility robustness
	Yes (thanks to two legs)
	Yes (thanks to two legs)

	Interruption time
	0 ms  if simultaneous transmission of packets using source key and packets using target key during the role change; Otherwise close to 0ms; 
	0ms if simultaneous transmission/reception is supported; 

	Applicable deployment scenarios
	Inter freq sync where simultaneous Tx/Simulations Rx is supported by the UE since currently DCdoes not support intra frequency (sync/async) and inter-freq (async)

	Inter freq, intra freq, sync, async [9] where simultaneous Tx/Simulations Rx is possible.
FFS on intra-frequency async; 


	Signalling overhead
	If SgNB addition and role change are separate procedures:

Uu: Two additional messages (SgNB addition/response)

Xn: two additional signaling for SN addition(add , add response);
Additional messages to release source;
	Additional messages to release source if based on dedicated message.

	UE/network complexity
	To support DC;

To support dual active protocol stack during role change;

To support the solution on key confusion 
	To support dual active protocol stack;

	Specification efforts
	To support dual active protocol stack during role change;

To support the solution on key confusion
	To support dual active protocol stack;


Based on the analysis above, we propose to use dual active protocol stack to achieve 0ms interruption time in NR.  

Proposal 3: For the scenario the UE can support simultaneous transmission, to support 0ms handover interruption time, dual active protocol stack is supported in NR to achieve 0ms interruption time.
3      Conclusion
Proposal 0:
· For the scenario the UE can support simultaneous transmission/reception between source and target, 0ms interruption time should be supported. 

· For the scenario the UE cannot support simultaneous transmission/reception between source and target, close to 0ms interruption time should be supported.

Proposal 1: For the scenario the UE cannot support simultaneous transmission/reception between source and target, to support close to 0ms handover interruption time, one and only one single active protocol stack solution can be considered (option 0/1/2 or Rel-14 MBB). 

Proposal 2: To agree the definition/procedure/summary as baseline for dual active protocol stack solution.

Observation 1: during the role change, two security keys are used and solutions are needed to solve key confusion.

Observation 2: during the role change, separate ROHC should be used and solutions are needed to distinguish which ROHC should be used.
Observation 3: during the role change, reordering across the packets with old/new keys are needed.

Observation 4: during the role change, PDCP SN assignment (for DL) is done at source gNB. PDCP SDUs and the SN assigned to each SDU are then forwarded to target gNB.

Observation 5: from UE perspective DC based solution is the extension of non-DC based solution.
Observation 6: the interruption time exists for hard role change since the source and target needs to wait for completion of packets with source key before transmission of new packets.
Proposal 3: For the scenario the UE can support simultaneous transmission, to support 0ms handover interruption time, dual active protocol stack is supported in NR to achieve 0ms interruption time.
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