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1. Overall Description:
SA3 thanks SA2 for the reply LS S2-1811543.

Regarding encryption at NAS level: SA3 thanks for the confirmation and updating the SA2 specifications.

Regarding encryption at Access Stratum (AS) level: SA3 discussed the two CRs attached in the LS S2-1811403 and S2-1811565.

SA3 concluded that CR S2-1811403 always provides privacy while sending NSSAI.

CR S2-1811565 supports privacy in default mode. But NSSAI is allowed to be sent in cleartext, only if both HPLMN and VPLMN allow it by policy, in RRC messages for the slices that don’t require privacy protection of NSSAI by cryptographic means.

With the above in mind, SA3 leaves up to SA2 to choose which of the CRs is most suitable for Rel-15 5GS.

2. Actions:
To SA2, CT1:
ACTION: 	SA3 respectfully asks to take the above information into account.

3. Date of Next TSG-SA WG3 Meetings:
SA3#94	28 January – 1 February 2019	Kochi (India)
SA3#95	6-10 May 2019	TBD
