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< Start of modification >

[bookmark: _Toc525637193][bookmark: historyclause]Annex A (informative):
Layer 2 handling for bearer type change
This subclause provides for information an overview on L2 handling for bearer type change in ENMR-DC, with and without security key change (from KeNB/KgNB to S-KgNB/S-KeNB and from S-KgNB/S-KeNB to KeNB/KgNB), i.e. with and without a change of the termination point.
Table A-1: L2 handling for bearer type change with and without security key change in (NG)EN-DC
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB <->
S-KgNB)
	no key change
	with key change
(KeNB <->
S-KgNB)
	no key
change
	with key change
(KeNB <->
S-KgNB)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: Release
SCG MAC: Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC: 
See Note 2
SCG MAC: 
See Note 2
	PDCP: Recovery
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
Re-est+release
MCG MAC:
Reconfigure
SCG RLC: 
See Note 2
SCG MAC: 
See Note 2

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 2SCG MAC: 
See Note 2
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 2SCG MAC:
See Note 2



NOTE 1:	For MCG, the MAC/RLC behaviour depends on the solution selected by the network. It can be handover, which triggers MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed, either via RLC bearer release and add (including RLC re-establishment), or via reconfiguration of the RLC bearer with RLC-re-establishment.
NOTE 2:	For SCG, MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.
Table A-2: L2 handling for bearer type change with and without security key change in NE-DC
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KgNB <->
S-KeNB)
	no key change
	with key change
(KgNB <->
S-KeNB)
	no key
change
	with key change
(KgNB <->
S-KeNB)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
See Note 3
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
See Note 3
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Re-est+Release
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: 
See Note 3
MCG MAC:
See Note 3
SCG RLC: 
Re-est+Release
SCG MAC:
Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
See Note 3
SCG RLC: 
See Note 4
SCG MAC: 
See Note 4
	PDCP: Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
See Note 4
SCG MAC: 
See Note 4

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: 
Re-est+Release
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Re-est+Release
SCG MAC:
Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 4
SCG MAC: 
See Note 4
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 4
SCG MAC:
See Note 4



NOTE 3:	For MCG, the MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.
NOTE 4:	For SCG, MAC/RLC behaviour depends on the solution selected by the network. It can be SCG change, which triggers MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed, either via RLC bearer release and add (including RLC re-establishment), or via reconfiguration of the RLC bearer with RLC-re-establishment.
Table A-3: L2 handling for bearer type change with and without security key change in NR-DC
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KgNB <->
S-KgNB)
	no key change
	with key change
(KgNB <->
S-KgNB)
	no key
change
	with key change
(KgNB <->
S-KgNB)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 5
MCG MAC:
See Note 5
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 5
MCG MAC:
See Note 5
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: 
See Note 5 
MCG MAC:
See Note 5
SCG RLC: 
Release
SCG MAC:
Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 5
MCG MAC:
See Note 5
SCG RLC: 
See Note 5
SCG MAC: 
See Note 5
	PDCP: Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
See Note 5
SCG MAC: 
See Note 5

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: 
Release
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 5
SCG MAC: 
See Note 5 
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 5
SCG MAC:
See Note 5



NOTE 5:	The MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.

<End of modification >


Annex: Difference between Tables (Just for information, to be removed in the final version)
The differences of Table A2 from Table A-1 are colored as follows:
· yellow: changed to Note 3, due to NR RLC
· cyan: NR RLC is released.
· green: LTE RLC is re-established and released
· magenta: changed to Note 4, due to LTE RLC
· between the new tables compared to original could somehow be indicated
Table A-2: L2 handling for bearer type change with and without security key change in NE-DC
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KgNB <->
S-KgNB)
	no key change
	with key change
(KgNB <->
S-KeNB)
	no key
change
	with key change
(KgNB <->
S-KeNB)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
See Note 3
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
See Note 3
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Re-est+Release
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: 
See Note 3
MCG MAC:
See Note 3
SCG RLC: 
Re-est+Release
SCG MAC:
Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
See Note 3
SCG RLC: 
See Note 4
SCG MAC: 
See Note 4
	PDCP: Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
See Note 4
SCG MAC: 
See Note 4

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: 
Re-est+Release
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Re-est+Release
SCG MAC:
Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 4
SCG MAC: 
See Note 4
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 4
SCG MAC:
See Note 4



NOTE 3:	For MCG, the MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.
NOTE 4:	For SCG, MAC/RLC behaviour depends on the solution selected by the network. It can be SCG change, which triggers MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed, either via RLC bearer release and add (including RLC re-establishment), or via reconfiguration of the RLC bearer with RLC-re-establishment.

The differences of Table A3 from Table A-1 are colored as follows:
· red: changed to Note 5, due to NR RLC for MCG and SCG
· blue: NR RLC is released.
Table A-3: L2 handling for bearer type change with and without security key change in NR-DC
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KgNB <->
S-KgNB)
	no key change
	with key change
(KgNB <->
S-KgNB)
	no key
change
	with key change
(KgNB <->
S-KgNB)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 5
MCG MAC:
See Note 5
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 5
MCG MAC:
See Note 5
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: 
See Note 5 
MCG MAC:
See Note 5
SCG RLC: 
Release
SCG MAC:
Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 5
MCG MAC:
See Note 5
SCG RLC: 
See Note 5
SCG MAC: 
See Note 5
	PDCP: Recovery
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
release
MCG MAC:
Reconfigure
SCG RLC: 
See Note 5
SCG MAC: 
See Note 5

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: 
Release
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
Release
SCG MAC:
Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 5
SCG MAC: 
See Note 5 
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 5
SCG MAC:
See Note 5



NOTE 5:	The MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add. 
