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1 Introduction
RAN2 Industrial IoT SI [1], including the following objective:

	Time Sensitive Networking related enhancements:

a) Accurate reference timing: Delivery & related process (e.g. SIB delivery or RRC delivery to UEs, Multiple Transmission points) (RAN2/RAN3/RAN1)

b) Enhancements (e.g. for scheduling) to satisfy QoS for wireless Ethernet when using TSN traffic patterns as specified in TR 22.804 (RAN2/RAN1). Note: RAN2 to start the work, RAN1 to take action based on RAN2 progress.

c) Ethernet header compression (RAN2):

 i) Analysis of the benefits and the scenario (e.g. what are the formats and size of Ethernet frame to be considered, are VLAN fields included, protocol termination etc.). 

 ii) Definition of the requirements for a new header compression.
d) Performance evaluation of TSN requirements as captured in TR 22.804 clause 8.1 (RAN2/RAN1/RAN3)

NOTE: This task is related to TSN specific requirements, which are not evaluated as part of “Study on physical layer enhancements for NR ultra-reliable and low latency case”. It is not intended to discuss/agree additional simulation assumptions for this case. 

Note: RAN2 to start the work, RAN1 to take action based on RAN2 progress


In this paper, we cover the following areas

· Analysis of benefits of header compression

· Comparing different protocol options for header compression

· End-points for header compression
2 Analysis of Header Compression Benefits
Rel-15 NR allows the transport of Ethernet payload over 5G with the Ethernet PDU Session type (Section 5.6.10.2, TS 23.501). However, Rel-15 does not define any methods for header compression for Ethernet PDU Session type. Header compression benefits have been previously discussed in [2]

 REF _Ref528241731 \r \h 
[3], and we provide some further description below.
2.1 Format of Ethernet Header

An Ethernet packet has the following generic format over an 802.3 wired interface.
	Preamble
	Start of Frame Delimiter
	Ethernet L2 Header
	Payload
	Frame Check Sequence
	Interpacket-gap

	
	
	Variable
	Variable
	4 octets
	


According to TS 23.501:

	<Section 5.6.10.2>

Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:

-
For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.

-
For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.


Hence, for discussion of header compression, we can ignore the Preamble, Start of Frame Delimiter and FCS. Further, the 5G system already includes functionality for indicating packet boundaries (by modelling each Ethernet payload as a separate PDU), and hence the interpacket-gap does not need to be considered either.

Observation 1: Given existing Rel-15 framework for Ethernet PDU type in 23.501, for the purpose of Rel-16 header compression study it is sufficient to consider the L2 Ethernet Header, and exclude the Preamble, Start of Frame Delimiter, FCS and interpacket-gap.

Typical Ethernet L2 Header can have one of three forms, depending on the usage of VLAN.
Table 1: Ethernet header without VLAN (14 octets)
	SRC
	DST
	EtherType

	6 octets
	6 octets
	2 octets


Table 2: Ethernet header with one VLAN Tag (18 octets)
	SRC
	DST
	VLAN (4 octets)
TPID | TCI
	EtherType

	6 octets
	6 octets
	0x8100 | 2 octets
	2 octets


Table 3: Ethernet header with two VLAN tags (22 octets)
	SRC
	DST
	VLAN (4 octets)
TPID | TCI
	VLAN (4 octets)
TPID | TCI
	EtherType

	6 octets
	6 octets
	0x9100 | 2 octets
	0x8100 | 2 octets
	2 octets


2.2 Efficiency of Header Compression
The efficiency of header compression depends on two factors.

· Size of original and compressed headers
· Size of payload

Given the relatively simple format of the Ethernet header, we assume that the header can be compressed to 2 octets. This assumption needs to be further verified as the RAN2 work progresses.
The size of Ethernet payload for Factory Automation use-case is described in SA1 TR 22.804 as 20-50 bytes (Section 5.3.2). Also, RAN1 is using payload size of 32 bytes in eURLLC evaluation for the factory automation scenario.
Though the SA1 requirements are not clear on this aspect, to get an upper-bound on the header compression gain, we will assume that the packet size of 20-50 bytes excludes the Ethernet header.

With the assumptions above, the compression efficiency can be calculated as shown below for a packet with a single VLAN tag:

Table 4: Compression Efficiency Estimates
	Payload (Bytes)
	20
	50

	Uncompressed Ethernet header
	18
	18

	Compressed Ethernet header
	2
	2

	Uncompressed packet = U
	38
	68

	Compressed packet = C
	22
	52

	Compression gain: (U-C)/U
	42%
	23%

	
	
	


Observation 2: Header compression of Ethernet header for Industrial use cases can provide significant compression gain (as much as 40% in some scenarios).
3 Header Compression with RoHC
3.1 RoHC Background
RoHC is defined by IETF by combining a RoHC framework (RFC 5795) with an application specific RoHC profile (e.g. RFC 5525 for IP/UDP/RTP). The RoHC framework defines the fundamental header compression procedures including Context ID management, Initialization&Refresh and Feedback. Specific profiles are responsible for utilizing these procedures for compression of headers.
Some other important aspects of RoHC are mentioned below:

Compression Context: RoHC defines Compressed Flows that are identified by CIDs. Multiple contexts may be used between the same receiver and sender to create multiple compression contexts. For example, a combination of source and destination address fields in the header can identify a context, which allows different compression contexts per context.
Initialization and Refresh: IR packets allow the creation of new contexts and allow the signaling for field values that are used to identify a context (e.g. source and destination addresses).
Field type: Each field of a header may map to one of the following categories.

· INFERRED 
These fields contain values that can be inferred from other fields or external sources; for example, the size of the frame carrying the packet can often be derived from the link-layer protocol, and thus does not have to be transmitted by the compression scheme.
· STATIC Fields classified as STATIC are assumed to be constant throughout the lifetime of the packet flow. The value of each field is thus only communicated initially.
· STATIC-DEF Fields classified as STATIC-DEF are used to define a packet flow as discussed above. Packets for which respective values of these fields differ are treated as belonging to different flows. These fields are in general compressed as STATIC fields.
· STATIC-KNOWN Fields classified as STATIC-KNOWN are expected to have well-known values, and therefore their values do not need to be communicated.
· SEMISTATIC - These fields are unchanged most of the time. However, occasionally the value changes but will revert to its original value. For ROHCv2, the values of such fields do not need to be possible to change with the smallest compressed packet formats,but should be possible to change via slightly larger compressed packets.

· RARELY CHANGING (RACH) - These are fields that change their values occasionally and then keep their new values. For ROHCv2, the values of such fields do not need to be possible to change with the smallest compressed packet formats, but should be possible to change via slightly larger compressed packets.

· IRREGULAR - These are the fields for which no useful change pattern can be identified and should be transmitted uncompressed in all compressed packets. 
· PATTERN - These are fields that change between each packet, but change in a predictable pattern.

Feedback: Feedback packets are sent from the decompressor to the compressor to indicate the state of the decompressor, including feedback about error events at the decompressor.
It is the responsibility of a profile to 

· categorize header fields into one of the categories defined in the RoHC framework

· define specific methods for compression of fields (e.g. specific methods are used for RTP_timestamp compression)

· define feedback procedures and methods for compressor context management and repair

Observation 3: RoHC provides an extensible framework for header compression, allowing the definition of new profiles for specific header formats. 
RoHC gives the compressor significant flexibility in deciding what type of Compressed Flows need to be created. For example, the upon seeing a certain source/destination pair repeat frequently, the compressor can decide to create a compressed flow. This ability of RoHC means that there is no need for interaction with the application layer to determine which fields need compression, and hence RoHC allows for more modular design.
Observation 4: RoHC can learn without external side-information, which fields in a flow are unchanging across packets and create matching Compressed Flows. This simplifies the interface between RoHC and the application layer that generates the packets.
3.2 RoHC and Ethernet
Ethernet header observations: There is currently no profile defined for Ethernet header compression with RoHC. We examine the complexity associated with creating such a profile. We first note that the Ethernet header does not include sequence numbers, timestamps or checksums. In contrast, The VoIP scenario that has been the main focus of RoHC has to handle time-varying fields such as rtp_timestamp, which need to be compressed by defining additional constructs such as ts_stride. 
Observation 5: RoHC profile definition for Ethernet can be much simpler than VoIP scenario because Ethernet L2 Header does not include sequence numbers, timestamps or checksums.
Factory Automation observations: Within Factory Automation, a variety of protocols are used in the industrial domain. For example, Profinet (Ethertype 0x8892), EtherCAT (Ethertype 0x88A4), SERCOS (Ethertype 0x88CD) and OPC (Ethertype 0xB62C). Further analysis is needed to determine if compression of the corresponding protocol headers is necessary, in terms of achievable compression gain as well as relative share of different protocols in 5G based factory automation solutions.
Observation 6: There is a diverse variety of Ethertypes and application layers in use for Industrial IoT. Further study is needed to determine if compression of protocol headers above Ethernet needs to be defined.
Proposal 1: RAN2 should work on defining a new RoHC profile for Ethernet L2 header. Compression of industrial application protocols for different Ethertypes should be FFS pending further study on achievable compression gain and popularity of individual application protocols.
3.3 Header Compression Endpoint

The current NR specifications provide support for RoHC between gNB and UE. This support includes the following functions in PDCP and RRC:
· Association of RoHC instance with specific bearers

· Configuration and Negotiation of RoHC parameters (e.g. Context ID size)

· Delivery of RoHC feedback
Observation 7: Header compression for Ethernet can reuse the existing header compression framework with endpoints at gNB and UE. Defining endpoint in the Core Network has significantly higher specification impact without corresponding benefits.

Proposal 2: Header compression for Ethernet should be defined between gNB and UE using existing RoHC framework that is part of NR.
4 Summary
Observation 1: Given existing Rel-15 framework for Ethernet PDU type in 23.501, for the purpose of Rel-16 header compression study it is sufficient to consider the L2 Ethernet Header, and exclude the Preamble, Start of Frame Delimiter, FCS and interpacket-gap.

Observation 2: Header compression of Ethernet header for Industrial use cases can provide significant compression gain (as much as 40% in some scenarios).

Observation 3: RoHC provides an extensible framework for header compression, allowing the definition of new profiles for specific header formats. 

Observation 4: RoHC can learn without external side-information, which fields in a flow are unchanging across packets and create matching Compressed Flows. This simplifies the interface between RoHC and the application layer that generates the packets.

Observation 5: RoHC profile definition for Ethernet can be much simpler than VoIP scenario because Ethernet L2 Header does not include sequence numbers, timestamps or checksums.

Observation 6: There is a diverse variety of Ethertypes and application layers in use for Industrial IoT. Further study is needed to determine if compression of protocol headers above Ethernet needs to be defined.

Proposal 1: RAN2 should work on defining a new RoHC profile for Ethernet L2 header. Compression of industrial application protocols for different Ethertypes should be FFS pending further study on achievable compression gain and popularity of individual application protocols.

Observation 7: Header compression for Ethernet can reuse the existing header compression framework with endpoints at gNB and UE. Defining endpoint in the Core Network has significantly higher specification impact without corresponding benefits.
Proposal 2: Header compression for Ethernet should be defined between gNB and UE using existing RoHC framework that is part of NR.
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6.6
Ethernet header compression

6.6.1
Scenario and benefits assessment

Editor’s note: RAN2 responsibility 

The efficiency of header compression depends on two factors.

· Size of original and compressed headers

· Size of payload

Given the relatively simple format of the Ethernet header, it is assumed that the header can be compressed to 2 octets. 

Note: This assumption needs to be further verified as the RAN2 work progresses.

The size of Ethernet payload for Factory Automation use-case is described in SA1 TR 22.804 as 20-50 bytes (Section 5.3.2). Also, RAN1 is using payload size of 32 bytes in eURLLC evaluation for the factory automation scenario.

Though the SA1 requirements are not clear on this aspect, to get an upper-bound on the header compression gain, it is assumed that the packet size of 20-50 bytes excludes the Ethernet header.

With the assumptions above, the compression efficiency can be calculated as shown below for a packet with a single VLAN tag:

Table X: Compression Efficiency Estimates

	Payload (Bytes)
	20
	50

	Uncompressed Ethernet header
	18
	18

	Compressed Ethernet header
	2
	2

	Uncompressed packet = U
	38
	68

	Compressed packet = C
	22
	52

	Compression gain: (U-C)/U
	42%
	23%

	
	
	


Header compression of Ethernet header for Industrial use cases can provide significant compression gain (as much as 40% in some scenarios).
6.6.2
Potential solutions

Editor’s note: RAN2 responsibility
6.6.2.X Solution X: Header Compression with RoHC with gNB as an endpoint

RoHC provides an extensible framework for header compression, allowing the definition of new profiles for specific header formats. RoHC can learn without external side-information, which fields in a flow are unchanging across packets and create matching Compressed Flows. This simplifies the interface between RoHC and the application layer that generates the packets. RoHC profile definition for Ethernet can be much simpler than VoIP scenario because Ethernet L2 Header does not include sequence numbers, timestamps or checksums. 

Ethernet header compression should be with RoHC. A new RoHC profile for Ethernet L2 header has to be defined for this.  

There is a diverse variety of Ethertypes and application layers in use for Industrial IoT. Further study is needed to determine if compression of protocol headers above Ethernet needs to be defined.

Header compression for Ethernet can reuse the existing header compression framework with endpoints at gNB and UE. Defining endpoint in the Core Network has significantly higher specification impact without corresponding benefits.
