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	Reason for change:
	In case Inability to comply with RRCReconfiguration, the UE revers back to the UE configuration used in the source cell. If the RRCReconfiguration message was including nas-Container, this nas-Container may be provided to NAS before the failure, but there is no indication to discard it if it was indicated to NAS.
In case T304 expires before the UE can access the target cell, the UE reverts back to the UE configuration used in the source PCell. If the RRCReconfiguration message was including nas-Container, this nas-Container was provided to NAS before the failure, but there is no indication to discard it.

If the UE performs re-establishment on the source PCell and the UE NAS keeps the NAS key derived based on the nas-Container, there will be a NAS key mismatch between the UE and the network. 

	
	

	Summary of change:
	Upon T304 expiry, if a nas-Container was included in the RRCReconfiguration which triggered the start of T304, the UE informs NAS to discard the last receive nas-Container. For consistency, the same change is applied for "inability to comply with RRCReconfiguration".
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	Consequences if not approved:
	Failure of handover including nas-Container and reestablishment in source cell will result in NAS key mismatch between the UE and the network, which will make any subsequent NAS signalling fail.
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5.3.5.8.2
Inability to comply with RRCReconfiguration

The UE shall:

1>
if the UE is operating in EN-DC:
2>
if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;

3>
continue using the configuration used prior to the reception of RRCReconfiguration message;

3>
initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;

2>
else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over MCG SRB1;

3>
continue using the configuration used prior to the reception of RRCReconfiguration message;

3>
initiate the connection re-establishment procedure as specified in TS 36.331 [10, 5.3.7], upon which the connection reconfiguration procedure ends.

1>
else if RRCReconfiguration is received via NR:
2>
if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message;

3>
continue using the configuration used prior to the reception of RRCReconfiguration message and, if a nas-Container in the message was indicated to upper layers, indicate to upper layers to discard it;

3>
if security has not been activated:

4>
perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause other;

3>
else:

4>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;

1>
else if RRCReconfiguration is received via other RAT (HO to NR failure):
2>
if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message:

3>
perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.

NOTE 1:
The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in 10 specifies that the UE shall ignore the message.

NOTE 2:
If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.

5.3.5.8.3
T304 expiry (Reconfiguration with sync Failure)

The UE shall:

1>
if T304 of the MCG expires:

2>
release dedicated preambles provided in rach-ConfigDedicated if configured;

2>
revert back to the UE configuration used in the source PCell;
2>
if the RRCReconfiguration message which triggered the start of T304 was including the nas-Container:

3>
indicate to upper layer to discard the last received nas-Container;
2>
initiate the connection re-establishment procedure as specified in subclause 5.3.7.

NOTE 1:
In the context above, "the UE configuration" includes state variables and parameters of each radio bearer.
1>
else if T304 of a secondary cell group expires:

2>
release dedicated preambles provided in rach-ConfigDedicated, if configured;

2>
initiate the SCG failure information procedure as specified in subclause 5.7.3 to report SCG reconfiguration with sync failure, upon which the RRC reconfiguration procedure ends;

1>
else if T304 expires when RRCReconfiguration is received via other RAT (HO to NR failure):

2>
reset MAC;

2>
perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
