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	Reason for change:
	In LTE, the re-establishment can only be made on the prepared cell (i.e. has a valid UE context). However, in NR, the re-establishment is allowed to be made on any cell if the network is able to find and verify a valid UE context. Also considering the PLMN change among E-PLMN list is allowed during the re-establishment procedure , similar as the resume procedure, the selectedPLMN-Identity should be introduced in RRCReestablishmentComplete.

	
	

	Summary of change:
	The selectedPLMN-Identity is introduced in RRCReestablishmentComplete, and the related description is added in section 5.3.7.5.

Impact analysis

Impacted functionality:

This CR has isolate impact on the resume operation

Inter-operability: 

1. If the network is implemented according to the CR and the UE is not, the NW has no idea which PLMN is selected by UE after the reestablishment, but there is no Inter-operability issue.  
2. If the UE is implemented according to the CR and the network is not, the selectedPLMN-Identity reported will be ignored by NW side and there is no Inter-operability issue.

	
	

	Consequences if not approved:
	If not approved, the NW has no idea which PLMN is selected by UE after the reestablishment.
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Start of  changes

5.3.7.5
Reception of the RRCReestablishment by the UE

The UE shall:

1>
stop timer T301;

1>
consider the current cell to be the PCell;

1>
store the nextHopChainingCount value indicated in the RRCReestablishment message;

1>
update the KgNB key based on the current KgNB or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];

1>
derive the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key associated with the previously configured ciphering algorithm, as specified in TS 33.501 [11];

1>
request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;

1>
if the integrity protection check of the RRCReestablishment message fails:

2>
perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other', upon which the procedure ends;

1>
configure lower layers to activate integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm, the KRRCenc key and the KUPenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>
set the content of the of RRCReestablishmentComplete message as follows:

2>
if the upper layer provides a PLMN, set the selectedPLMN-Identity to PLMN selected by upper layers (TS 24.501 [23]) from the PLMN(s) included in the plmn-IdentityList in SIB1;
1>
submit the RRCReestablishmentComplete message to lower layers for transmission;

1>
the procedure ends.

Start of  changes

–
RRCReestablishmentComplete
The RRCReestablishmentComplete message is used to confirm the successful completion of an RRC connection re-establishment.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: UE to Network

RRCReestablishmentComplete message
-- ASN1START

-- TAG-RRCREESTABLISHMENTCOMPLETE-START

RRCReestablishmentComplete ::=      SEQUENCE {

    rrc-TransactionIdentifier           RRC-TransactionIdentifier,

    criticalExtensions                  CHOICE {

        rrcReestablishmentComplete          RRCReestablishmentComplete-IEs,

        criticalExtensionsFuture            SEQUENCE {}

    }

}

RRCReestablishmentComplete-IEs ::=  SEQUENCE {

    lateNonCriticalExtension            OCTET STRING                    OPTIONAL,

    nonCriticalExtension                RRCReestablishmentComplete-v1540-IEs
                     OPTIONAL
}

RRCReestablishmentComplete-v1540-IEs ::=  SEQUENCE {


selectedPLMN-Identity               INTEGER (1..maxPLMN)            OPTIONAL,

    nonCriticalExtension                SEQUENCE {}                     OPTIONAL
}

-- TAG-RRCREESTABLISHMENTCOMPLETE-STOP

-- ASN1STOP

End of  changes


