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1	Introduction
At RAN2#101, the following was agreed: 

	9:	AS need to be known Access Identities for AS triggered events.



However, this contribution will show that how the access identities are “known” by AS for AS triggered events is not really clear from neither the RAN2 nor the CT1 specifications. In order to resolve that, this contribution proposes a way forward.
An associated CR to 38.331 is provided in [1] and an LS to CT1 is provided in [2].
[bookmark: _Ref178064866]2	Discussion
In order to perform access barring check in case of RRC-trigger access attempts, such as RNA update and response to NG-RAN paging, the UE needs not only the access category (which is in these cases determined by RRC) but also Access identities. 
In the RRC connection resume procedure, for the case of RNA update (and also should be the case for response to NG-RAN paging), it is stated:

“perform the unified access control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities provided by upper layers;”
Then, in the Unified Access Control procedure it is stated:
[bookmark: _Toc525763217]“5.3.14.5	Access barring check
The UE shall:
1>	if one or more Access Identities are indicated by upper layers according to TS 24.501 [23] or obtained by the RRC layer, and …”
So it seems that the RRC connection resume procedure assumes that the access identities are provided by NAS for AS-triggered events, while the UAC procedure seems to indicated that the RRC layer can by its own obtain the access identities.
[bookmark: _Hlk528491350]For NAS -triggered access attempts, the NAS protocol specification TS 24.501 section 4.5.2 states how the UE shall determine access identities:

“When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.
The set of the access identities applicable for the request is determined by the UE in the following way:…”
However, the above text only refers to NAS-initiated access attempts.
[bookmark: _Toc528839670]TS 24.501 only specifies how Access Identities are determined in case of NAS-triggered access attempts.
So it seems that how the access identities are determined for AS triggered events is not specified.
[bookmark: _Toc528839671]How the access identities are detyermined for AS triggered events is not specified  in neither the AS nor the NAS specifications.
The detemination of access identities can only be performed by the NAS layer since it takes information provided by NAS signalling into account. In particular for access identity 1, ihis is clear from further reading section 4.5.2 in 24.501:
“The UE uses the MPS indicator bit of the 5GS network feature support IE to determine if access identity 1 is valid. Processing of the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.”
[bookmark: _Toc528839672]The determination of which access identities that are valid needs information only available in the NAS layer.
Because of the above and also to avoid duplicate specification of how to determine access identities, we think that this determination should be kept in TS 24.501 only. 
[bookmark: _Toc528839666]Keep the specification of how to determine access identities in one place, i.e. in a single specification.
[bookmark: _Toc528839667]The detemination of access identities should be specified by the NAS layer also in case of AS-triggered access attempts.
However, as observed above, TS 24.501 does not state that access identities are determined also for AS-triggered access attempts. While this needs to be addressed in CT1, the RRC specification should be written with the assumption that NAS provides always those access identities, also in case of AS-triggered access attempts.
[bookmark: _Hlk528747932][bookmark: _Hlk528747870]Therefore TS 38.331 should be clarified. We don’t think that there is no need specify exactly how and when those access identities are provided from NAS as long as AS always have the latest set of those access identities. There is no other AS-NAS interaction that takes please for AS-triggered RRC resume so therefore we think that exactly how the access identities are provided to be used for the AS-triggered access attempts could be left for UE implementation.
[bookmark: _Toc528839668]How the access identities are provided from NAS to AS when to be used for the AS-triggered access attempts is left for UE implementation.
An associated CR to TS 38.331 is provided in [1] to clarify this.
Upon RAN2 agreement, an LS to CT1 needs to be sent to inform them about our assumption and take appropriate actions. A draft CT1 LS is provided in [2].
[bookmark: _Toc528839669]Send an LS to CT1 to confirm our assumption and to take appropriate actions.

[bookmark: _GoBack]Conclusion
In the previous sections we made the following observations: 
Observation 1	TS 24.501 only specifies how Access Identities are determined in case of NAS-triggered access attempts.
Observation 2	How the access identities are detyermined for AS triggered events is not specified  in neither the AS nor the NAS specifications.
Observation 3	The determination of which access identities that are valid needs information only available in the NAS layer.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Keep the specification of how to determine access identities in one place, i.e. in a single specification.
Proposal 2	The detemination of access identities should be specified by the NAS layer also in case of AS-triggered access attempts.
Proposal 3	How the access identities are provided from NAS to AS when to be used for the AS-triggered access attempts is left for UE implementation.
Proposal 4	Send an LS to CT1 to confirm our assumption and to take appropriate actions.
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