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1. [bookmark: OLE_LINK9]Introduction
During the first discussion in RAN2#103bis, the following agreements were made for multiple connectivity based mobility based on the discussion of [1]:
=>	Use the protocol stack comparison in this contribution as baseline for further discussions between the split bearer and non-split bearer solutions.
=>	We should discuss the security key aspects more when we discuss the details of the solutions.
=>	Consider how to do reordering in non-split case
=>	FFS whether single or dual RRC (and e.g. whether we have 1 or 2 S1-C connections) is considered (S1-C would affect also RAN3)
=>	FFS how duplication is considered (depending on solution details)
In this contribution, the non-split bearer based mobility is analyzed from the perspective of architecture, UP handling, security key generation and CP procedure.
2. Discussion
[image: ]
[bookmark: _Ref16170]Figure 1 Non-split bearer architecture for DL and UL
Architecture and UP handling:
Figure 1 depicts the detail of the non-split bearer architecture for DL and UL respectively. 
For DL:
· PDCP operation in the NW 
· The PDCP entity on S-eNB performs header compression and SN allocation for all the PDCP SDUs that will be transmitted via the S-eNB and T-eNB; 
· [bookmark: OLE_LINK4]The PDCP entity on S-eNB performs integrity protection and ciphering for the PDCP SDUs transmitted via the S-eNB, using the S-eNB key;
· The PDCP entity on T-eNB performs integrity protection and ciphering for the PDCP SDUs forwarded from the S-eNB with the allocated SN and HFN, using the security key of T-eNB;
· PDCP operation in UE: a common PDCP handling two set of keys
· The PDCP entity differentiates the correct key for the received PDCP PDU based on the RLC layer from which the PDU is received;
· The PDCP entity performs reordering and header decompression for the packets received both from the S-eNB and T-eNB;
For UL:
· PDCP operation in UE: a common PDCP handling two set of keys
· The PDCP entity performs header compression and SN allocation;
· The PDCP entity performs integrity protection and ciphering for PDCP SDUs transmitted via the S-eNB, using the security key of S-eNB. And performs integrity protection and ciphering for PDCP SDUs transmitted via the T-eNB, using the security key of T-eNB;
· PDCP operation in the NW:
· The PDCP entity in S-eNB and T-eNB performs integrity verification and deciphering for PDCP PDUs using the corresponding security key;
· The PDCP entity in S-eNB performs reordering and header decompression for PDCP SDUs received both from the S-eNB and T-eNB;
Based on the analysis above, it can be observed that, for the non-split bearer operation, each DRB will associate to two RLC bearers from the perspective of UE, with one RLC bearer on the source node and the other RLC bearer on the target node. The definition of split bearer given in 36.300 is that the split bearer refers to a radio bearer whose radio protocols are located in both the MeNB and the SeNB to use both MeNB and SeNB resources. So from this point of view, we think that the non-split bearer option can still be considered as a new kind of split bearer, which splits the PDCP to PDCP_High (e.g. performing SN allocation/Reordering and ROHC etc.) and PDCP_Low (e.g. performing security). 
Observation 1: For the non-split bearer based mobility, since from the perspective of UE, each DRB will associate to two RLC bearers located on the source node and target node respectively, the “non-split bearer” should also be considered as a new kind of split bearer, which splits the PDCP to PDCP_high (e.g. performing SN allocation/Reordering and ROHC etc.) and PDCP_low (e.g. performing security).
In fact from the analysis above, it can be seen that at the NW side, each DRB can also be considered as associated with two RLC bearers. And the PDCP is actually split to PDCP_High and PDCP_Low too. The PDCP_High entity is located on the source node and the two associated PDCP_Low entities are located on the source node and the target node respectively.
Per analysis above, the two PDCP_Low entities are associated to the source node and target node respectively, so obviously different security configuration can be applied for each entity, including different security key, security algorithm, enabling of ciphering/integrity protection.
Proposal1: For the “non-split bearer” based mobility, the PDCP entity is split into PDCP_High and PDCP_Low:
· PDCP_High supports the following functions:
· TX functions: header compression & SN allocation 
· RX functions: reordering and in-order delivery & header decompression
· PDCP_Low supports the following functions:
· TX functions: ciphering & integrity protection 
· RX functions: deciphering & integrity verification
Proposal 2: During handover, for each DRB, there will be two PDCP_Low entities associated to a single PDCP_high entity. One is associated to the RLC bear of the source node and the other is associated to the RLC bear of the target node. 
Proposal 3: During handover, at the side of the NW, the PDCP_High entity is located on the anchor node (e.g. source node) and the two PDCP_Low entities are located on the source node and the target node respectively. 
Proposal 4: For each PDCP_Low entity, different security configuration can be applied, including different security key, security algorithm, enabling of ciphering/integrity protection. After performing deciphering and integrity verification, the PDCP_Low should deliver the packets to the PDCP_High.

Security key generation and CP procedure:
[bookmark: OLE_LINK2]Either eMBB based procedure or DC based procedure can be used to apply the non-split bearer based mobility. Figure 2 and Figure 3 in Annex illustrate the eMBB based HO procedure and DC based HO procedure respectively as an example.
If taking eMBB based procedure, the security key of the target (i.e. KeNB) is generated based on the received securityConfigHO.
[bookmark: OLE_LINK5]If taking DC based HO procedure, the security key of target (i.e. S-KeNB) is generated based on the received scg-Counter.
[bookmark: OLE_LINK3]Proposal5: For the “non-split bearer” based mobility, the following two alternatives can be considered for the target security key generation:
· eMBB based: The security key of the target (i.e. KeNB) is generated based on the received securityConfigHO;
· DC based: The security key of target (i.e. S-KeNB) is generated based on the received scg-Counter.
If taking eMBB based procedure, new eMBB HO procedure should be introduced to setup the target cell (including setup new SRBs&DRBs on the target cell) while keeping the source cell configuration (including keeping the old SRBs&DRBs on the source cell) during HO. To achieve this, the full configuration of the target cell should be included in the eMBB HO command, i.e. delta configuration for the target cell is not applicable. With the reception of the eMBB HO, the UE should setup the RLC entity and LCH for each new SRB/DRB on the target cell and associate them with the PDCP of the corresponding old SRB/DRB on the source cell. In addition, new procedure to release the source cell after handover should also be discussed. For instance, either release up to UE implementation or release according to the notification from the target.
If taking DC based HO procedure, new bearer type setup procedure should be introduced during SN addition to setup the RLC entity and LCH for each new SRB/DRB on the SN (i.e. target cell) and associate them with the PDCP of the corresponding old SRB/DRB on the MN (i.e. source cell). In addition, new role change procedure should be introduced to switch the SN to MN.
Though both options can work for the “non-split bearer” based mobility, it should be noted eMBB based HO procedure can only achieve UP interruption reduction. While per analysis in our companion contribution [2], besides reducing UP interruption, the DC based HO procedure can also improve mobility robust. 
Proposal6: Either eMBB based procedure or DC based procedure can be used to apply the “non-split bearer” based mobility. However, the eMBB based HO procedure can only achieve UP interruption reduction. While the DC based HO procedure can improve mobility robust in addition to reduce UP interruption.
3. Conclusion and proposals
In this contribution, the non-split bearer mobility is analyzed with the following observations and proposals:
Observation 1: For the non-split bearer based mobility, since from the perspective of UE, each DRB will associate to two RLC bearers located on the source node and target node respectively, the “non-split bearer” should also be considered as a new kind of split bearer, which splits the PDCP to PDCP_high (e.g. performing SN allocation/Reordering and ROHC etc.) and PDCP_low (e.g. performing security).
Proposal1: For the “non-split bearer” based mobility, the PDCP entity is split into PDCP_High and PDCP_Low:
· PDCP_High supports the following functions:
· TX functions: header compression & SN allocation 
· RX functions: reordering and in-order delivery & header decompression
· PDCP_Low supports the following functions:
· TX functions: ciphering & integrity protection 
· RX functions: deciphering & integrity verification
Proposal 2: During handover, for each DRB, there will be two PDCP_Low entities associated to a single PDCP_high entity. One is associated to the RLC bear of the source node and the other is associated to the RLC bear of the target node. 
Proposal 3: During handover, at the side of the NW, the PDCP_High entity is located on the anchor node (e.g. source node) and the two PDCP_Low entities are located on the source node and the target node respectively. 
Proposal 4: For each PDCP_Low entity, different security configuration can be applied, including different security key, security algorithm, enabling of ciphering/integrity protection. After performing deciphering and integrity verification, the PDCP_Low should deliver the packets to the PDCP_High.
Proposal5: For the “non-split bearer” based mobility, the following two alternatives can be considered for the target security key generation:
· eMBB based: The security key of the target (i.e. KeNB) is generated based on the received securityConfigHO;
· DC based: The security key of target (i.e. S-KeNB) is generated based on the received scg-Counter.
Proposal6: Either eMBB based procedure or DC based procedure can be used to apply the “non-split bearer” based mobility. However, the eMBB based HO procedure can only achieve UP interruption reduction. While the DC based HO procedure can improve mobility robust in addition to reduce UP interruption.
4. References
[1] [bookmark: _Ref23961][bookmark: _Ref10489][bookmark: OLE_LINK1]R2-1814054 Discussion for simultaneous connectivity handover Intel Corporation 
[2] [bookmark: _Ref14621][bookmark: _GoBack]R2-1816859 General requirements of the multiple connectivity based mobility
5. [bookmark: _Ref26728]Annex
[image: ]
[bookmark: _Ref15042]Figure 2 eMBB based HO procedure
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[bookmark: _Ref17411]Figure 3 DC based HO procedure
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