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1. Introduction

This document comprises a text proposal to TR 37.873 based on the outcome of email discussion [103bis#12].
2. Text Proposal

6.1
Solutions using UE capability Identity

Editor’s note: This section is intended to describe solutions based on UE capability identity. For each solution, sufficient description and analysis shall be captured.

6.1.1
UE capability Identity
6.1.1.1
Description

This section describes the use of a UE capability identity, i.e. a short value that can be used as a representation of all or part of the UE capability.
It is FFS if there is a single capability identity covering all capability containers (i.e. UE-NR-Capability, UE-EUTRA-Capability, and UE-MRDC-Capability) or if there are separate identity values for the different containers.

The identity based mechanism is intended to coexist with, rather than replace, the legacy capability transfer signalling.  It is also intended to coexist with NAS initiated changes of capability, but the details are FFS.
6.1.1.2
Signalling for transfer of UE capability identity
6.1.1.2.1
Approach 1: Transfer via RRC signalling
The transfer of UE capability in RRC signalling is shown in Figure 6.1.1.2.1-1. The UE sends a UE capability ID in an RRC message, which could be either the RRCSetupComplete message or the UECapabilityInformation message (final selection of the message is FFS).  The subsequent handling of the UE capability ID is discussed in subclause 6.1.1.3.  In this alternative, the UE capability ID is visible to the NG-RAN at the time of connection setup.
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Figure 6.1.1.2.1-1: RRC transfer of UE capability ID using RRCSetupComplete
Subsequent to the signalling of Figure 6.1.1.2.1-1, it is possible to transfer the UE capability ID also to the CN, e.g. in the Initial UE Message.  This allows visibility of the ID in both NG-RAN and CN if necessary.
RRC signalling allows the RAN to know the UE capability ID and use it locally, e.g. in case there are multiple UEs served by the RAN with the same capability, and if sent early in the connection procedure, it can enable RAN caching for early configuration of the UE capability.  Security may need to be considered in case the capability ID would be sent before SMC, e.g. in Msg5.
RAN visibility of the capability ID is considered beneficial for RAN caching of the UE capability set, signalling reduction on network interfaces, and early RRM decisions.
6.1.1.2.2
Approach 2: Transfer via NAS signalling

The transfer of UE capability in NAS signalling is shown in Figure 6.1.1.2.2-1.The UE sends a UE capability ID to the CN using a NAS message before the CN sends the Initial Context Setup Request to the NG-RAN. The subsequent handling of the UE capability ID is discussed in subclause 6.1.1.3.  In this alternative, the UE capability ID is visible to the CN at the time of the NAS message (i.e. before initial context setup).
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Figure 6.1.1.2.2-1: NAS transfer of UE capability ID
Subsequent to the signalling of Figure 6.1.1.2.2-1, it is possible to transfer the UE capability ID also to the NG-RAN, e.g. in the Initial Context Setup Request.  This allows visibility of the ID in both NG-RAN and CN if necessary.
NAS signalling of the ID enables a solution transparent to RRC, but prevents the ID from being readily visible to the RAN.
6.1.1.3
Interaction between NG-RAN and CN for management of UE capability identity
6.1.1.3.1
Summary of approaches

After the UE capability ID is transferred from the UE to either the NG-RAN or the CN, an entity in the network is responsible for mapping the ID to the UE capability set.
If the ID is first provided to the NG-RAN (e.g. by RRC signalling as described in subclause 6.1.1.2.1), there are three alternatives: The mapping of the ID to UE capability set can be stored at the NG-RAN, the CN, or both.  In case the mapping is stored in both NG-RAN and CN, there are different solutions depending on whether the capability ID is transferred to the network via RRC or NAS signalling.  The different approaches are described in the following sections.
6.1.1.3.2
Approach 1: Mapping stored at NG-RAN only
If the mapping is stored at the NG-RAN only, no capability-related interaction with the CN is required and the capability exchange can proceed as shown in Figure 6.1.1.3.2-1.
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Figure 6.1.1.3.2-1: NG-RAN identification of UE capability without CN interaction

In the procedure of Figure 6.1.1.3.2-1, step 1 may involve either RRC signalling (as in subclause 6.1.1.2.1) or NAS signalling (as in subclause 6.1.1.2.2, with subsequent transfer of the ID from the CN to the NG-RAN).  Step 5 (the Initial Context Setup Request from CN to NG-RAN) may or may not include a request for UE capability, depending on whether the CN has already stored capability information for this UE.
If the NG-RAN is not able to identify the UE capability in the association table, it needs to request it from the CN in step 3 (the Initial UE Message).  If neither the NG-RAN nor the CN is able to identify the UE capability, the NG-RAN initiates a UE capability enquiry procedure (and updates the association table accordingly).  The latter case is shown in Figure 6.1.1.3.2-2.
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Figure 6.1.1.3.2-2: NG-RAN and CN unable to identify UE capability
The benefits of having the mapping visible at the RAN include enabling RAN caching and reducing overhead on network interfaces.
6.1.1.3.3
Approach 2: Mapping stored at CN only

If the mapping is stored at the CN only, the capability exchange can proceed as shown in Figure 6.1.1.3.3-1.
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Figure 6.1.1.3.3-1: CN identification of UE capability and delivery to NG-RAN
In the procedure of Figure 6.1.1.3.3-1, step 1 may involve either RRC signalling (as in subclause 6.1.1.2.1, with subsequent transfer of the ID from the NG-RAN to the CN) or NAS signalling (as in subclause 6.1.1.2.2).  If the CN is not able to identify the UE capability in the association table in step 2, it requests the NG-RAN to retrieve the UE capability in step 3, resulting in a UE capability enquiry procedure as shown in Figure 6.1.1.3.3-2.
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Figure 6.1.1.3.3-2: CN unable to identify UE capability
The benefits of having the mapping visible at the core network include the ability to use the CN as a “master” repository of the mapping (rather than e.g. distributed storage across all gNBs), the ability for the RAN to refer to the CN when it is not aware of the mapping, and access to the capability mapping also for UEs in RRC_IDLE.
6.1.1.3.4
Approach 3: Mapping stored at CN and NG-RAN, using NAS signalling
If the mapping is stored at the CN and the NG-RAN and the transfer of the UE capability ID uses NAS signalling, the capability exchange can proceed as shown in Figure 6.1.1.3.4-1.
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Figure 6.1.1.3.4-1: NG-RAN and CN identification of UE capability (with NAS signalling)

In the procedure of Figure 6.1.1.3.4-1, if the CN is not able to identify the UE capability in step 2, it requests in step 3 for the NG-RAN to deliver the UE capability.  If the NG-RAN is not able to identify the UE capability in step 4, it performs a UE capability enquiry procedure, as shown in Figure 6.1.1.3.4-2.
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Figure 6.1.1.3.4-2: NG-RAN unable to identify UE capability
6.1.1.3.5
Approach 4: Mapping stored at CN and NG-RAN, using RRC signalling

If the mapping is stored at the CN and the NG-RAN and the transfer of the UE capability ID uses RRC signalling, the capability exchange can proceed as shown in Figure 6.1.1.3.5-1.
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Figure 6.1.1.3.5-1: NG-RAN and CN identification of UE capability (with RRC signalling)
In the procedure of Figure 6.1.1.3.5-1, if the NG-RAN is not able to identify the UE capability in step 2, it requests in step 3 for the CN to deliver the UE capability and the CN delivers it with the subsequent Initial Context Setup Request.  If the CN is not able to identify the UE capability in step 4, it requests it from the NG-RAN along with the Initial Context Setup Request.  If neither the NG-RAN nor the CN can identify the UE capability, the NG-RAN performs a UE capability enquiry.  The latter case is shown in Figure 6.1.1.3.5-2.
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Figure 6.1.1.3.5-2: NG-RAN and CN unable to identify UE capability
6.1.2
UE capability Identity combined with other means

6.2
Solutions using other means

Editor’s note: This section is intended to describe solutions using other means than UE capability identify. For each solution, sufficient description and analysis shall be captured.
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