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1. Introduction
RAN2 has agreed that DRB IP protection is configurable and can be enabled or disabled per DRB. The solution for enabling or disabling IP on a DRB is captured in TS38.331 as follows:

integrityProtection

Indicates whether or not integrity protection is configured for this radio bearer.  The value of integrityProtection for a DRB can only be changed using reconfiguration with sync.
In RAN2#AH1807 meeting, it has been raised [1] concern that reconfiguration with sync is achieved with significant impact on low layer, that will have on other UE DRBs.
This contribution discusses solution to for enabling and disabling DRB IP with limited impact on low layer MAC.

2. Discussion
Enabling or disabling a DRP IP can be considered as a kind of DRB bearer type with the following characteristics:

· The PDCP anchor does not change
· The DRB id does need to change

· But MAC entity has be reset
RAN2#AH1807 has agreed to change the bearer type by releasing an adding the RLC bearer with the following agreements:

Agreements

1
For EN-DC operation to change the LCID within the NR side, rely on option 3 to release and add the RLC bearer 

2           RLC re-establish bit is not removed 


Similar with the ongoing L2 handling for bearer type change for EN-DC, when enabling or disabling DRB IP, PDCP configuration and RLC configuration can be associated by drb-Identity, when RLC bearer is released or added, the PDCP layer.

When enabling/disabling DRB IP, reconfiguration with sync will have impact UE other DRB as MAC will be reset. To avoid MAC reset during enabling/disabling DRP IP, an example potential solution is described as follows:
Neither eps-bearer-ID nor drb-Identity is changed as during when disabling IP on the DRB.

The PDCP layer can be re-established by DRB-ToAddMod. PDCP configuration and RLC configuration can be associated by eps-bearer-ID or drb-Identity, when RLC bearer is released or added. 
When the bearer IP is indicated to change from enabled/disabled to disabled/enabled, the RLC entity is released then added with rlc-Config.  And the MAC entity cis reconfigured accordingly.
UE will apply the rlc-Config and change the RLC LCID by release and addition of the RLC bearer. The release and addition of the RLC bearer can be realized accordingly with the existing PDCP and MAC principles. There in there is no additional PDCP impact.
Observation 1: Enabling/disabling DRB IP is feasible by PDCP re-establishment to change the LCID by releasing and adding of the RLC bearer.
Proposal 1: Enabling/disabling DRB IP is feasible by using PDCP re-establishment, and release/add RLC entity to change the LCID, and MAC reconfiguration
3. Conclusion
In this contribution, we discuss solutions to for IP enabled/disabled without reconfiguration with sync. The paper concludes with:
Observation 1: Enabling/disabling DRB IP is feasible by PDCP re-establishment to change the LCID by releasing and adding of the RLC bearer.
Proposal 1: Enabling/disabling DRB IP is feasible by using PDCP re-establishment, and release/add RLC entity to change the LCID, and MAC reconfiguration
The paper also proposes the CR in [2]
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