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	Reason for change:
	According to TS33.501, NIA0 is not used for the SRBs and DRBs.

“The NIA0 shall not be used for signalling radio bearers (SRBs) except for unauthenticated emergency sessions for unauthenticated UEs in LSM.
The LSM is short for limited service mode in TS33.501.

The NIA0 shall not be used for data radio bearers (DRBs).”
So it should be clarified in the field description.

In 38.331 ASN.1, “master key”and “secondary key” are used instead of “KeNB” and “S-KgNB”. So the same word is used in the field description.

SecurityConfig ::=                      SEQUENCE {

    securityAlgorithmConfig                 SecurityAlgorithmConfig                                 OPTIONAL,   -- Cond RBTermChange

    keyToUse                                ENUMERATED{master, secondary}                           OPTIONAL,   -- Cond RBTermChange

    ...

}


	
	

	Summary of change:
	The main changes:

1. Make the security algorithm field decription clear and align with TS 33.501.
2. “master key”and “secondary key” are used instead of “KeNB” and “S-KgNB” in field descritption.
Impact Analysis
No function impact and no inter-operability impact due to just words improvement corrections.


	
	

	Consequences if not approved:
	The security algorithm field decription is not clear.
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6.3.2
Radio resource control information elements

Omit some text
–
SecurityAlgorithmConfig
The IE SecurityAlgorithmConfig is used to configure AS integrity protection algorithm and AS ciphering algorithm for SRBs and DRBs.

SecurityAlgorithmConfig information element

-- ASN1START

-- TAG-SECURITY-ALGORITHM-CONFIG-START

SecurityAlgorithmConfig ::=         SEQUENCE {

    cipheringAlgorithm                  CipheringAlgorithm,

    integrityProtAlgorithm              IntegrityProtAlgorithm          OPTIONAL,   -- Need R

    ...

}

IntegrityProtAlgorithm ::=          ENUMERATED {

                                        nia0, nia1, nia2, nia3, spare4, spare3,

                                        spare2, spare1, ...}

CipheringAlgorithm ::=              ENUMERATED {

                                        nea0, nea1, nea2, nea3, spare4, spare3,

                                        spare2, spare1, ...}

-- TAG-SECURITY-ALGORITHM-CONFIG-STOP

-- ASN1STOP

	SecurityAlgorithmConfig field descriptions

	cipheringAlgorithm

Indicates the ciphering algorithm to be used for SRBs and DRBs, as specified in TS 33.501 [11]. The algorithms nea0-nea3 are identical to the LTE algorithms eea0-3. The algorithms configured for bearers using master key shall be the same as for all bearers using master key and the algorithms configured for bearers using secondary shall be the same as for all bearers using secondary key. If EN-DC is not configured, the algorithm shall be the same for all bearers.

	integrityProtAlgorithm

If EN-DC is not configured, this IE indicates the integrity protection algorithm to be used for SRBs and DRBs, as specified in TS 33.501 [11]. The network does not configure nia0 for SRBs except for unauthenticated emergency sessions for unauthenticated UEs in LSM (limited service mode) and DRBs. If EN-DC is not configured, this field is mandatory present, and the algorithm shall be the same for all bearers.
For EN-DC, this IE indicates the integrity protection algorithm to be used for SRBs, as specified in TS 33.501 [11]. The algorithms nia0-nia3 is identical to the LTE algorithms eia0-3. For EN-DC, the algorithms configured for SRBs using master key shall be the same as for all SRBs using master key and the algorithms configured for bearers using secondary key shall be the same as for all bearers using secondary key.The network does not configure nia0 for SRB3. 
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