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	Summary of change:
	An overview of the transport of NAS messages as currently specified in 3GPP TS 38.331 is added.
Impact analysis
Impacted functionality: Transport of NAS Messages.
Inter-operability: none as the corresponding Stage 3 mechanisms are already captured 38.331.

	
	

	Consequences if not approved:
	Incomplete specification.

	
	

	Clauses affected:
	7.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	



Page 1


First Modified Subclause
[bookmark: _Toc517229128]7.6	Transport of NAS Messages
NR provides reliable in-sequence delivery of NAS messages over SRBs in RRC, except at handover where losses or duplication can occur when PDCP is re-established. In RRC, NAS messages are sent in transparent containers. Piggybacking of NAS messages can occur in the following scenarios:
-	At bearer establishment/modification/release in the DL;
-	For transferring the initial NAS message during connection setup and connection resume in the UL.
[bookmark: _GoBack]NOTE:	in addition to the integrity protection and ciphering performed by NAS, NAS messages may also be integrity protected and ciphered by PDCP.
Void.
Transport of NAS Messages is not complete and is targeted for completion in June 2018.

