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1	Introduction
[bookmark: _Hlk525567307]In [1] a SI was agreed for defining mechanisms for optimizing the UE radio capability signalling to optimise the signalling of the related information between the UE and the network.
	This study item shall address the following issue:
- 	Optimizations of RAN procedures pertaining to the transfer of UE Radio Capabilites related information to RAN over the radio interface (RAN2), X2/Xn interface (RAN3) and to the Core Network over N1/S1 interfaces (RAN3).
The overall goal is to study mechanisms to reduce the signalling over Uu, CN-RAN, RAN-RAN interfaces as well as the processing load in RAN (taking into account how frequently those message transfers and corresponding processing occurs) working in collaboration with SA2.
The work is expected to proceed as follows:
-	RAN2 to study mechanisms to optimise the UE Radio Capability signalling over the air while addressing the limitations of radio protocol interface:
-	[to be discussed with higher priority] using UE capability identity (in coordination with SA2) and 
-	using other means (e.g. compression, segmentation). 
-	RAN2 to study and define the interaction between the above mechanisms and the signaling of UE Radio Capability mechanism over the radio interface specified as of Rel-15
-	RAN3 to study in coordination with RAN2 and SA2 means to reduce the signaling over CN-RAN and RAN-RAN interfaces.
The study shall consider the possibility to change UE radio capabilities according to TS23.501 (in coordination with SA2).
As part of the study and in coordination with other WGs it should be concluded whether to proceed with normative work.



In SA, the architectural requirements are as follows:
	[image: ]



In this contribution, we plan to summarize different variants for the UE capability identity.
2	Background
UE capability identity
One of the priority goals of the study is to find an identifier that can uniquely describe a large container of UE capabilities. A generic term “Model ID” has been used to describe such an identifier. Such an identity may be one of the following:
· A hash applied over the UE capability container
· Based on the well-known IMEI that uniquely identifies a UE with a suffix, SV that indicates different variants of the same UE.
It is well-known fact that the hash function may not always produce unique shorthand and the risk of collision potentially means that two completely different UE capability sets are misunderstood at the network to be the same resulting in confusion and probably sub-optimally or non-performing configurations. In the same vein, the IMEI though unique suffers from being too static i.e. it can only represent a full capability container set once. The positive side of this is that the full UE capabilities are known to the network always and the flip side is that a network that does not need the full capabilities must still be required to store it, which may not be optimal if they are extremely large to start with (e.g. several hundred kilo bytes). The main issue from such an approach is that the number of identifiers might lead to a very large space which may end up being counterproductive and not serve the size reduction coming from storing the large capabilities at the network.
Observation 1: Both simple hashing at UE side on capability container and IMEI-SV based capability identifier mechanisms suffer from their drawbacks.
Proposal 1: Agree that the network is in control of requesting full or partial UE capabilities.
Proposal 2: Agree that the network controls the allocation of the “UE Capability ID” (i.e. the UE does not generate a “UE Capability ID” on its own).
As the network is able to generate the “UE Capability ID” only upon receiving the UE capabilities, it is clear that the UE must send them to the network at least once.
Proposal 3: Agree that the UE is required to send its capabilities at least once to the network.


Once a “UE Capability ID” is allocated by the network, the UE capability of a given UE is assumed to be available inside the network.
Proposal 4: Capabilities linked to a previously allocated “UE Capability ID” can always be retrieved by the RAN.
Usually, the UEs support multi RAT chipset, so it is possible that standalone capabilities for different RATs could be each under their own “UE Capability ID” and even MR-DC specific capabilities which has its own container may be under a separate “UE Capability ID”.  The RAN can query separately capabilities for each RAT (EUTRA, NR, MR-DC) or it may ask UE to send more than one of those in the Capability Enquiry.
Proposal 5: It remains to be seen if the “UE Capability ID” needs to be RAT specific.
The next question is how does the UE capability identity change vis-à-vis temporary restrictions? Does the UE signal a completely new value with the updated capabilities and expect a new “UE Capability ID” in return or does it always indicate the changed ones without having to undergo another “UE Capability ID” allocation procedure? It seems logical that the temporary capability restrictions are on-top without having to undergo a separate procedure and invalidate the previous “UE Capability ID”. Restrictions if any are temporary (or temporal) in nature.
Proposal 6: Temporary restrictions in UE capabilities shall not require another “UE Capability ID” allocation procedure (rather the UE may inform the network using a delta on top).
Then last but not the least, should the “UE Capability ID” short-hand version be used in the network or should the container be exchanged? Using the short-hand of course allows for the inter-network messages to benefit from the reduced sized, but this may present problems when the identifier needs to be received into a legacy network which may not understand it. At the very least when the UE sends it, the RAN could know it in advance and the AMF also needs to know the mapping. The network controlled sending also implies some form of network assigned ID and therefore this ID can be used inside the network. It would make the signaling where context including capabilities is transferred lighter on the network interfaces and could be beneficial. We propose to study it further and work with SA2/RAN3 for this topic.
Proposal 7: Consider using the “UE Capability ID” in its short form within the network instead of the longer form (synchronize with SA2/RAN3).
3	Conclusion
Proposal 1: Agree that the network is in control of requesting full or partial UE capabilities.
Proposal 2: Agree that the network controls the allocation of the “UE Capability ID” (i.e. the UE does not generate a “UE Capability ID” on its own).
Proposal 3: Agree that the UE is required to send its capabilities at least once to the network.
Proposal 4: Capabilities linked to a previously allocated “UE Capability ID” can always be retrieved by the RAN.
Proposal 5: It remains to be seen if the “UE Capability ID” is RAT specific.
[bookmark: _GoBack]Proposal 6: Temporary restrictions in UE capabilities shall not require another “UE Capability ID” allocation procedure (rather the UE may inform the network using a delta on top).
Proposal 7: Consider using the “UE Capability ID” in its short form within the network instead of the longer form (synchronize with SA2/RAN3).
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The s olution for the UE radio capability signaling optimizations shall take  the following requirements into account :   a)   Solutions shall support UE Radio Access Capabilities > 65 536 bytes.   b)   Solutions shall provide fast, reliable, low  processing  complexity mechanisms for frequently used procedures (at  least Service Request, RRC Connect ion Resume, X2&Xn handover, secondary gNB addition).   c)   The "UE Capability ID" should reflect the actual UE capabilities and not rely on parameters that may be faked,  modified, or do not reflect the actual capabilities (e.g. IMEI and IMEISV might not fulfil t his requirement)   NOTE: Even the same UE model with identical software version may have different UE capabilities e.g. due to  customization based on vendor  -   operator agreements (sometimes the UE capabilities also differ  depending on the PLMN the device roa ms on) and would therefore present different "UE Capability IDs"  depending e.g. on the PLMN the UE roams.   d)   The solution must ensure that malicious implementations (outside of the operator's network) do not update the  network with incorrect UE Radio Capabili ties that corresponds to UE capability ID that are used by other UE's.   e)   Solution should be flexible enough to cope with additional UE capabilities that might be added by 3GPP in  future releases.    


