Page 1



3GPP TSG-RAN WG2 Meeting #102
R2-1809292
Busan, Korea, 21th – 25th May 2018
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	36.323
	CR
	0232
	rev
	2
	Current version:
	14.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	x
	Core Network
	


	

	Title:

	Introduction of V2X duplication to TS 36.323

	
	

	Source to WG:
	CATT

	Source to TSG:
	R2

	
	

	Work item code:
	LTE_eV2X-Core
	
	Date:
	2018-05-11

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14) 
Rel-15
(Release 15)

	
	

	Reason for change:
	In Rel_14 V2X, PDCP SN is not maintained and PDCP re-ordering is disabled since PDCP entity is never re-established. However, due to the duplciation transmission is introduced for Rel_15 V2X, the receiving UE should activate the re-ordering function, and the transmitting UE should set the PDCP SN to enable the receiving perform re-ordering and duplication detection.

	
	

	Summary of change:
	1: add SLRB in the re-ordering procedure in section 5.1.2.1.4.1
2: in section 5.1.3, SL Data Transmission Procedures shall include the procedure of maintain the transmiting window to set the PDCP SN. 
3: in section 5.1.4, SL Data Reception Procedures shall include the procedure of maintain the reception window to enable the re-ordering function in the receiving UE. 
4: the PDCP SN won’t always be “0” if duplication transmission is activated.
5: introduce how t-Reordering in generated in the receiving UE. 

6: add window size for 16 bit SN length


	
	

	Consequences if not approved:
	PDCP duplication is missing in 36.323 

	
	

	Clauses affected:
	

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Begin of Change 

5.1.2.1.4
Procedures for DRBs mapped on RLC AM, for LWA bearers and SLRB when the reordering function is used

For DRBs mapped on RLC AM and for LWA bearers, the PDCP entity shall use the reordering function as specified in this section when:

-
the PDCP entity is associated with two AM RLC entities; or

-
the PDCP entity is configured for a LWA bearer; or

-
the PDCP entity is associated with one AM RLC entity after it was, according to the most recent reconfiguration, associated with two AM RLC entities or configured for a LWA bearer without performing PDCP re-establishment.
For SLRBs mapped on RLC UM, the PDCP entity shall use the reordering function as specified in this section when:

-
the PDCP entity is associated with two sidelink UM RLC entities;
The PDCP entity shall not use the reordering function in other cases. 
5.1.2.1.4.1
Procedures when a PDCP PDU is received from the lower layers

For DRBs mapped on RLC AM, SLRB for duplicated transmission and for LWA bearers, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall:

-
if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:
-
if the PDCP PDU was received on WLAN:

-
if received PDCP SN > Next_PDCP_RX_SN:

-
for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN - 1 and the received PDCP SN;
-
else:

-
for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN and the received PDCP SN;
-
discard the PDCP PDU;
-
else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:

-
increment RX_HFN by one;

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:

-
use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering the PDCP PDU;

-
else if received PDCP SN >= Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one;

-
else if received PDCP SN < Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;
-
if the PDCP PDU has not been discarded in the above:

-
if a PDCP SDU with the same PDCP SN is stored:
-
discard the PDCP PDU;
-
else:

-
perform deciphering of the PDCP PDU and store the resulting PDCP SDU;
-
if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1 or received PDCP SN = Last_Submitted_PDCP_RX_SN – Maximum_PDCP_SN:

-
deliver to upper layers in ascending order of the associated COUNT value:

-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP PDU;
-
set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;

-
if t-Reordering is running:

-
if the PDCP SDU with Reordering_PDCP_RX_COUNT – 1 has been delivered to upper layers:

-
stop and reset t-Reordering;

-
if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above):

-
if there is at least one stored PDCP SDU:

-
start t-Reordering;

-
set Reordering_PDCP_RX_COUNT to the COUNT value associated to RX_HFN and Next_PDCP_RX_SN.

Next Change 
5.1.3
SL Data Transmission Procedures

For Sidelink transmission, the UE shall follow the procedures in subclause 5.1.1 with following modifications:

-
the requirements for maintaining Next_PDCP_TX_SN and TX_HFN are not applicable;

-
determine a PDCP SN ensuring that a PDCP SN value is not reused with the same key;

-
perform ciphering (if configured) as specified in subclause 5.6.1 and 5.6.2;

-
perform the header compression (if configured) if SDU Type is set to 000, i.e. IP SDUs.

For sidelink duplication transmission capable UE, when PDCP duplication transmission is configured, for the SLRB with packets which have PPPR no lower than the configured PPPR threshold, the Sidelink transmission of UE shall follow the procedures in subclause 5.1.1 with following modifications compared to above Sidelink transmission procedure:
-
the requirements for maintaining Next_PDCP_TX_SN and TX_HFN are applicable;
-
the PDCP entity duplicates the PDCP PDUs, and delivers the PDCP PDUs to both RLC entities for transmission.
Next Change 
5.1.4
SL Data Reception Procedures

For Sidelink reception, the UE shall follow the procedures in subclause 5.1.2.1.3 with following modifications:

-
the requirements for maintaining Next_PDCP_RX_SN and RX_HFN are not applicable;

-
perform the deciphering (if configured) as specified in subclause 5.6.1 and 5.6.2;

-
perform the header decompression (if configured) if SDU Type is set to 000, i.e. IP SDUs.
For sidelink duplication reception capable UE, if it detects PDCP duplication reception in duplication logical channel, or if it receives a PDCP SN which is not “0” from the non-duplication logical channel, the Sidelink reception of the UE shall follow the procedures in subclause 5.1.2.1.4.1 with following modifications compared to above Sidelink reception procedure:
-
the requirements for maintaining Next_PDCP_RX_SN and RX_HFN are applicable;
-
perform the re-ordering procedure as specified in subclause 5.1.2.1.4.1.
Next Change 
5.6.1
SL Ciphering and Deciphering for one-to-many communication
For SLRB used for one-to-many communication, the ciphering function includes both ciphering and deciphering and is performed in PDCP as defined in [13]. The data unit that is ciphered is the data part of the PDCP PDU (see subclause 6.3.3). The ciphering function as specified in [6] is applied with KEY (PEK), COUNT (derived from PTK Identity and PDCP SN as specified in [13]), BEARER and DIRECTION (set to 0) as input. The ciphering function is configured by ProSe Function.

If ciphering is configured, the ciphering algorithm and related parameters including PGK, PGK Identity, and Group Member Identity are configured to the UE by ProSe Key Management Function. The UE shall set PTK Identity based on PGK, PGK Identity, and PDCP SN as specified in [13]. The UE shall derive PTK from PGK using PTK Identity and Group Member Identity, and derive PEK from PTK using the ciphering algorithm. The PGK Index, PTK Identity, and PDCP SN are included in the PDCP PDU header.

If ciphering is not configured, PGK Index and PTK Identity shall be set to “0” in the PDCP PDU header.
If ciphering is not configured, and sidelink duplication transmission is disabled for the SLRB, PDCP SN shall be set to “0” in the PDCP PDU header.
5.6.2
SL Ciphering and Deciphering for one-to-one communication

For SLRB used for one-to-one communication, the ciphering function includes both ciphering and deciphering and is performed in PDCP of SLRB that needs ciphering and deciphering as defined in [13]. The data unit that is ciphered is the data part of the PDCP PDU (see subclause 6.3.3). The ciphering function as specified in [6] is applied with KEY (PEK), COUNT (derived from KD-sess Identity and PDCP SN as specified in [13]), BEARER and DIRECTION (which value shall be set is specified in [13]) as input.
For the SLRB that needs ciphering and deciphering, the UE shall derive the KEY (PEK) based on KD-sess and the algorithms determined by the initiating UE and the receiving UE as specified in [13]. The KD-sess Identity and PDCP SN are included in the PDCP PDU header.
For the SLRB that does not need ciphering and deciphering, the UE shall set KD-sess Identity to “0” in the PDCP PDU header.

For the SLRB that does not need ciphering and deciphering, and sidelink duplication transmission is disabled, PDCP SN shall be set “0” in the PDCP PDU header.
Next Change 
b) t-Reordering
The duration of the timer is configured by upper layers [3] except for the case of SL PDCP duplication reception. For SL PDCP duplication transmission, the t-Reordering timer is generated by the UE. This timer is used to detect loss of PDCP PDUs as specified in the subclause 5.1.2.1.4. If t-Reordering is running, t-Reordering shall not be started additionally, i.e. only one t-Reordering per PDCP entity is running at a given time.

The receiving side of each PDCP entity associated with LWA bearers shall maintain the following timers:
Next Change 
7.3
Constants

a) Reordering_Window

Indicates the size of the reordering window. The size equals to 2048 when a 12 bit SN length is used, 16384 when a 15 bit SN length is used, 32768 when a 16 bit SN length is used, or 131072 when 18 bit SN length is used, i.e. half of the PDCP SN space, for radio bearers that are mapped on RLC AM and for LWA bearers.

b) Maximum_PDCP_SN is:

-
262143 if the PDCP entity is configured for the use of 18 bits SNs
-
65535 if the PDCP entity is configured for the use of 16 bits SNs

-
32767 if the PDCP entity is configured for the use of 15 bits SNs

-
4095 if the PDCP entity is configured for the use of 12 bit SNs

-
127 if the PDCP entity is configured for the use of 7 bit SNs

-
31 if the PDCP entity is configured for the use of 5 bit SNs

End of Change 
