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Introduction
In RAN2#101, the following agreements were made pertaining to support of larger 5G-S-TMSI in LTE connected to 5GC [1]. 
For the handover case of LTE inter-RAT inter-system, it was agreed in RAN2#99bis that [1]:
Agreements:
1	RAN2 understand that the source eNB/ng-eNB decides handover procedure to trigger (e.g. via the same CN type or to the other CN type)
2	UE has to know the target CN type from the handover command during intra-LTE inter-system HO, intra-LTE intra-system HO
FFS: Stage 3 detail whether this is an explicit indication or can be inferred from other information.

During RAN2#101 it was agreed that [2]:
4	Security procedures for inter-system handover to E-UTRA/EPC should follow legacy inter-RAT handover procedures i.e. be configured with 36.331 SecurityConfigHO.

This offline discussion #29 is to is is to understand the best approach available to signal the inter-system intra-LTE HO while conveying the CN indication as agreed earlier. 

[bookmark: _Hlk514829905]=>	Offline discussion to try to conclude which approach to use for inter-system intra-LTE HO in both directions. (Offline discussion #29, Ericsson)

Discussion

During the online discussion, two options were discussed to support inter system mobility between E-UTRA cells and also indicating the CN to the UE during handover. 
Option 1: Use mobiltyfromEUTRACommand
Option 2: Use full configuration 

Text Proposals for both Approach are attached including a possibility to implicitly indicate the CN to the UE.  


Impact on 36.331 Specification: 

It can be seen from the TP’s that the changes incurred in Approach 1 are minimum compared to Approach 2 since there are quite a few changes in the procedure text along with the requirement to use the inter-RAT IE in securityconfigHO command. This specific change is against the principles of intra RAT handover along with the detail interpretation text that needs to be added. 

[bookmark: _Toc514964248][bookmark: _Toc514986325][bookmark: _Toc514986558]It can be seen from the TP’s that the changes incurred in Approach 1 are minimum compared to Approach 2 since there are quite a few changes in the procedure text along with the requirement to use the inter-RAT IE in securityconfigHO command.

CN Indication to the UE
Both Approach provide an option to implicitly indicate the CN to the UE. 

[bookmark: _Toc514964249][bookmark: _Toc514986326][bookmark: _Toc514986559]Both Approach provide an option to implicitly indicate the CN to the UE. 

Forward Compatible with inter system mobility to NR from E-UTRA: 
option 1 is also consistent with support for inter RAT inter system HO (E-UTRA - NR) that we have not discussed yet. Option 1 needs to adopted anyways for inter RAT scenario and it would be much nicer to have an upgradable solution already from intra EUTRA scenario. 

[bookmark: _Toc514964250][bookmark: _Toc514986327][bookmark: _Toc514986560]option 1 is also consistent with support for inter RAT inter system HO (E-UTRA - NR)

Asymmetric Security Parameters exchange
[bookmark: _Hlk514986557]Based on the text in 33.501, there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round. 
“The source AMF shall select the EPS NAS algorithms identifiers (it has stored) to be used in the target MME at interworking handover to EPS, for encryption and integrity protection.”
NOTE 2: A legacy target MME is expecting to receive the selected EPS NAS algorithms identifiers over N26 from the source AMF as the target MME belives the source AMF is another MME. The source AMF has therefore provisioned the EPS NAS security algorithms identifiers to be used at interworking handover to EPS to the UE in the 5G NAS SMC in 5G access as described in clause 6.7.2.  The target MME could re-select different EPS NAS algorithms though to be used with the UE by running a NAS SMC in the following Tracking Area Update procedure.

[bookmark: _Toc514986328][bookmark: _Toc514986561]Based on the text in 33.501, there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round. 

Companies Input: 
[bookmark: _GoBack]Kindly provide your preference/views on if the proposal should be agreed.  
If there is any other option that companies think should be brought up for discussion, kindly add in the table. 


	Potential 
Solution
	Explanation
	Supporting Companies 

	Option  1 
	Enhance the mobiltyfromEUTRACommand to include E-UTRA as a target RAT and include the full config inside the target RAT container. 
	Ericsson

	Option 2 
	Perform changes in 36.331 specs and perform full config in the RRC connection reconfiguration message
	HTC, Huawei, HiSilicon, SONY, Intel

	
	
	



Companies comments on options: 
	Ericsson
	We think that Approach 1 is simple since it has minimum impacts on the 36.331 specs and it is a clean solution. From CN indication point of view, both approach works equally well. 

	HTC
	We think Option 2 is simpler than Option 1. According to sections 5.2.1 and 5.4 in SA3 spec 33.501 (shown below), the security requirements are exactly same for LTE and eLTE. The handover between LTE and eLTE is intra-RAT handover. We don’t need most of changes in the full configuration example CR. The only change we need may be to notify the CN type (i.e. EPC or 5GC) to upper layers.
[bookmark: _Toc508885178]5.2.1	General
The support and usage of ciphering and integrity protection between the UE and the ng-eNB is identical to the support and usage of ciphering and integrity protection between the UE and the eNB as specified in TS 33.401 [10].

[bookmark: _Toc508885194]5.4	Requirements on the ng-eNB
The security requirements for ng-eNB are as specified for eNB in TS 33.401 [10].


	Huawei, HiSilicon
	We slightly prefer option 2.
Both options could work, and we are concerned about the changes to TS 36.331.
For option 2, according to TPs from Ericsson and Intel, there is no impact to ASN.1. Instead, there may be some impacts in procedural text and field descriptions, but they are not very complex.
For option 1, the MobilityFromEUTRACommand message is to contain targetRAT-MessageContainer as well as othe IEs for inter-RAT handover. In that case, for handover between LTE/EPC and LTE/5GC, the targetRAT-MessageContainer will anyway include the RRCCONNECTIONRECONFIGURATION message, so it is our understanding that all changes due to option 2 should be applied to option 1. As a summary, we do think that option 1 will have more changes than option 2.
Handover ::=						SEQUENCE {
	targetRAT-Type						ENUMERATED {
											utra, geran, cdma2000-1XRTT, cdma2000-HRPD,
											spare4,	spare3, spare2, spare1, ...},
	targetRAT-MessageContainer			OCTET STRING,
	nas-SecurityParamFromEUTRA			OCTET STRING (SIZE (1)) 	OPTIONAL,	-- Cond UTRAGERAN
	systemInformation					SI-OrPSI-GERAN				OPTIONAL	-- Cond PSHO
}


	Sony
	We find it strange to refer to 38.331 for reconfiguration message whereas other impacts for this feature are specified in 36.331. At the same time agree with HTC and Intel that security requirements from 33.401 should apply. The TP from Intel captures impacts due to full configuration correctly in our opinion. We also agree that these changes also apply to mobiltyfromEUTRACommand option in addition to changes already proposed in Ericsson TP. 

	Intel
	Based on our TP “TP to 36.331 for inter-system mobility between E-UTRA using full config_Intel”in folder, option 2 is simpler than option1. It would be good to agree the TP on full configuration and capture it in the running CR.

	
	



Conclusion
In section 2 we made the following observations:
Observation 1	It can be seen from the TP’s that the changes incurred in Approach 1 are minimum compared to Approach 2 since there are quite a few changes in the procedure text along with the requirement to use the inter-RAT IE in securityconfigHO command.
Observation 2	Both Approach provide an option to implicitly indicate the CN to the UE.
Observation 3	option 1 is also consistent with support for inter RAT inter system HO (E-UTRA - NR)
Observation 4	Based on the text in 33.501, there is an asymmetric exchange of NAS security parameters between 5GS and EPC since the NAS security parameters are only exchanged in HO command from EPC to 5GC but not the other way round.

Based on the discussion in section 2 we propose the following:
Proposal 1	RAN 2 should have a three weeks email discsusion to conclude on E-UTRA inter system handover after assessing the impact of assymetric nas security parameters in inter system handover scenarios. 
Proposal 2	RAN 2 should prioritize to discsus inter RAT inter system mobility in next meeting since it would have similar issues. 
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