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This is to kick off the email discussion #45:

[101bis#45][NR] TP on AC (LG)


Update TP based on agreements from this meeting and progress some open FFS points


Intended outcome: Report and TP to next meeting.


Deadline:  Thursday 2018-05-10

In this document, we provide the TP and some open issues identified during the email discussion.
Open issues

During this email discussion, we identified some open issues. The open issues on this TP were listed below:

OI1: What is the SIB for broadcasting UAC barring info?

· Option 1A: SIB1

· Option 1B: new SIBx (NOTE: Is new SIBx Other SI or RMSI? How will UE acquire updated SIBx?)

· Option 1C: both SIB1 and new SIBx (e.g. depending on barring info size)

OI2: Should gNB always broadcast UAC barring info for all ACs? Or, can gNB broadcast it only for some ACs subject to the access barring check? (Probably, both options are not exclusive)
· Option 2A: SI can include barring info for all ACs, if barring info is broadcast

	UAC-BarringPerCatList ::= SEQUENCE(SIZE(maxAccessCat-1)) OF UAC-BarringPerCat   

UAC-BarringPerCat ::= INTEGER (1.. maxBarringInfoSet)


· Option 2B: SI can include barring info only for some ACs subject to the access barring check, if barring info is broadcast

	UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat 

UAC-BarringPerCat ::= SEQUENCE {

    AccessCategory             INTEGER (1..maxAccessCat-1),

    uac-barringInfoSetIndex        INTEGER (1.. maxBarringInfoSet)

}                                                             


OI3: What is the maximum number of maxBarringInfoSet?

· Option 3A: 8
· Option 3B: smaller than 8
OI4: How many barring factors should be supported?

· Option 4A: 16 factors e.g. {p00, p05, p10, p15, p20, p25, p30, p40, p50, p60, p70, p75, p80, p85, p90, p95}

· Option 4B: 8 factors e.g.{p00, p15, p30, p45, p60, p75, p90, p95}

· Option 4C: 4 factors e.g. {p00, p30, p60, p90}
OI5: Where do we specify UE behaviour of selecting the Access Category for RRC Resume in 38.331?
· Option 5A: 5.3.3

· Option 5B: 5.3.x

OI6: What is the access category for RNA updates?

· Option 6A: Same as NAS level MO signalling

· Option 6B: RAN specific access category

OI7: What is the access category for the other AS triggered event e.g. UL data? How can AS identify the access category e.g. for UL data?
TP for procedural text in TS 38.331
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**************************** Omitted sections *****************************
5.3.3
RRC connection establishment
Editor’s Note: Targeted for completion in June 2018.

Editor’s Note: In this procedure, UE initially triggers the Unified Access Control specified in 5.3.x.
**************************** Omitted sections *****************************
5.3.x
Unified Access Control

5.3.x.1
General
The purpose of this procedure is to perform access barring check for an access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers according to [24.501] or the RRC layer.

5.3.x.2
Initiation
Upon initiation of the procedure, the UE shall:
1>
if timer [T30x] is running for the Access Category:
2>
consider the access attempt as barred;

1>
else:

2>
if the UE is resuming an RRC connection [for RNA update] as specified in 5.3.3:
3>
select [the Access Category corresponding to RNA update];

Editor’s note: FFS whether indication/selection of the Access Category for RRC Resume is described in this section or not.
Editor’s note: FFS whether to use access category 3 for MO-signalling or a standardised RAN specific access category for RNA update. 

Editor’s note: FFS how UE selects Access Category for UL data in RRC_INACTIVE.
2>
if the Access Category is ‘0’:

3>
consider the access attempt as allowed;

2>
else:

3>
if SIBX includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see [24.501]):

Editor’s note: It is FFS whether SIB1 is sufficient to broadcast barring parameters or not.
4>
select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;

4>
in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SIBX;

3>
if the UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
4>
select the UAC-BarringPerCat entry;
4>
perform access barring check for the Access Category as specified in 5.3.x.5, using  uac-BarringInfo in the UAC-BarringPerCat as "UAC barring parameter";

3>
else:

4> consider the access attempt as allowed;
3>
if the access barring check was requested by upper layers:

4>
if the access attempt is considered as barred:
5>
inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
4>
else:

5>
inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
3>
else:

4>
the procedure ends;
5.3.x.3
Cell re-selection while T30x is running

The UE shall:

1>
if cell reselection occurs while [T30x] is running:

2>
stop timer [T30x];

2>
perform the actions as specified in 5.3.x.4.

Editor’s note: FFS whether T30x is stopped due to cell reselection (e.g. as in LTE). 
5.3.x.4
T30x expiry or stop
The UE shall:

1>
if timer [T30x] corresponding to an Access Category expires or is stopped:

2>
consider the barring for this Access Category to be alleviated;

2>
if the Access Category was provided upon access barring check requested by upper layers:

3>
inform upper layers about barring alleviation for the Access Category;

5.3.x.5
Access barring check
The UE shall:

1>
if one or more Access Identities are indicated by upper layers according to [24.501] or obtained by the RRC layer, and

1>
if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:

2>
consider the access attempt as allowed;
1>
else:

2>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

2>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

3>
consider the access attempt as allowed;

2>
else:

3>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer [T30x] for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":


"Tbarring" = (0.7+ 0.6 * rand) * uac-BarringTime;

**************************** Omitted sections *****************************
5.7.2
UL information transfer
Editor’s Note: Targeted for completion in June 2018.

Editor’s Note: It is assumed that NAS triggers the Unified Access Control specified in 5.3.x before initiating this procedure. UE performs this procedure if the access attempt is allowed according to 5.3.x.
TP for ASN.1 in TS 38.331
Editor’s note: It is FFS whether SIB1 and/or new SIB X is used for carrying barring information. If new SIB X is used, it is FFS when/how UE acquires new SIB X e.g. immediately or at the beginning of a modification period.
SIBX ::=

SEQUENCE {

***************************** Start of change*******************************

uac-BarringForCommon




UAC-BarringPerCatList



OPTIONAL,


uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List


OPTIONAL,


uac-BarringInfoSetList



UAC-BarringInfoSetList


OPTIONAL,
}

UAC-BarringPerPLMN-List ::= 

SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=


SEQUENCE {


plmn-IdentityIndex




INTEGER (1..maxPLMN),

uac-barringPerCatList



UAC-BarringPerCatList
}

















UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat 

-- FFS: Whether to list all ACs or some ACs affected by barring info.
UAC-BarringPerCat ::= INTEGER (1.. maxBarringInfoSet)

UAC-BarringInfoSetList


SEQUENCE (SIZE (1..maxBarringInfoSet)) OF UAC-BarringInfoSet OPTIONAL,
-- FFS: maxBarringInfoSet = at most 8
UAC-BarringInfoSet ::= SEQUENCE {


uac-BarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {











p00, p05, p10, p15, p20, p25, p30, p40,











p50, p60, p70, p75, p80, p85, p90, p95},

-- FFS: How many factors should be supported? As in LTE vs. {p00, p30, p60, p90}


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},



uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}


}

















***************************** End of change*******************************
	Unified Access Control field descriptions

	uac-BarringForCommon 
Common access control parameters for each access category. Common values are used for all PLMNs, unless overwritten by the PLMN specific configuration provided in uac-BarringPerPLMN-List, The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList)

	uac-BarringPerPLMN-List 
Access control parameters for each access category valid only for a specific PLMN.

	uac-barringInfoSetIndex
Index of the entry in field uac-BarringInfoSetList. Value 1 corresponds to the first entry in uac-BarringInfoSetList, value 2 corresponds to the second entry in this list and so on.

	uac-BarringInfoSetList 
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set.

	uac-BarringForAccessIdentity
Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, and so on. Value 0 means that access attempt is allowed for the corresponding access identity.


**************************** Omitted sections *****************************
6.4
RRC multiplicity and type constraint values

–
Multiplicity and type constraint definitions

-- ASN1START

-- TAG-MULTIPLICITY-AND-TYPE-CONSTRAINT-DEFINITIONS-START

maxBandComb







INTEGER ::=
65536
-- Maximum number of DL band combinations

maxBasebandProcComb





INTEGER ::=
65536
-- Maximum number of baseband processing combinations

maxNrofServingCells





INTEGER ::=
32

-- Max number of serving cells (SpCell + SCells) per cell group

maxNrofServingCells-1




INTEGER ::= 31

-- Max number of serving cells (SpCell + SCells) per cell group minus 1

maxNrofAggregatedCellsPerCellGroup

INTEGER ::= 16
maxNrofSCells






INTEGER ::=
31

-- Max number of secondary serving cells per cell group

maxNrofCellMeas






INTEGER ::=
32

-- Maximum number of entries in each of the cell lists in a measurement object

maxNrofSS-BlocksToAverage



INTEGER ::= 16

-- Max number for the (max) number of SS blocks to average to determine cell
















-- measurement

maxNrofCSI-RS-ResourcesToAverage


INTEGER ::= 16

-- Max number for the (max) number of CSI-RS to average to determine cell
















-- measurement

maxNrofDL-Allocations 




INTEGER ::= 16

-- Maximum number of PDSCH time domain resource allocations

maxNrofSR-ConfigPerCellGroup



INTEGER ::= 8

-- Maximum number of SR configurations per cell group

maxLCG-ID







INTEGER ::= 7

-- Maximum value of LCG ID

maxLC-ID







INTEGER ::= 32

-- Maximum value of Logical Channel ID

maxNrofTAGs







INTEGER ::=
4

-- Maximum number of Timing Advance Groups

maxNrofTAGs-1






INTEGER ::=
3

-- Maximum number of Timing Advance Groups minus 1

maxNrofBWPs







INTEGER ::= 4

-- Maximum number of BWPs per serving cell

maxNrofSymbols-1





INTEGER ::= 13

-- Maximum index identifying a symbol within a slot (14 symbols, indexed from 0..13)

maxNrofSlots






INTEGER ::= 320

-- Maximum number of slots in a 10 ms period

maxNrofSlots-1






INTEGER ::= 319

-- Maximum number of slots in a 10 ms period minus 1

maxNrofPhysicalResourceBlocks


INTEGER ::= 275

-- Maximum number of PRBs

maxNrofPhysicalResourceBlocks-1


INTEGER ::= 274

-- Maximum number of PRBs

maxNrofControlResourceSets 



INTEGER ::= 12 

-- Max number of CoReSets configurable on a serving cell

maxNrofControlResourceSets-1


INTEGER ::= 11  
-- Max number of CoReSets configurable on a serving cell minus 1

maxCoReSetDuration





INTEGER ::= 3

-- Max number of OFDM symbols in a control resource set

maxNrofSearchSpaces





INTEGER ::= 40

-- Max number of Search Spaces

maxNrofSearchSpaces-1




INTEGER ::= 39

-- Max number of Search Spaces minus 1

maxSFI-DCI-PayloadSize




INTEGER ::= 128

-- Max number payload of a DCI scrambled with SFI-RNTI

maxSFI-DCI-PayloadSize-1



INTEGER ::= 127

-- Max number payload of a DCI scrambled with SFI-RNTI minus 1

maxINT-DCI-PayloadSize




INTEGER ::= 126

-- Max number payload of a DCI scrambled with INT-RNTI

maxINT-DCI-PayloadSize-1



INTEGER ::= 125

-- Max number payload of a DCI scrambled with INT-RNTI minus 1

maxNrofRateMatchPatterns



INTEGER ::= 4

-- Max number of rate matching patterns that may be configured

maxNrofRateMatchPatterns-1



INTEGER ::= 3

-- Max number of rate matching patterns that may be configured minus 1

maxNrofCSI-ReportConfigurations


INTEGER ::= 48 

-- Maximum number of report configurations

maxNrofCSI-ReportConfigurations-1

INTEGER ::= 47

-- Maximum number of report configurations minus 1

maxNrofCSI-ResourceConfigurations

INTEGER ::= 112

-- Maximum number of resource configurations

maxNrofCSI-ResourceConfigurations-1

INTEGER ::= 111

-- Maximum number of resource configurations minus 1

maxNrofAP-CSI-RS-ResourcesPerSet

INTEGER ::= 16
maxNrOfCSI-AperiodicTriggers


INTEGER ::= 128

-- Maximum number of triggers for aperiodic CSI reporting

maxNrofReportConfigPerAperiodicTrigger
INTEGER ::= 16

-- Maximum number of report configurations per trigger state for aperiodic reporting

maxNrofNZP-CSI-RS-Resources



INTEGER ::= 192

-- Maximum number of Non-Zero-Power (NZP) CSI-RS resources

maxNrofNZP-CSI-RS-Resources-1


INTEGER ::= 191

-- Maximum number of Non-Zero-Power (NZP) CSI-RS resources minus 1

maxNrofNZP-CSI-RS-ResourcesPerSet

INTEGER ::= 64

-- Maximum number of NZP CSI-RS resources per resource set

maxNrofNZP-CSI-RS-ResourceSetsPerConfig
INTEGER ::= 16

-- Maximum number of resource sets per resource configuration

maxNrofZP-CSI-RS-Resources



INTEGER ::= 32

-- Maximum number of Zero-Power (NZP) CSI-RS resources

maxNrofZP-CSI-RS-Resources-1


INTEGER ::= 31

-- Maximum number of Zero-Power (NZP) CSI-RS resources minus 1

maxNrofZP-CSI-RS-ResourceSets-1


INTEGER ::= 16

maxNrofZP-CSI-RS-ResourcesPerSet

INTEGER ::= 16

maxNrofZP-CSI-RS-Sets




INTEGER ::= 16
maxNrofCSI-IM-Resources




INTEGER ::= 32

-- Maximum number of CSI-IM resources. See CSI-IM-ResourceMax in 38.214.

maxNrofCSI-IM-Resources-1



INTEGER ::= 31

-- Maximum number of CSI-IM resources minus 1. See CSI-IM-ResourceMax in 38.214.

maxNrofCSI-IM-ResourcesPerSet


INTEGER ::= 8

-- Maximum number of CSI-IM resources per set. See CSI-IM-ResourcePerSetMax in 38.214

maxNrofCSI-IM-ResourceSetsPerConfig 
INTEGER ::= 16

-- Maximum number of CSI IM resource sets per resource configuration

maxNrofSSB-Resources-1




INTEGER ::= 63

-- Maximum number of SSB resources in a resource set minus 1

maxNrofCSI-SSB-ResourcePerSet 


INTEGER ::= 64

maxNrofCSI-SSB-ResourceSetsPerConfig 
INTEGER ::= 1

-- Maximum number of CSI SSB resource sets per resource configuration

maxNrofFailureDetectionResources

INTEGER ::= 10

-- Maximum number of failure detection resources


maxNrofObjectId






INTEGER ::= 64

-- Maximum number of measurement objects
maxNrofPCI-Ranges





INTEGER ::= 8

-- Maximum number of PCI ranges

maxNrofCSI-RS-ResourcesRRM



INTEGER ::= 96

-- Maximum number of CSI-RS resources for an RRM measurement object

maxNrofCSI-RS-ResourcesRRM-1


INTEGER ::= 95

-- Maximum number of CSI-RS resources for an RRM measurement object minus 1

maxNrofMeasId






INTEGER ::= 64

-- Maximum number of configured measurements

maxNrofQuantityConfig




INTEGER
::= 2

-- Maximum number of quantity configurations

maxNrofCSI-RS-CellsRRM 




INTEGER ::= 96 

-- Maximum number of FFS

maxNrofSRS-ResourceSets




INTEGER ::= 16

-- Maximum number of SRS resource sets in a BWP.

maxNrofSRS-ResourceSets-1



INTEGER ::= 15

-- Maximum number of SRS resource sets in a BWP minus 1.

maxNrofSRS-Resources




INTEGER ::= 64

-- Maximum number of SRS resources in an SRS resource set.

maxNrofSRS-Resources-1




INTEGER ::= 63

-- Maximum number of SRS resources in an SRS resource set minus 1.

maxNrofSRS-TriggerStates-1 



INTEGER ::= 3

-- Maximum number of SRS trigger states minus 1, i.e., the largest code point.

maxRAT-CapabilityContainers



INTEGER ::= 8

-- Maximum number of interworking RAT containers (incl NR and MRDC)

maxSimultaneousBands




INTEGER ::= 32

-- Maximum number of simultaneously aggregated bands

maxNrofSlotFormatCombinationsPerCell
INTEGER ::= 16

-- Maximum number of
maxNrofSlotFormatCombinationsPerSet

INTEGER ::= 4096
-- Maximum number of Slot Format Combinations in a SF-Set.

maxNrofSlotFormatCombinationsPerSet-1
INTEGER ::= 4095
-- Maximum number of Slot Format Combinations in a SF-Set minus 1.

maxNrofPUCCH-Resources




INTEGER ::= 128

maxNrofPUCCH-Resources-1



INTEGER ::= 127

maxNrofPUCCH-ResourceSets



INTEGER ::= 4

-- Maximum number of PUCCH Resource Sets

maxNrofPUCCH-ResourceSets-1



INTEGER ::= 3

-- Maximum number of PUCCH Resource Sets minus 1.

maxNrofPUCCH-ResourcesPerSet


INTEGER ::= 32

-- Maximum number of PUCCH Resources per PUCCH-ResourceSet

maxNrofPUCCH-ResourcesPerSet-1


INTEGER ::= 31

-- Maximum number of PUCCH Resources per PUCCH-ResourceSet minus 1.

maxNrofPUCCH-P0-PerSet




INTEGER ::= 8

-- Maximum number of P0-pucch present in a p0-pucch set

maxNrofPUCCH-PathlossReferenceRSs

INTEGER ::= 4

-- Maximum number of RSs used as pathloss reference for PUCCH power control. 

maxNrofPUCCH-PathlossReferenceRSs-1

INTEGER ::= 3

-- Maximum number of RSs used as pathloss reference for PUCCH power control minus 1.

maxNrofP0-PUSCH-AlphaSets



INTEGER ::= 30

-- Maximum number of P0-pusch-alpha-sets (see 38,213, section 7.1)

maxNrofP0-PUSCH-AlphaSets-1



INTEGER ::= 29

-- Maximum number of P0-pusch-alpha-sets minus 1 (see 38,213, section 7.1)

maxNrofPUSCH-PathlossReferenceRSs

INTEGER ::= 4

-- Maximum number of RSs used as pathloss reference for PUSCH power control. 

maxNrofPUSCH-PathlossReferenceRSs-1

INTEGER ::= 3

-- Maximum number of RSs used as pathloss reference for PUSCH power control minus 1.

maxBands 







INTEGER ::= 1024

-- Maximum number of supported bands in UE capability.

maxBandsMRDC






INTEGER
::= 1280

maxBandsEUTRA






INTEGER ::=
256

maxCellPrep

 





INTEGER ::= 32

maxCellReport

 




INTEGER ::= 8

maxDRB

 






INTEGER ::= 29


-- Maximum number of DRBs (that can be added in DRB-ToAddModLIst).

maxFreq

 






INTEGER ::= 8


-- Max number of non-serving frequencies in MeasResultSCG-Failure.

maxNrofCSI-RS
 





INTEGER ::= 64

maxNrofCandidateBeams 




INTEGER ::= 16


-- Max number of PRACH-ResourceDedicatedBFR that in BFR config.

maxNrofPCIsPerSMTC 





INTEGER ::= 64


-- Maximun number of PCIs per SMTC.

maxNrofQFIs 






INTEGER ::= 64

maxNrofSR-Resources

 



INTEGER ::= 8


-- Maximum number of SR resources per BWP in a cell.

maxNrofSlotFormatsPerCombination 

INTEGER ::= 256

maxNrofSpatialRelationInfos 


INTEGER ::= 8

maxNrofSRS-ResourcesPerSet 



INTEGER ::= 16

maxNrofIndexesToReport 




INTEGER ::= 32

maxNrofSSBs 






INTEGER ::= 64 


-- Maximum number of SSB resources in a resource set.

maxNrofSSBs-1






INTEGER ::= 63


-- Maximum number of SSB resources in a resource set minus 1.

maxNrofTCI-StatesPDCCH 




INTEGER ::= 64

maxNrofTCI-States





INTEGER ::= 64


-- Maximum number of TCI states.

maxNrofTCI-States-1





INTEGER ::= 63


-- Maximum number of TCI states minus 1.

maxNrofUL-Allocations 




INTEGER ::= 16


-- Maximum number of PUSCH time domain resource allocations.

maxQFI 








INTEGER ::= 63

maxRA-CSIRS-Resources 




INTEGER ::= 96

maxRA-OccasionsPerCSIRS




INTEGER ::= 64


-- Maximum number of RA occasions for one CSI-RS

maxRA-Occasions-1





INTEGER ::=
511


-- Maximum number of RA occasions in the system

maxRA-SSB-Resources 




INTEGER ::= 64

maxSCSs








INTEGER ::= 5

maxSecondaryCellGroups 




INTEGER ::= 3

maxNrofServingCellsEUTRA



INTEGER ::= 32

maxMBSFN-Allocations




INTEGER ::= 8

maxNrofMultiBands





INTEGER ::= 8

maxCellSFTD    
                    
INTEGER ::= 3  


-- Maximum number of cells for SFTD reporting

maxReportConfigId                 
 
INTEGER ::= 64

maxNrofSRI-PUSCH-Mappings



INTEGER ::= 16

maxNrofSRI-PUSCH-Mappings-1



INTEGER ::= 15

-- Editor’s Note: Targeted for completion in June 2018. Not used in EN-DC drop.

CellIdentity ::=





ENUMERATED {ffsTypeAndValue}

ShortMAC-I ::=






ENUMERATED {ffsTypeAndValue}

maxAccessCat







INTEGER ::=
64

-- Maximum number of Acccess Categories
maxBarringInfoSet





INTEGER ::=
[8]

-- Maximum number of UAC barring information sets
-- TAG-MULTIPLICITY-AND-TYPE-CONSTRAINT-DEFINITIONS-STOP

-- ASN1STOP

ANNEX on RAN2 Agreements on access control
RAN2#101bis@Sanya
Agreements for LTE/5GC and NR

1:
Barring information common to multiple Access Categories are specified. Number of different sets of barring parameters is small [e.g. 2 or 4 or 8]

2
For each Access Category there is a link to which of the sets of barring information is to be used; or 


For each set of barring inform there are links (e.g. bit map) to which Access Categories use the barring set

FFS Link direction to be concluded considering at least the worst case situation

Agreements

1
Adopt option 1 (Link from AC to the parameter set). 

2
The parameter barring sets are configured in SI

Working assumption

1
Number of barring sets in SI will be up to N. N will be at most 8.

Agreements for NR and LTE/5GC

1: UE AS sets the resume cause value corresponding of RNA update (i.e. specified in 38.331)

2: UE AS maps RNA update to the corresponding access category, and perform a barring check for the mapped access category (i.e. specified in 38.331)
FFS Whether to use access category 3 for MO-signalling or a standardised RAN specific access category.

RAN2#101@Athens
Agreements for NR and LTE/5GC

1:  
For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;

2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 

FFS on whether NAS also provides cause value for AS triggered events.

3
For LTE/5GC, no change the LTE cause values for NAS triggered events

FFS whether a new cause is needed for AS triggered events (e.g. RNAU)

4:
RAN2 recommendation that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess (Final decision by CT1

5:
Confirm CT1 question 2 the call type is not needed for NG-RAN access.

6:
Tbarring is per access category.

7:
Tbarring is specified in AS layer, and maintained (running) in AS layer.

8:
When barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.

9:
AS need to be known Access Identities for AS triggered events.

10:
Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;

13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN. 

FFS on how to reduce the signalling overhead;

14:
RAN2 confirms SA1 understanding that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism

15:
Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 

16
No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;

17
For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:

-
NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;

-
AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;

-
It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;

18: Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)

19: Confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

Agreements for NR only

1: 
At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.

2: 
At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280

FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.

3:
AS triggered event, RNA update shall be controlled by ACB

FFS Which access category is used for an RNA update

4:
On demand SI request shall not be controlled by ACB.

RAN2#98@Hangzhou

Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE
4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
