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1	Introduction
This paper discusses some aspects related to SI contents for non-standalone (NSA) and standalone/non-standalone (SA/NSA) network sharing deployments.
2	Discussion
SIB1 may be provided in NSA deployments for the sake of ANR procedure. The need for an indication of whether the reported cell support SA and/or NSA was discussed as part of an e-mail discussion on ANR [1]. It should be however noted that a NR cell, which is purely a NSA cell does not need to broadcast Tracking Area Code in SIB1 as there is no use of this field for en-gNB.
Proposal 1: trackingAreaCode should be an optional field in PLMN-IdentityInfo IE in SIB1.
Furthermore, lack of tracking area code (TAC) in SIB1 for a certain PLMN ID may be translated into this cell being deployed as NSA cell for this PLMN.
Proposal 2: Lack of trackingAreaCode in the PLMN-IdentityInfoList for a certain PLMN(s) can be translated as “this cell is an NSA cell for those PLMNs”. No additional SA/NSA indication is required for ANR purposes in CGI reporting procedure.
It should be also noted that in case network sharing is applied, some operators sharing the gNB might want to use it as en-gNB while other operators may want to use the same gNB in a standalone mode depending on their network deployments (e.g. 5GC availability). In such situations SIB1 would contain all the information required by the UE to access the cell including RACH configuration and other common serving cell configuration relevant for SIB. This may lead to a situation where standalone operation capable UE, attached to a PLMN that uses some specific cells in NSA mode only, may attempt to access this cell in SA mode (in the absence of a standardized UE behaviour as proposed in proposal 2). Such connection attempt would be then rejected by the network, but unnecessary signalling would have to be already exchanged between the gNB and UE and Core Network. Therefore, such UEs should be prevented from attempting to access the NSA cell. Since as proposed above, TAC should not be provided for the PLMN(s) which utilize the cell in NSA mode only, lack of TAC can also be used by the UE to know that it should not attempt to perform initial access in such cell.
Proposal 3: Capture the UE behaviour in the specification (e.g. in TAC field description) that if TAC is not signalled for a PLMN in SIB1, UE shall not perform initial access in this cell when the UE is attached to this PLMN.

3	Summary
In this paper we discussed a scenario where a NR cell may be used as NSA cell in some PLMNs while it may be used as a SA cell in other PLMNs where multiple PLMNs share the gNB in a deployment where the RAN is shared. We highlighted the need for making TAC as an optional field in SIB1 due to such a scenario and also due to need for reporting NSA cell for ANR procedure. We also proposed what the UE behaviour should be when the TAC is absent in the PLMN list for some PLMNs. The following were proposed in this paper:
Proposal 1: trackingAreaCode should be an optional field in PLMN-IdentityInfo IE in SIB1.
Proposal 2: Lack of trackingAreaCode in the PLMN-IdentityInfoList for a certain PLMN(s) can be translated as “this cell is an NSA cell for those PLMNs”. No additional SA/NSA indication is required for ANR purposes in CGI reporting procedure.
Proposal 3: Capture the UE behaviour in the specification (e.g. in TAC field description) that if TAC is not signalled for a PLMN in SIB1, UE shall not perform initial access in this cell when the UE is attached to this PLMN.
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