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1
Introduction
After RAN2#101b, there was an email discussion [101bis#xx][LTE/5GC] Access control stage 3 [1]. One open issue is which SIB should be used to carry UAC parameters. This paper is to provide our analysis and preference.
2
Discussion
2.1
Size of UAC parameters

At RAN2#101bis meeting, the report of the email discussion endorsed as a baseline [2], and ASN.1 changes are listed in section 5 Annex.
In NR, the maximum number of PLMN is 12 and the maximum number of access categories is 64. If operators configure number of PLMN to 3 and number of access category to 8 in UAC parameters, we have the following calculations (details can be found in section 5):

(160bits)uac-BarringForCommon




UAC-BarringForCommon,
(489bits)uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List
Total size: 649 bits
The total size is 649 bits. It is noted that this number is calculated from our assumptions on PLMNs and access categories. The maximum size should be larger than the calculated number.
Observation 1: For our example, the size of UAC parameters is around 600 bits and it is considerable.
2.2
Analysis on SIB2 solution

In LTE, the transmission mode for SIB is transparent mode, i.e. there is no segmentation for SIB transmission, and there are no PDCP/RLC/MAC header when SIB is transmitted. Since the segment is not supported and considering the coverage of SIB, the size of SIB should be restricted, and the requirement is described in TS 36.331 as follow [3].

NOTE 1:
The physical layer imposes a limit to the maximum size a SIB can take. When DCI format 1C is used the maximum allowed by the physical layer is 1736 bits (217 bytes) while for format 1A the limit is 2216 bits (277 bytes), see TS 36.212 [22] and TS 36.213 [23]. For BL UEs and UEs in CE, the maximum SIB and SI message size is 936 bits, see TS 36.213 [23]. For NB-IoT, the maximum SIB and SI message size is 680 bits, see TS 36.213 [23].

For the transmission of SIB2, DCI format 1A is used, so the limit of SIB2 is 2216 bits.
SIB2 is used to carry radio resource configuration information which is common for all UEs. It contains access barring information, radio resource configuration of common and shared channels, timers and constants which are used by UEs, uplink power control information etc. Some IEs in SIB2 are optionally configured, e.g. MBMS related configuration. If all the IEs are sent, the size of SIB2 will be larger than 1800 bits. 
If UAC parameters are carried in SIB2, the network may send both legacy AC parameters and UAC parameters, because there may be legacy UEs and LTE/5GC UEs in the same network. In this case, available space for introducing new IEs will be further reduced. In addition, if there are new features for UAC, new IEs may be introduced. However, considering the situation of SIB2, there may be no enough space to support UAC enhancements.

Observation 2: For SIB2 solution, the available space for introducing new IEs in SIB 2 is limited. It will be very difficult to put more features in SIB2 in future.
Observation 3: For SIB2 solution, it will be very difficult to introduce enhancements for UAC feature.

Observation 4: Using SIB2 to carry UAC parameters is not feasible.

2.3
Analysis on new SIB solution

As an alternative, it is proposed to introduce a new SIB to carry UAC parameters.
For the new SIB, since the content is related to access control, the SI update mechanism could follow SIB2 manner, i.e.  Change of system information only occurs at specific radio frames and there is no explicit indication for this new SIB. When the SI needs to update, the network will send a Paging message including the systemInfoModification, and SIB1 will update the value tag systemInfoValueTag to indicate that a change has occurred in the SI messages. 
Proposal 1: It is proposed to introduce a new SIB to carry UAC parameters.
Proposal 2: Change of this new system information only occurs at specific radio frames. For the SI update, UE needs to receive a Paging message including the systemInfoModification and check the value tag systemInfoValueTag in SIB1.
Currently, TS 36.331 defines UE behaviours regarding essential system information missing. SIB2 is considered as an essential SIB. Similarly, for LTE/5GC UEs, the new SIB (carrying UAC parameters) should be also considered as an essential SIB.

5.2.2.5
Essential system information missing

The UE shall:

1>
if in RRC_IDLE or in RRC_CONNECTED while T311 is running:

2>
if the UE is unable to acquire the MasterInformationBlock (MasterInformationBlock-NB in NB-IoT); or
2>
if the UE is neither a BL UE nor in CE nor in NB-IoT and the UE is unable to acquire the SystemInformationBlockType1; or

2>
if the BL UE or UE in CE is unable to acquire SystemInformationBlockType1-BR or SystemInformationBlockType1-BR is not scheduled; or

2>
if the NB-IoT UE is unable to acquire the SystemInformationBlockType1-NB:

3>
consider the cell as barred in accordance with TS 36.304 [4]; and

3>
perform barring as if intraFreqReselection is set to allowed, and as if the csg-Indication is set to FALSE;

2>
else if the UE is unable to acquire the SystemInformationBlockType2 (or SystemInformationBlockType2-NB in NB-IoT) and for NB-IoT, SystemInformationBlockType22-NB if scheduled:

3>
treat the cell as barred in accordance with TS 36.304 [4];
Proposal 3: If the 5GC UE is unable to acquire this new SIB, the UE shall treat the cell as barred in accordance with TS 36.304.
3
Conclusion

In this paper, we discuss the drawbacks of SIB2 solution. We have the following observations:
Observation 1: For our example, the size of UAC parameters is around 600 bits and it is considerable.
Observation 2: For SIB2 solution, the available space for introducing new IEs in SIB 2 is limited. It will be very difficult to put more features in SIB2 in future.
Observation 3: For SIB2 solution, it will be very difficult to introduce enhancements for UAC feature.

Observation 4: Using SIB2 to carry UAC parameters is not feasible.

As an alternative, we proposed to introduce a new SIB to carry the UAC parameters. In general, we do not see too much impacts for new SIB solution. It is proposed:
Proposal 1: It is proposed to introduce a new SIB to carry UAC parameters.
Proposal 2: Change of this new system information only occurs at specific radio frames. For the SI update, UE needs to receive a Paging message including the systemInfoModification and check the value tag systemInfoValueTag in SIB1.
Proposal 3: If the 5GC UE is unable to acquire this new SIB, the UE shall treat the cell as barred in accordance with TS 36.304.
4
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5
Annex
Phase 2-2: a baseline ASN.1 structure with barring parameters
This section is used to discuss what information is required to be included in the ASN.1 and draft a baseline ASN.1 structure that can be used as a baseline for discussion of signalling optimisations at the next meeting. 
SIBX ::=

SEQUENCE {

***************************** Start of change*******************************

(160bits)uac-BarringForCommon




UAC-BarringForCommon,


-- FFS: Need for parameters common to PLMNs


(489bits)uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List



UAC-BarringForCommon ::=


SEQUENCE {



uac-barringPerCatList



UAC-BarringPerCatList

}


(489bits)UAC-BarringPerPLMN-List ::= 

SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN


-- maxPLMN = 12

(163bits)UAC-BarringPerPLMN ::=


SEQUENCE {



plmn-IdentityIndex



INTEGER (1..maxPLMN),



uac-barringPerCatList





UAC-BarringPerCatList

}


(160bits)UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

-- maxAccessCat = 64

(20bits)UAC-BarringPerCat ::= SEQUENCE {



AccessCategory



INTEGER (1..maxAccessCat),



uac-BarringInfo


SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},




-- FFS: parameter values



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




-- FFS: parameter values



uac-BarringForAccessIdentity


BIT STRING (SIZE(7))




-- maxAccessIdentity = 7



-- bit 0 in the bit string corresponds to AI1, bit 1 to AI2, bit 2 to AI11, bit 3 to AI12 and so on




-- Value 0 indicates that access attempt is allowed for the corresponding access identity



}



}

}
***************************** End of change*******************************
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