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1. Overall Description:

RAN2 thanks CT1 for the LS (R2-1806447) “LS on security aspects of supporting LTE connected to 5GC”.

RAN2 clarifies the previous agreements:

NR security code points are added to LTE RRC signalling

Into:

RAN2 prefer to only use 5G security algorithms for E-UTRA connected to 5GCN.
From RAN2 point of view, it is beneficial to use 5G security algorithms for LTE/5GC.
In the original LS R2-1806392, the question and the answer are shown as following:

Question to CT1: How does 5G NAS provide LTE/5GC and NR AS Security Algorithm capabilities to 5GC?
Answer from CT1: CT1 has updated the 5G NAS specification to enable separate signalling of AS security algorithm capabilities for NR connected to 5GC, and of AS security algorithm capabilities for LTE connected to 5GC (see attached C1-182491) to align with SA3’s requirement that LTE and NR security algorithms can evolve independently.

RAN2 think CT1’s changes are following SA3’s requirement, but it is different from RAN2’s agreements. So it is suggest CT1 to update their specifications according to this LS.
2. Actions:

To CT1
ACTION: 
RAN2 respectfully ask CT1 to take the above RAN2 agreements into their work on E-UTRA connected to 5GCN.
3. Date of Next TSG-RAN WG2 Meetings:
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20-24 Aug 2018

Gothenburg, Sweden
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