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1 Introduction

In RAN#75, new work items on Even further enhanced MTC for LTE [1] and Further NB-IoT enhancements [2] were agreed for Release 15. 
For both WIs, there is a similar objective, improved load/access control. The description of the objective from the efeMTC WID:

Improved load control:

· Improved access/load control of idle mode UEs [RAN2 lead]
      e.g. CE-level-based access class barring

The description of the objective from feNB-IoT WID:
Access barring enhancement [RAN2] 
· Improved access/load control in idle mode e.g. CE-level based access barring
There has been some discussion of this in RAN2#99, mainly on concerns about unfairness. There have been many contributions to RAN2 proposing a variety of potential solutions. In RAN2#101bis there was a short discussion about whether we have enough time to complete these WIs for Release 15.
In order to progress on RAN2 aspects, an email discussion was agreed:
[101bis#78][NB-IoT/eMTC] on access/load control of idle mode UEs [Sierra Wireless]

-
Intention: To discuss the need and identify/address the open issues for the proposed solutions.


Intended outcome: Report to next meeting


Deadline:  Thursday 2018-05-10
2 Discussion
2.1 Problem Statement
Discussion point 1:
Defining the need
One intent of the WI is to find solutions to a potential problem of PRACH congestion in the case where too many UEs are attempting initial access using large numbers of repetitions. Congestion of PRACH resources could lead to UEs having difficulty establishing an initial connection. Under these conditions, UEs in normal coverage may encounter difficulty with access due to exhaustion of PRACH resources. The reaction of legacy UEs could be to try more repetitions, making the congestion worse.
Before looking at possible solutions we should get a common understanding of the problem and the need for solutions.

Question 1.
a) Is the problem statement above correct? 
	Company
	Yes/No
	Additional problem issues not in the statement

	ZTE
	Yes
	Moreover, if a UE accesses the network with large repetitions, the network will also schedule dedicated resources with large repetitions after the UE enters RRC_CONNECTED. 
So access (to an overload network) from a large number of UEs with high CE levels or large NPRACH repetitions will not only cause exhaustion of PRACH resources but also have bad impacts on dedicated resources scheduling and cause more scheduling block for other UEs. Finally that will lead to very inefficient usage for the overall system resources. 

	Kyocera
	Yes, as a part of problem
	We additionally assume any costly transactions due to repetitions could potentially cause NW congestion, i.e., not only PRACH but also Msg3, Msg4 including RRC Connection Reject, UL/DL transmissions in RRC Connected including the load balancing handover, etc. 

	GTO
	Yes
	Yes we do agree that problem statement is correct. UE’s with High CE levels having a lot of repetitions when accessing the network will increase the congestion hence making the Network overloaded which will create problems for Normal UE’s or Critical UE’s.

	Huawei, HiSilicon
	No
	Although the congestion scenario is a real one, it is also an abnormal case – i.e. not expected to occur frequently in a good network deployment. The existing access barring mechanism e.g. EAB can be enabled in this scenario and avoids the problem because it prevents the UEs from initiating access, and e.g. ramping to a higher repetition level. 

In addition, congestion in the resources used for enhanced coverage does not prevent UEs in normal coverage from access – these are different sets of resources.

It seems rather that the proposal to have per CE level barring parameters is an optimization for the abnormal case, not solving an actual problem. Importantly, the existing barring mechanism works for legacy UEs, not only Rel-15 or later UEs.

	Ericsson
	Partly
	Congestion of PRACH resources is an important aspect for this problem, but in addition also congestion of resources allocated to subsequent messages must be taken into account. The main cause of congestion is the large number of access attempts by UEs in particular CE/repetition level(s), where high CE/repetition levels require a large number of resources.

Congestion problem may happen more likely in massive MTC deployments, where a high number of UEs, some of which requiring large amount of resources, are attempting to access.

	Intel
	Yes
	Additionally, UE in deep coverage requires more dedicated resource or MME may also get congested due to maintenance of longer values of timers for the UEs in high CE level.

	LG
	Yes
	

	Sierra Wireless
	Yes
	


b) Is this a genuine problem that is expected to occur?   
	Company
	Yes (MTC / NB-IoT/ Both) / No
	Comments

	ZTE
	Yes, mainly in eMTC and NB-IoT
	

	Kyocera
	Yes (Both)
	We assume it’s a practical problem but depends on deployment policies. 

	GTO
	Yes Both
	

	Huawei, HiSilicon
	No
	If legacy barring is enabled the problem is avoided.

	Ericsson
	Yes, in both
	The number of repetitions required for higher CE/repetition levels may cause congestion.

	Intel
	Yes
	

	Sierra Wireless
	Yes, both
	


c) Does the problem need a solution?    
	Company
	Yes (MTC / NB-IoT/ Both) / No
	Comments

	ZTE
	Yes
	Based on the analysis from rapporteur and our comments for Question 1.a, we think additional access control mechanism is really needed to prevent a cell becoming overloaded by the access attempts from a huge number of UEs with high CE levels or large NPRACH repetitions.

	Kyocera
	Yes (Both)
	We think we should study a solution based on the identified problem (above), as instructed in the WID objective. 

	GTO
	Yes Both
	We need a solution to prevent access when necessary from UE’s with high CE levels requiring more repetitions. 

	Huawei, HiSilicon
	No
	There is not a problem.

	Ericsson
	Yes, in both
	Yes, the existing access load control mechanism are not suitable for eMTC and NB-IoT UEs to address the issues mentioned above as they have not been designed to take into account the varying CE/repetition level conditions of the UEs.

	Intel
	Yes
	Currently we do not have mechanism to control UE’s access based on CE level. 

	LG
	Yes (Both)
	

	Sierra Wireless
	Ye, both
	


d) Should we try to have a solution for Release 15?  
	Company
	Yes/No
	Comments

	ZTE
	Yes
	Based on the analysis from rapporteur and our comments for Question 1.a, we think it’s very important to solve the identified issue as soon as possible since it may cause more UE power consumption and inefficient usage of system resources. 

Furthermore, eMTC/NB-IoT address a very wide range of the use cases and applications for cellular M2M technologies. Based on R13 and with enhancements in R14 and R15, it could be expected that eMTC/NB-IoT will be deployed in more and more wide range. Too late to solve the issue of access control would make the solution more complicated.

	Kyocera
	Yes
	

	GTO
	Yes
	

	Huawei, HiSiicon
	No
	

	Ericsson
	Yes
	

	Intel
	Yes
	

	LG
	Yes
	

	Sierra Wireless
	Yes
	


2.2 Solutions
In contributions to RAN2 there have been arguments for using only the existing legacy methods of control.
Discussion Point 2: 
Use existing controls
Existing controls can, for example; shift traffic to adjacent less congested cells by manipulating reference levels. These controls can have effect on UEs at the edges of cells, without specifically denying access to CE mode. In exceptional cases where there is an eNB failure or overload of several adjacent cells these methods may not be effective.
However, the existing control mechanisms in ACB (SIB2), EAB (SIB14) and AB (SIB14-NB) can control access by groups of UEs. These controls are not specifically targeted at UEs that use many repetitions for access. Some contributors have argued that this will not be effective against the problem of too many UEs using many PRACH repetitions and will indiscriminately cause many UEs in normal coverage to have delayed access, causing a longer recovery.
The ability of some of the existing mechanisms to control access dynamically in response to a short term need for control has been questioned. 
Example 1. The existing Q-offset is not designed for short term load control.
Example 2. Frequent SIB2 changes will trigger more reading of SIBs.
Existing mechanisms that block a UE from connecting after initial access cannot be considered as solutions to a problem of PRACH capacity overload.

Using existing methods will avoid unfairness problems because they will apply to all UEs.
It can be noted that a network operator will always have the option of using legacy controls. Any new controls that RAN2 might introduce would not have to be asserted.

Question 2. Considering what can be done using the existing control mechanisms, do we need to add new access/load control capabilities? 
	Company
	Yes/No
	Comments

	ZTE
	Yes
	The following reasons have been mentioned in several contributions to explain why existing solutions are not suitable for solving network congestion caused by large repetitions in eMTC/NB-IoT and why CE level-based access barring are needed:
1. With the legacy ACB/EAB barring methods, only some arbitrary UEs will be barred. Considering that usually most of the UEs may be in good coverage and only few of them in bad coverage, it is unlikely that only one or few UEs consuming most of the resources would be barred, but instead many of the UEs in good coverage requiring much less resources will be barred. This may cause long waiting time until the congestion is resolved.

2. For eNB, as the network already has no enough resources to meet the requirements from the UEs, if a single UE in bad coverage is barred from accessing network with large repetitions, upper bound of 256 or 128 UEs in good coverage could be served with the resources reserved for this UE. In short, the effect of CE level/NPRACH repetitions-based access barring can be seen as a kind of fairness for more UEs and can also optimize network resource management to accommodate more UEs.
3. For UEs, as eNB cannot admit any more UEs in high CE level due to congestion, UE’s access attempt would be rejected. Such UEs may continue to initiate PRACH procedure immediately or after a certain time period. The UEs would not only suffer repeated access failures with a high probability, but also consume more power. This can be seen as the worst thing for the UEs and should be avoided as much as possible. If the CE Level/NPRACH repetitions-based access barring are introduced, the UEs in extremely bad coverage can be restricted to access in a high-load situation when the radio resources for scheduling are scarce. Unnecessary power consumption can be further avoided.
Although there have some loading balancing schemes, such as Q-offset which try to spread the idle UEs to multiple cells to avoid the UEs being concentrated in one cell and reduce the possibility of congestion during random access, they cannot directly and dynamically deal with the access congestion. Furthermore, in some cases, the camping cell which is selected by UE based on Q-offset is no longer the strongest cell for the UE. So the UE is more likely to use high CE level to access the cell. From a certain point of view, such load balancing schemes increase the possibility of network congestion caused by large CE level/repetition numbers.

	Kyocera
	Yes
	We think the existing mechanisms are effective for access/load control but there is some room to enhance the handling of UEs in CE in some cases. 

	GTO
	Yes
	We can introduce CE level based Access barring where Network can prevent UE’s from accessing certain CE levels depending on the congestion and overload. This should be for normal traffic, exceptional/emergency traffic should be excluded.

	Huawei, HiSilicon
	No
	It has not been identified what the problem really is.

	Ericsson
	Yes
	The existing access load control mechanisms do not address the cases mentioned above efficiently, 

	Intel
	Yes
	We also think that existing tool does not allow the network to control the access of UE based on CE level.

	LG
	Yes
	CE level based access control will be useful. 
The shortcomings of existing mechanisms are already pointed out and it is better solution to control UEs operating PRACH repetition.

	Sierra Wireless
	Yes
	Specifically for CE mode with barring before PRACH


Discussion point 3: 
Solution types
There has been a variety of new solutions proposed in contributions. There have been two main groups. In general, new controls would be effective only for release 15 and newer UEs.
1. Several contributions propose adding new broadcast indications (in SIBs). In MTC, the specific barring of Coverage Enhancement is possible. In NB-IoT there is no separate coverage enhanced mode, so the solution is less clear.

2. Several contributions propose changes to existing controls to overcome the problem of dynamic load control over short times. For example; to modify the existing Q-offset controls to allow for quicker changes. There may be some changes that could also control legacy UEs.
In both cases the action of these controls may be expected to be applied on a per cell basis since the overload can be local.
Question 3. Do you prefer modifications to existing control methods such as Q-offset or additions to broadcasted controls (SIBs).
	Company
	Preference
	Comments

	ZTE
	new broadcast indications (in SIBs)
	Based on objective of WID, we think new access control scheme is more important and should be introduced with high priority. 
We are open to discuss enhancements to the existing load balancing schemes, such as Q-offset. But load balancing enhancements cannot solve the identified issue of access control. It can only be additionally considered.
As our comments for Question 2, the load balancing can only reduce the possibility that the UEs are concentrated in a few cells. But once network congestion occurs, the access control solution are still needed. Especially when the congestion is caused by the access attempts from a large number of UEs with high CE levels or large NPRACH repetitions, certain CE level/NPRACH repetitions based access control scheme is more needed.

For NB-IoT, there has concern that CE modes/levels is not concept used in NB-IoT. As in NB-IoT up to three PRACH resources can be configured in a cell and each NPRACH resource is associated with a different number of NPRACH repetitions, NPRACH repetitions seems similar as the concept of CE levels in eMTC. Then NPRACH repetitions-based barring could be applied to NB-IoT.

	Kyocera
	Both
	We think the motivation of Improved access/load control of idle mode UEs is to achieve better utilization of available resources in a NW rather than a cell-specific control. The existing specifications allows various control mechanisms for (LTE/MTC) UEs in normal coverage but rely on only the ranking mechanism for UEs in CE. In this sense, we think an enhanced “toolbox” is needed considering UEs in CE. 

	GTO
	New Addition
	We think the tools already cover the network management for all the UE’s. But to have something especially for UE’s that require huge repetition’s or are in High CE level mode is required to avoid network congestion and Bar UE from accessing the particular CE level. We agree with ZTE on comments for NB-IOT regarding the NPRACH repetitions seems similar to concept of CE in eMTC.
A new indication giving UE an information about whether or not it can access particular CE level is required. 

	Huawei, HiSilicon
	none
	It should be clear what we are really trying to achieve. If it is to protect the network from overload then the existing barring mechanism works. If it is to optimize the use of resources, then we would prefer a solution which allows new UEs to access, while legacy UEs are barred.

	Ericsson
	new access load control mechanisms configured via system information broadcast
	New access load control mechanisms, i.e. per CE/repetition level, is needed to address the scenarios mentioned above considering that similar outcome cannot be achieved as efficiently with the existing mechanisms. Please see our contribution R2-1805186 for details.



	Intel
	SIBs
	This can be aligned with existing EAB procedure in SIB14.

	LG
	Both
	If CE level based access control is supported, modification of the existing methods such as Qoffset could be useful. 

	Sierra Wireless
	New
	In SIB


Discussion point 4:
New SIB controls
Considering the possibility to add bits to SIBs, the limits on what can be done using additional control bits leads to two “unfairness” scenarios. 
Unfairness scenario “A” (unfair to new UEs)
There is no new broadcast mechanism that could apply new controls to limit the CE access of legacy UEs. A new indication could only be applied to newer UEs. It may be considered unfair and cause customer complaints that new UEs would be barred based on their CE needs and that older UEs would not be barred.

Unfairness scenario “B” (unfair to legacy UEs)
It is possible that using the legacy controls, all legacy UEs could be barred at all levels but newer UEs could read additional information telling them at what level (Normal, CE modeA or CE modeB) they need to act upon the legacy barring. This would give more control over the new UEs but give them an “exemption” and would be unfair to legacy UEs. At some point in the future when older UEs are no longer in service this solution would probably use the least number of extra SIB bits and leave none redundant.
In either scenario, managing customer expectations could be done with subscription incentives to compensate for the performance differences. 
It is possible that any need to assert the new control will be quite infrequent, caused by an abnormal situation and therefore not any particular problem to customers. Having a strong new mechanism to address this specific kind of overload could act quickly to resolve the problem. That could potentially benefit the performance all UEs. 

Question 4: Considering the option of adding new controls to SIBs, which unfairness scenario do you prefer? “A” unfair to new UEs  or  “B” unfair to legacy UEs
	Company
	“A” or “B”
	Comments

	ZTE
	-
	For unfairness scenario “A” (unfair to new UEs), we don’t think it’s the true “unfairness”. We think the similar issue exists for some access barring schemes in legacy LTE, e.g., at the time of introducing any kind of new access barring scheme, e.g., EAB or ACDC, it can only be applied for the UEs of this and later releases. We haven’t heard the unfairness issue for these mechanisms. 
Also as eNB already cannot admit any more UEs in high CE level due to congestion, UE’s access attempt would be rejected. The UEs would not only suffer repeated access failures but also consume more power. We think such issue would be more important for UE and needs solution, especially for power-sensitive UEs like NB-IoT and eMTC UEs.
For unfairness scenario “B” (unfair to legacy UEs), we think the mentioned scheme, e.g., new UEs only need to act upon the legacy barring in some indicated CE levels, will result in fewer UEs being blocked and reduce the effectiveness of legacy barring. In our understanding, the new UEs should also follow the legacy barring schemes. The new CEL-based barring can be further applied in the overload case caused by large repetitions which cannot be alleviated by legacy barring. 

	Kyocera
	B
	We assume that Rel-15 UEs has less access opportunity compared to legacy UEs in Scenario A, while Rel-15 UEs has a new capability (“exemption” of barring) in Scenario B. It’s a quite natural that up-to-date UEs have additional functionalities for better performance (e.g., a new UE Categories), while legacy UEs still only have legacy functionalities.  In addition from the legacy UEs point of view, there is no difference even if a new Rel-15 mechanism is introduced, i.e., there has already been the existing access/load control mechanism from previous releases.  So, we think Scenario B does not have actual unfairness problem. 

	GTO
	
	With newer releases and new UE versions comes the new features which get added. So introduction of CE based baring from Rel-15 for Rel-15 UE’s and onwards will not be a problem since we will be able to start to bar UE’s from Re;-15 onwards. As far earlier Release version implemented UE’s, Network can use the existing techniques to get its way.

	Huawei, Hisilicon
	B
	There is no motivation for a UE to implement this feature if it causes worse performance (i.e. less chance of access) than legacy UEs. 

	Ericsson
	Neither
	Introducing a new mechanism for access load control per CE/repetition levels would create unfairness neither to legacy nor Rel-15 UEs. Access load control mechanisms are intended to handle short term congestion, where majority/all UEs trying to access the network have been failing due to overload. Thus, access barring mechanisms should not be considered when evaluating UE performance, as access barring addresses an abnormal, short term case of network congestion. In such special circumstances, access barring methods are intended to resolve the congestion as efficiently as possible. In the long term the network would ensure that performance, as negotiated between the device and the network, is not impacted. Additionally, in the massive MTC use cases it is expected that the number of UEs to be served is quite large, each of which may require a high amount of resources due to enhanced coverage, resulting in worse spectral efficiency. This can cause an increased probability of congestion compared to legacy LTE use cases.

Introducing access control addressing CE/repetition levels would allow such congestion situation to be resolved more efficiently compared to legacy access control mechanisms, which are not designed to take into account CE/repetition levels. With the new mechanism, more UEs can be served in congestion situation thus resolving the congestion more quickly and resulting in higher average service rate.

In addition, in the typical IoT use cases using enhanced coverage with high number of repetitions, some delay is expected, therefore short-term barring should not have too severe impact on the performance.

Efficient access barring could even have a positive effect on UE power consumption: Instead of attempting to access repeatedly unsuccessfully, a UE is barred, i.e. saving power while waiting until the congestion is resolved, after which the UE may successfully perform an access attempt.

For “new” UEs, there would be motivation to implement barring based on CE levels, as it would be possible that UEs using some coverage enhancements have actually higher probability to access compared to access barring mechanism not taking CE levels/repetitions into account, for example when there would be temporary congestion on higher CE levels/repetitions only. 
Also, the barring would be optional feature, and up to the network operator to configure, and with the configuration options e.g. in our proposal, any additional requirements regarding e.g. fairness can be taken into account with proper planning of the barring strategies.

Regarding the relation between legacy access barring methods and the new mechanism, the new mechanism should be independent of the legacy mechanisms, i.e. the Rel-15 UEs should pass all barring mechanism, including the legacy ones and the new one, independently in order to access the network. The new mechanism shouldn’t be used to revert the barring caused by legacy mechanisms.

	Intel
	-
	It is up to network to ensure fairness.

If the resource is congested, then it is congested for all UEs (including new and legacy UEs) in that particular CE level. If network bars a cell in a high CE level, it may reject the access request from any UEs in that CE level.

	LG
	-
	We would choose “A” but we are not sure if it is “unfairness” if we apply CEL based access control to rel-15 UEs. 

	Sierra Wireless
	B
	Would look at a proposal with no unfairness as suggested by Ericsson. The main issue with that is probably the number of additional bits in the SIB.


Discussion point 5:
Which SIB to use
It has been suggested to add CE barring control bits to SIB2 or SIB14 for MTC. One contributor discussed the possibility of a completely new SIB. 
SIB2 contains ACB controls for all UEs. It includes randomization based on access classes 0-9. There are priority access classes 11-15. Class 10 bars emergency calls. Adding new indications in SIB2 that we can expect to change quickly will affect SIB change notification and require all UEs to refresh SIBs, not just the ones that the control is intended for. Reading these SIBs requires UEs to use more power.
SIB14 contains EAB information. This SIB is only read by delay tolerant UEs, which are the ones most likely to be using CE modes. The SIB change notification does not include SIB14 which means that changing it often does not burden all UEs. 

SIB14-NB cannot be modified with the same effect as SIB14. Qoffset or Qrxlevmin in other SIBs such as SIB5-NB could possibly be used to apply some equivalent control.
Question 5 Do you have a preference for which SIBs to use?
	Company
	Preference
	Comments

	ZTE
	SIB14 and SIB14-NB
	We agree with the concern of using SIB2. So we prefer to contain the CEL-based access barring parameters in the SIB14 message with reference to the current EAB mechanism. And we cannot see the issue of using SIB14-NB for NB-IoT. We think SIB14-NB can also be used for NB-IoT.
For NB-IoT solution related Qoffset, we have mentioned the issue in the comments for Question 2. For solution related Qrxlevmin, we understand the intention may be to shrink a cell coverage by adjusting Qrxlevmin in order that the UE can only camp on this cell with good coverage. However, if a cell coverage is shrinked, without expanding the coverage of the neighbor cells, it’s obvious coverage hole will be caused. Such schemes are not desired.

With the new CEL-based barring, it has no impacts on the UE to camp on a cell. The UE is only temporarily unable to trigger service when the network is congested. 

	Kyocera
	SIB14
	For the barring parameters, we think it’s beneficial to avoid increment of Value Tag in SIB1, while it causes the change notification of EAB parameter in Paging. 

For the reselection parameters, we think the placement should follows the concept as in legacy, i.e., the inter-frequency cell re-selection parameters in SIB5. 

	GTO
	SIB-14
	

	Huawei, HiSilicon
	SIB14
	If we have a mechanism that modifies EAB then of course it should go into SIB14/SIB14-NB.

It should be noted, however, that if this applies only to EAB, then it does not apply to all eMTC UEs, only those which are delay tolerant. Therefore we still have to rely on the legacy mechanism, anyway.

	Ericsson
	SIB14 and SIB14-NB
	SIB14 is excluded from the SIB change notification and systemInfoValueTag, therefore changing SIB14 does not burden UEs which are not supporting this feature. As this applies also for SIB14-NB, the meaning of the following sentence is unclear: “SIB14-NB cannot be modified with the same effect as SIB14”.

Legacy EAB/AB are configured as well in SIB14/SIB14-NB, which makes it a natural SIB for the new access barring method as well.

Therefore, in our opinion, SIB14/SIB14-NB should be used for this purpose.

	Intel
	SIB14 (-NB)
	Similar to EAB procedure in SIB14

	LG
	SIB2
	We prefer to enhance ACB. 

However, EAB enhancement is also fine with us. 

	Sierra Wireless
	SIB14 (-NB)
	


Discussion point 6:

Selective control by CE level?
A simple CE barring indication could be used to bar all CE or more bits could indicate progressive application, first barring CE Mode B and then if necessary barring CE modes A and B.

Question 6 What degree of control do you prefer for different CE levels?
	Company
	Preference
	Comments

	ZTE
	finer degree of control
	We prefer finer degree of control to bar UEs at a certain level of CE or above.
For eMTC, we think access barring based on CE Mode A/B may still be too coarse. So we prefer access barring based on CE levels for eMTC and based on NPRACH repetitions for NB-IoT.

For our preference, for example, a list of barring indications could be considered. For each item in the list, there have two possible understandings, e.g.: 

· Option 1): a list of barring indications: 

· Option 1.1): each item in the list for barring UEs at a certain CE level/NPRACH repetitions. The eNB can separately set one or more items to separately bar one or several CE levels/NPRACH repetitions.
· Option 1.2): each item in the list for barring UEs at a certain CE level/NPRACH repetitions and above. The eNB only needs to set one items to bar this CE level/NPRACH repetitions and all the above ones.
We slightly prefer the option 1.1) as it’s more flexible.

	Kyocera
	Multiple level, e.g., 4 
	We don’t have strong view but agree to have multiple bits for the indication in order to allow better handling of UEs in terms of access/load control. 

	GTO
	
	We agree with progressive application where we can start with barring CE mode B and then if necessary CE mode A as well. 

	Huawei, Hisilicon
	
	There is already enough control. For NB-IoT there is no concept of coverage level or CE mode A/B in RRC, so it is not very clear how the solution would look for NB-IoT. 

For eMTC and NB-IoT the current thresholds are used to set a number of repetitions in MAC. We would like to know how the MAC interacts with RRC. Should the RRC perform a new barring check if the MAC ramps to a new coverage level? It actually increases the likelihood of random access failure, UE will perform preamble retransmissions at one CE level, then find itself barred at the next CE level. This makes the RACH congestion problem even worse and it would be better just to bar all the coverage levels.

	Ericsson
	Higher than CE mode level control
	We prefer to have higher level of control i.e. being able to selectively bar certain CE/repetition levels separately (for eMTC up to 4 resource levels and for NB-IoT up to 3 resource levels), since CE/repetition levels may be configured with separate PRACH resources, and while some resources may be overloaded, others may have lower load. As the resources for different CE levels within a CE mode may be configured separately, being able to control only CE modes is too coarse.
As the CE/repetition level/resource is selected in MAC, interaction between MAC and RRC is needed. In our opinion this can be up to the UE implementation to inform RRC about the selected resource in MAC layer. Thus, before transmitting PRACH preamble, MAC informs RRC about the selected resource, which then checks if the resource is barred or not. If yes, the UE should consider itself barred and not transmit the preamble, and this procedure should not trigger ramping to another resource. This allows selectively to allow some UEs access on each resource, thus allowing efficient usage of those resources eventually solving the congestion and also preventing high number of collisions and thus wastage of UE power and resources.
Also, CE modes are unknown concept for NB-IoT, while different resource levels with certain number of repetitions etc can be configured, and we prefer to have similar solution for both, eMTC and NB-IoT.

	Intel
	1bit/2bit
	We are also fine just to indicate access in CE mode B (CE level = 2 or 3) is barred or not for eMTC. For NB-IoT, access with PRACH resource corresponding to CE level (= 2) is barred or not.

	LG
	CE level based
	We think CE level based access barring is enough but it is ok to apply higher level control

	Sierra Wireless
	CE level or mode based
	Prefer finer control


Discussion point 7

Selective control by access class and PLMN

If the problem to be solved is mainly barring of CE mode then indiscriminately barring all CE mode UEs temporarily would probably be effective and quick. 

It is possible to incorporate the existing classes and categories of barring selectivity into new controls but to do so will make the solution more complicated and require more bits in SIBs. One advantage might be to release the barring slowly to selected groups after the congestion is resolved.
Unfairness scenario “A” acts only on newer UEs. One contributor pointed out that at least in SIB14 the number of additional bits needed to effectively duplicate the control information for the new UEs is not excessive. It was also noted that the per PLMN list did not necessarily need to cover all 6 PLMNs. Unfairness scenario “B” would by default incorporate the existing group selections.
Question 7 Do you have a preference for a simple indication just barring CE for all categories of UEs or a finer degree of control by access class and also PLMN, similar to what is done in legacy?

	Company
	Preference
	Comments

	ZTE
	barring CE for all categories of UEs
	For barring certain access classes within the CE levels/NPRACH repetitions, we agree with rapporteur that it requires more bits in SIBs. And we are not crystal clear the use case and benefit. 

Both the EAB parameters in eMTC and AB parameters in NB-IoT can be configured per PLMN since different network operators may have different policies. But considering that CEL-based access barring is mainly related to radio conditions, we think common CEL-based access barring parameters for a cell may be enough.
So we prefer simple way to introduce this function.

	Kyocera
	Finer degree
	We don’t have strong view but think the finer degree of control will be helpful to optimize NW operation. 

	GTO
	
	No preference. Simple way would be to use common baring for the cell. 

	Huawei, HiSilicon
	Not needed
	If the problem is a problem of congestion in a cell (due to e.g. another cell shutting down) then there is no justification to have any barring per PLMN or per eab category.

	Ericsson
	Finer degree of control
	We prefer to have finer degree of control, being able to bar certain access classes within certain CE/repetition levels. This is especially useful in a case where certain CE/repetition level is congested, to allow some of the UEs to access while barring some in order to resolve the congestion.

Legacy barring methods can be configured per PLMN, and we think it should be the case also with this new mechanism, as different operators may have varying policies for controlling the accesses to the network and we do not see a reason why not to have per PLMN configuration considering that it is optional.

	Intel
	Normal access class UE per PLMN
	Emergency access class UE may not be barred. Different operator can have different policy so it could be per PLMN.

	LG
	Finer degree
	Our preference is finer degree by access class for efficient control. 

	Sierra Wireless
	Not needed
	Barring all at a certain CE level should be the quick solution.


Discussion point 8

Modifying legacy level controls

Looking back to discussion point 3 and the alternative of improving the existing controls. 
Question 8 If this is an option that you would support. Please briefly summarize the ideas that you prefer.
Some examples from the contributions:
Extended wait 
RSRP modification

NB-IoT using Qrxlevmin for quasi CE control

QoffsetCElev: Offset temporarily applied to a cell using a specific Coverage Enhancement level
	Company
	Preferred solution
	Details

	ZTE
	None
	We have the following comments for the examples of improving the existing controls:

· Extended wait time: we don’t think it’s easy for the network to predict a suitable value for the timer. Too short value may not be useful to alleviate congestion since the UE will soon initiate another attempt. Too large value will unnecessarily delay the UE’s access, also in the case the congestion has already been alleviated.
· NB-IoT using Qrxlevmin for quasi CE control: as our comments for Question 5, the intention may be to shrink a cell coverage by adjusting Qrxlevmin in order that the UE can only camp on this cell with good coverage. Such scheme would cause coverage hole and is not desired.
· RSRP modification: we guess this scheme is similar as the above one related to Qrxlevmin. UE may adjust the RSRP value with some broadcasted offset in order that UE cannot camp on the cell with bad coverage. We think such scheme may also cause coverage hole.

· QoffsetCElev(Offset temporarily applied to a cell using a specific Coverage Enhancement level): We are not clear how this could work. UE would use Qoffset to select camping cell. Before UE can camp on a cell, the UE cannot know what CE level it will be in.

	Kyocera
	QoffsetCElev, others
	We’re open to discuss better solution(s) once the details are described. 

	Huawei, HiSilicon
	New probability factor
	We don’t see the problem strongly justifies a solution in Rel-15, and it seems too late. 

The legacy mechanism works without changing anything – we just enable barring.

In Rel-16 we could consider, instead of per-CE level barring, which has many issues, a new probability factor if UE is barred with EAB. This way, the new UE could have a chance of access, even if the legacy UE is barred (i.e. legacy barring probability is 100%, while Rel-15 may be less). The barring check would happen once only at RRC, and if allowed, then UE is allowed to access all coverage levels during random access. The probability may vary depending on RSRP, such that a UE with worse coverage has less chance of access (including 0 chance below a certain level). This approach avoids complicated interaction with MAC, and the possibility of failing random access after ramping to a barred repetitions level. We think the usefulness of this feature in general depends on the number of UEs supporting it – legacy UEs will have to be barred in order for new UEs to have any motivation to implement this. 

(R2-1804828, R2-1802174, R2-1713113)
It is not clear to us what “NB-IoT using Qrxlevmin for quasi CE control” is supposed to be? 

In addition QoffsetCElev doesn’t apply to NB-IoT because we don’t have any CE levels in RRC.

	Ericsson
	None
	Regarding the examples presented:

· Extended wait: It is challenging to predict suitable wait time during congestion, usually ending up in either too short or too long wait time. With too short wait time the UE will attempt to access too often, causing unnecessary power consumption. Too long wait time can cause delays, since it may lead to the UE waiting for much longer time than the congestion persists. Also, if every UE end up waiting for a certain period of time upon congestion, no UE ends up being served, therefore the congestion still won’t be solved.

· RSRP modification, NB-IoT using Qrxlevmin for quasi CE control, QoffsetCElev: These proposals seem similar, essentially temporarily decreasing the coverage of the cell to disallow UEs in deep coverage to access the cell. This may help UEs in good coverage to resolve the congestion, however there are already legacy mechanisms for this purpose. This results in UEs in deep coverage not getting service. Additionally, if the congestion occurs only in high CE/repetition levels i.e. in the resources allocated only for the UEs in deep coverage, this does not remove the problem, as none of those UEs are being served. As soon as the temporary cell coverage reduction has been removed, the congestion on high CE/repetition levels persists.

	Intel
	None
	We also think the extended timer is not solution. Also any impact on cell reselection criteria may cause the coverage hole which is not the intention.

	Sierra Wireless
	None
	


Discussion point 9

Any other ideas?
Question 9 A place for anything not covered already.
	Company
	Comments

	ZTE
	Some contributors have mentioned that similar mechanism of change notification as that for EAB can be used for CE levels/NPRACH repetitions access barring parameters. 
With such thinking, either existing eab-ParamModification could be used to also indicate modification of CE levels/NPRACH repetitions-based access barring parameters or another new change indication could be defined. Using new change indication can avoid impacts on legacy UEs. Using existing eab-ParamModification allows avoiding spending further bits from the paging message. If we have common thinking that it’s likely that EAB and CE levels-based access barring are enabled at the same time when network becomes congested and therefore the UEs would need to read SIB14 nevertheless, we think eab-ParamModification can be re-used for new parameters.

	Kyocera
	E-UTRAN Inter-frequency Redistribution procedure may be enhanced to be applicable for UE in CE. It’s already available for UEs including MTC UE in normal coverage, but not for UE in CE and NB-IoT UE. It achieves load balancing before RRC connection setup by means of moving a portion of idle mode UEs to neighbour cells, as specified in Rel-13 (RP-151206). We think this enhancement is in-line with the WI objectives. 

	GTO
	CEL-Access barring should only be for the normal traffic. Exceptional/Emergency Traffic should be excluded from the barring. 


3 Summary of the email discussion
Eight companies participated in this email discussion.
Discussion point 1: Defining the need
Question 1.

a) Is the problem statement above correct? 

7 Yes, 1 No  

Companies answering yes commented that the problem would not only be congestion of RACH resources. 

b) Is this a genuine problem that is expected to occur?
6 Yes (5 both MTC and NB-IoT), 1 No   

c) Does the problem need a solution? 
7 Yes (5 both MTC and NB-IoT), 1 No  

d) Should we try to have a solution for Release 15?  

7 Yes, 1 No
There is majority support for RAN2 to take action on this WI for release 15. One company sees no problem and no need for action.

Discussion Point 2: 
Use existing controls

Question 2. Considering what can be done using the existing control mechanisms, do we need to add new access/load control capabilities? 


7 Yes, 1 No

There is majority support for new capabilities not covered by legacy mechanisms. One company thinks that the problem has not been identified.

Discussion point 3: 
Solution types
Question 3. Do you prefer modifications to existing control methods such as Q-offset or additions to broadcasted controls (SIBs).

5 use SIBs, 2 use both SIBs and legacy modifications, 1 company no changes
There is majority support 7 to 1 for adding controls to SIBs and 2 companies would in addition look at modifications to legacy controls. One company thinks we can use existing controls and that any solution should bar legacy UEs while allowing access by new UEs.
It is noted that NB-IoT can be controlled by restricting access to NPRACH resources per CE level so that we can have a solution similar to MTC.

Discussion point 4:

New SIB controls

Question 4: Considering the option of adding new controls to SIBs, which unfairness scenario do you prefer? “A” unfair to new UEs  or  “B” unfair to legacy UEs

3 “B” unfair to legacy, 1 neither, 1 “A”
Since the result of the question does not indicate a strong majority preference, here is a summary of points from the comments:

1. We do not need to have unfairness, either “A” or “B”, by introducing a completely independent new mechanism for new UEs.
2. Unfairness to new UEs (scenario “A”) is consistent with the effect of introduction of new controls and therefore not truly unfair. In these cases new UEs do usually get more control asserted on them than legacy UEs when new features are added (as when EAB was added).
3. Unfairness to legacy UEs (scenario “B”) is consistent with the effect of introduction of new features and therefore not truly unfair. New UEs should have better access than legacy.
4. Unfairness to legacy UEs (scenario “B”) is less effective. (Rapporteur note: this option can still be used to block all legacy UEs and all new UEs.)
5. In scenario “A”, legacy UEs can still be controlled by existing techniques. (Rapporteur note: If legacy EAB is asserted to do this it will bar all UEs, new and old, at all levels)
Discussion point 5:

Which SIB to use

Question 5 Do you have a preference for which SIBs to use?
7 SIB14 (4 included SIB14(NB)), 1 SIB2

There is majority support for SIB14 and SIB14-NB

Discussion point 6:

Selective control by CE level?

Question 6 What degree of control do you prefer for different CE levels?

1 All CE (1 level ),  2 CE modes (2 levels),   5 CE levels (4 levels),   5 NPRACH levels (3 levels)
One company was concerned that barring at one level would cause a UE to try a higher CE level. Others  commented that barring at any level would include barring of the higher levels.
There seems to be majority interest in 4 levels for CE and 3 levels for NPRACH

Discussion point 7

Selective control by access class and PLMN

Question 7 Do you have a preference for a simple indication just barring CE for all categories of UEs or a finer degree of control by access class and also PLMN, similar to what is done in legacy?

4 Simple control of all UEs, 4 Finer control, separate control for PLMN, EAB class 
An even split of opinions on this point. 

Adding more controls here makes this solution more aligned with Scenario “B” or the independent controls of discussion point 4.
Discussion point 8

Modifying legacy level controls
Question 8 If this is an option that you would support. Please briefly summarize the ideas that you prefer.
4 None, 1 Open to options, 1 New probability factor 
The majority seems to be against exploring other options.
Discussion point 9

Any other ideas?
Question 9 A place for anything not covered already.
1. Reuse eab-ParamModification to indicate changes to the new bits in SIBs.

2. Enhance Inter-frequency redistribution procedure for UE in CE and NB-IoT 
3. CEL-Access barring is not applicable to Exceptional/ Emergency traffic (Rapporteur note: This is consistent with legacy but where access class 10 in ACB still bars emergency calls)

The use of eab-ParamModification and legacy handling of emergency calling seem like easy items for agreement. Enhancement to inter-frequency redistribution probably requires more time than we have for release 15 and not doing this would be included in proposal 8.
4 Proposed way forward 

Proposal 1: We agree to treat this WI for release 15, for MTC and NB-IoT.
Proposal 2: We add new capabilities for access/load control of UEs in CE.

Proposal 3: We add controls to SIBs

Proposal 4: RAN2 to discuss three possible solutions 
1. Scenario “A”, 2. Scenario “B”, 3. Independent controls,
1. Add a few new control bits that only new UEs will read that will bar only them from CE access but which would have no effect on legacy UEs. (scenario “A”).

2.  Add a few control bits that only new UEs will read but which they must read together with legacy SIB bits to instruct them whether or not they act on the legacy controls. Since legacy controls will need to be activated, this bars all legacy UEs. (scenario “B”).
3. Add more new SIB bits to provide completely separate control for newer UEs, including adding CE controls. 

Proposal 5: We add the new control bits to SIB14 and SIB14-NB
Proposal 6: We add control for 4 levels of CE (MTC) and 3 levels of NPRACH (NB-IoT)
Proposal 7: RAN2 to discuss two possible solutions
1. Bar all UEs, 2. Include Access class and PLMN selective control
Proposal 8: We do not look at modifications to legacy mechanisms

Proposal 9: Legacy eab-ParamModification is used to indicate changes to the new bits in SIB.

Proposal 10: Emergency calls are exempt from the barring and subject to assertion of access class 10 as in legacy.
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