3GPP TSG-RAN WG2#102
R2-1808012
Busan, South Korea, 21st – 25th May 2018   
(revision of R2-1805269)
Agenda item:
10.4.1.8.2
Source:
Samsung


Title:
SIB for NR access control information
Document for:
Discussion & Decision

1 Introduction

At RAN2#101Bis in Sanya there was brief discussion on the optimization of barring information for Unified Access Control (UAC). Following agreements were reached at RAN2#101Bis [1]:

Agreements for LTE/5GC and NR

1:
Barring information common to multiple Access Categories are specified. Number of different sets of barring parameters is small [e.g. 2 or 4 or 8]

2
For each Access Category there is a link to which of the sets of barring information is to be used; or 


For each set of barring inform there are links (e.g. bit map) to which Access Categories use the barring set

FFS Link direction to be concluded considering at least the worst case situation

Agreements

1
Adopt option 1 (Link from AC to the parameter set). 

2
The parameter barring sets are configured in SI

Working assumption

1
Number of barring sets in SI will be up to N. N will be at most 8.

However, whether access control information is included in SIB1 there is no conclusion yet. In this contribution we discuss the SIB for access control information.
2 Discussion

2.1 Access Control Information
Access control evaluation is mainly performed by the UE AS for an access attempt when the UE transition from idle/inactive to connected state but may also be applicable in connected state. During access attempt the access control information should be available in UE AS for evaluation. Since the unified access category (UAC) based access control is pursued in NR, then the barring parameters per access category need to be provided to the UE. There are 16 access identities and 64 access categories (AC) defined by SA1 for UAC. Based on the RAN2#101Bis discussions the working assumption is to restrict the barring sets to be at most 8. Also, it was agreed to use the index approach to link the access category to the parameter set resulting is signaling reduction. Even with the optimization based on the analysis in [2], for N = 8 barring sets, the worst case considering 12 PLMN, the signaling overhead is approximately 540 bits for 15 AC and 2268 bits for 63 AC. Further based on email discussion#13 and email discussion#43, SIB1 already includes the cellAccessRelatedInfo which is PLMN specific, the si-SchedulingInfo includes the configuration of on-demand functionality and ServingCellConfigCommonSIB includes the L1 parameters. Based on approximate estimate in [3] this information is 1300-1500 bits excluding UAC parameters. We believe the overhead is still large to provide the barring information in SIB1 even after applying the index based optimization. Therefore, another SIB other than SIB1 can be used to signal access control parameters. In LTE access barring information is included in SIB2.
Observation#1: The overhead to provide barring information in SIB1 can be quite large even after applying the index based signalling optimisation.
RAN2 already agreed that cell re-selection parameters are provided on-demand. We have already agreed that a UE can request SI in idle/inactive state. Further it is common understanding that SI request is not subject to access barring check. So in principle SIB carrying access control information can be provided on-demand. However, UE making a request for the access control information on demand may result in access delay. It should be network decision how access control SIB is provided. The next question is whether UE can assume the access control information also does not change that frequently from one cell to another cell i.e. whether access control SIB is cell-specific or area-specific. We think it is possible to specify both ways and should be left to network decision. Therefore we propose the following: 

Proposal#1a: Access control parameters are not included in SIB1.

Proposal#1b: Access control parameters are included in another SIB e.g. SIB2.

Proposal#1c: It is network decision to provide the SIB carrying access control parameter on-demand or periodic broadcast. 

Proposal#1d: It is network decision whether access control SIB is cell-specific SIB or area-specific SIB. Such indication is already present in the SIB1.

2.2 Access Control Check

If the access control parameters are signalled in a separate SIB then UE should have acquired these parameters for applying barring check in access stratum. Access control is cell-specific and RAN (i.e. gNB) decides to apply access control to mitigate RAN overload situation. When the cell is not loaded there is no reason to apply access control. When load is high, access control is enabled and UE should have barring parameters to apply barring check. The issue is how the UE knows whether the access control is enabled or disabled. One option is whether access control is enabled/disabled can be indicated by an access control bit in SIB1. Alternately the spare bit in MIB can be used to indicate whether access control is enabled/disabled. A third option is presence/absence of scheduling information of access control SIB can implicitly indicate whether access control is enabled/disabled. If the explicit access control bit is set to TRUE (1) in MIB/SIB1, to enable access control i.e. to apply barring parameters the UE is required to acquire the access control SIB based on the scheduling information in the SIB1. If the access control bit is set to FALSE (0) in MIB/SIB1, i.e. access control is disabled then UE is not required to acquire the access control SIB. We prefer including the explicit indicator in MIB/SIB1.
Proposal#2a: An explicit indicator in MIB/SIB1 indicates whether access control is enabled or disabled in the cell.

The question is then upon every cell change does the UE need to acquire the access control information since this is not visible on periodic broadcast. Since upon every cell change UE is required to acquire MIB and SIB1, the UE can decide to acquire access control SIB based on the explicit indicator in MIB/SIB1. If the UE has previously acquired access control SIB and stored version then re-acquisition of access control SIB depends on validity of stored SIB. 

Proposal#2b: If the explicit indicator in MIB/SIB1 is enabled then if UE does not have valid version of stored SIB; UE is required to acquire the access control SIB from broadcast (i.e. UE is not required to send SI request to acquire access control SIB),.
Proposal#2c: UE perform barring check based on barring parameters in valid stored SIB or acquired access control SIB from broadcast if indicator in MIB/SIB1 is enabled.
2.3 Access Control SIB Update
NR SI update is based on SI modification concept like in LTE. The update of system information can be indicated either through paging message or paging DCI. Following FFS highlighted in yellow from the agreements reached at RAN2#101Bis [1] is addressed in this section:

Agreement

1
Single bit is provided in paging message and in DCI for warning messages (not a separate bit for CMAS and ETWS as previously agreed). UE immediately acquires warning messages after this indication.

FFS: Whether to make this a generic bit to indicate immediate acquisition of SI will be considered after AC discussion has progressed. 


In LTE, there is eab-ParamModification notification in paging message which indicates EAB parameters in SIB14 are updated immediately. In a companion contribution [4], a 4 code-point approach with 2bits indicating a) no update, b) regular update, c) immediate update and d) PWS notification is proposed. If the access control SIB is updated in the cell then the paging message or paging DCI can indicate immediate update. When UE receives such indication in paging message or paging DCI, then the UE acquires the updated access control SIB in the current modification period similar to LTE behaviour.
Proposal#3: Update of access control SIB can be indicated through the immediate update code-point in paging message or paging DCI. UE immediately acquires the updated parameters in the same modification period.
3 Conclusion

Based on the above, RAN2 is requested to discuss the following observations and agree on the following proposals:
Observation#1: The overhead to provide barring information in SIB1 can be quite large even after applying the index based signalling optimisation.
Proposal#1a: Access control parameters are not included in SIB1.

Proposal#1b: Access control parameters are included in another SIB e.g. SIB2.

Proposal#1c: It is network decision to provide the SIB carrying access control parameter on-demand or periodic broadcast. 

Proposal#1d: It is network decision whether access control SIB is cell-specific SIB or area-specific SIB. Such indication is already present in the SIB1.

Proposal#2a: An explicit indicator in MIB/SIB1 indicates whether access control is enabled or disabled in the cell.

Proposal#2b: If the explicit indicator in MIB/SIB1 is enabled then if UE does not have valid version of stored SIB; UE is required to acquire the access control SIB from broadcast (i.e. UE is not required to send SI request to acquire access control SIB),.
Proposal#2c: UE perform barring check based on barring parameters in valid stored SIB or acquired access control SIB from broadcast if indicator in MIB/SIB1 is enabled.
Proposal#3: Update of access control SIB can be indicated through the immediate update code-point in paging message or paging DCI. UE immediately acquires the updated parameters in the same modification period.
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