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–
SecurityModeFailure
The SecurityModeFailure message is used to indicate an unsuccessful completion of a security mode command.

Signalling radio bearer: SRB1 (SRB1bis in NB-IoT)
RLC-SAP: AM

Logical channel: DCCH

Direction: UE to E‑UTRAN

SecurityModeFailure message
-- ASN1START

SecurityModeFailure ::=



SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



securityModeFailure-r8



SecurityModeFailure-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

SecurityModeFailure-r8-IEs ::=

SEQUENCE {


nonCriticalExtension



SecurityModeFailure-v8a0-IEs






OPTIONAL

}

SecurityModeFailure-v8a0-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING





OPTIONAL,


nonCriticalExtension



SEQUENCE {}






OPTIONAL

}

-- ASN1STOP

