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1 Introduction

In RAN #76 meeting, even further enhanced MTC for LTE was agreed [1]. One of the objectives is to optimize access/load control of idle mode UEs:

	· Improved access/load control of idle mode UEs:
· E.g. CE-level-based access class barring.


The same objective was also included in the WI of further enhanced NB-IoT [2].

RAN2#99 has discussed the access/load control of idle mode UEs in MTC. Some companies are interested in new CE level-based access barring control but no agreement was made. The issue of unfairness was raised and further consideration was required. In RAN2 #101bis meeting, there also has a very short discussion on this topic but still no agreements. After this meeting, an email discussion “[101bis#78][NB-IoT/eMTC] on access/load control of idle mode UEs” has been triggered to discuss the need of supporting CEL-based access barring and identify/address the open issues for the proposed solutions. Majority of companies don’t think there has unfairness issue and support to introduce “CEL”-based access barring for NB-IoT and eMTC.

In this paper, we will summary the preferred solutions and provide related text proposals.

2 Discussion

2.1 New access barring parameters
For the new access barring scheme, more companies prefer finer degree of control to bar UEs at a certain level of CE or above. For eMTC, the barring based on CE mode has been mentioned but not much support. For NB-IoT, there has concern that CE modes/levels is not concept used in NB-IoT. As in NB-IoT up to three PRACH resources can be configured in a cell and each NPRACH resource is associated with a different number of NPRACH repetitions, NPRACH repetitions seems similar as the concept of CE levels in eMTC. Then NPRACH repetitions-based barring could be applied to NB-IoT.
Proposal 1: It’s proposed to support CE-level-based access barring for R15 eMTC.

Proposal 2: It’s proposed to support NPRACH repetitions-based access barring for R15 NB-IoT.
For providing the new access barring parameters, a list of barring indications could be considered. For each item in the list, there have two possible understandings, e.g.: 

· Option 1): a list of barring indications: 

· Option 1.1): each item in the list for barring UEs at a certain CE level/NPRACH repetitions. The eNB can separately set one or more items to separately bar one or several CE levels/NPRACH repetitions.

· Option 1.2): each item in the list for barring UEs at a certain CE level/NPRACH repetitions and above. The eNB only needs to set one items to bar this CE level/NPRACH repetitions and all the above ones.
We slightly prefer the option 1.1) as it’s more flexible.
Proposal 3: It’s proposed to define a new list of barring indications per CE level/NPRACH repetitions.

The legacy EAB parameters is configured per PLMN since different network operators may have different policies. Considering that CEL-based access barring is mainly related to radio conditions, we think it’s not necessary to configure such parameters per PLMN. Common CEL-based access barring parameters for a cell is enough.

Proposal 4: It’s proposed to only define common CE level/NPRACH repetitions-based access control parameters.

Furthermore, more companies think SIB14 and SIB14-NB are suitable to provide the above new parameters.
Proposal 5: It’s proposed to contain new CE level/NPRACH repetitions-based access barring parameters in SIB14 and SIB14-NB.
As the legacy EAB parameters and new CE level/NPRACH repetitions-based access barring parameter would both exist in SIB14, the straightforward way is that the UE should check CE level/NPRACH repetitions-based access barring besides checking the legacy access barring parameters. If the UE is barred based on the legacy access barring parameter, the UE needn’t to check CE level/NPRACH repetitions-based access barring parameters. Otherwise, the UE needs to further check CE level/NPRACH repetitions-based access barring parameters. There has other thinking that such two steps of access barring isn’t really necessary. UE can ignore legacy cell-based access barring. In order try to have less impacts on the legacy mechanism, we suggest that new UEs would still be subject to all legacy controls.
Proposal 6: It’s proposed that new UEs would still be subject to all legacy controls.
Some previous contributors have mentioned that similar mechanism of change notification as that for EAB can be used for CE levels/NPRACH repetitions access barring parameters. 

With such thinking, either existing eab-ParamModification could be used to also indicate modification of CE levels/NPRACH repetitions-based access barring parameters or another new change indication could be defined. Using new change indication can avoid impacts on legacy UEs. Using existing eab-ParamModification allows avoiding spending further bits from the paging message. If we have common thinking that it’s likely that EAB and CE levels-based access barring are enabled at the same time when network becomes congested and therefore the UEs would need to read SIB14 nevertheless, we think eab-ParamModification can be re-used for new parameters.
Proposal 7: It’s proposed to re-use eab-ParamModification as change indication for new CE level/NPRACH repetitions-based access control parameters.
Moreover, no matter using existing eab-ParamModification or introducing a new change indication for CE level/NPRACH repetitions-based access barring parameters, the existing enabling operations for EAB in eMTC and AB in NB-IoT could be reused for enabling CE level/NPRACH repetitions-based access barring.
Based on the above proposals, the related text proposals for 36.331 specification are provided in section 5.
3 Conclusion

Based on the analysis in this paper, we have the following proposals:
Proposal 1: It’s proposed to support CE-level-based access barring for R15 eMTC.

Proposal 2: It’s proposed to support NPRACH repetitions-based access barring for R15 NB-IoT.

Proposal 3: It’s proposed to define a new list of barring indications per CE level/NPRACH repetitions.

Proposal 4: It’s proposed to only define common CE level/NPRACH repetitions-based access control parameters.

Proposal 5: It’s proposed to contain new CE level/NPRACH repetitions-based access barring parameters in SIB14 and SIB14-NB.

Proposal 6: It’s proposed that new UEs would still be subject to all legacy controls.

Proposal 7: It’s proposed to re-use eab-ParamModification as change indication for new CE level/NPRACH repetitions-based access control parameters.
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5 Text proposal for 36.331
<Start of 1st modified section>

5.2.1.6
Notification of EAB parameters change
Change of EAB parameters or CEL-based access barring parameters can occur at any point in time. The EAB parameters and/or CEL-based access barring parameters are contained in SystemInformationBlockType14. The Paging message is used to inform EAB capable UEs in RRC_IDLE about a change of EAB parameters, a change of CEL-based access barring parameters or that SystemInformationBlockType14 is no longer scheduled. If the UE receives a Paging message including the eab-ParamModification, it shall acquire SystemInformationBlockType14 according to schedulingInfoList contained in SystemInformationBlockType1. If the UE receives a Paging message including the eab-ParamModification while it is acquiring SystemInformationBlockType14, the UE shall continue acquiring SystemInformationBlockType14 based on the previously acquired schedulingInfoList until it re-acquires schedulingInfoList in SystemInformationBlockType1.

<End of 1st modified section>

<Start of 2nd modified section>
5.3.3.2
Initiation

The UE initiates the procedure when upper layers request establishment or resume of an RRC connection while the UE is in RRC_IDLE.

Except for NB-IoT, upon initiation of the procedure, the UE shall:

1>
if SystemInformationBlockType2 includes ac-BarringPerPLMN-List and the ac-BarringPerPLMN-List contains an AC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]):

2>
select the AC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;

2>
in the remainder of this procedure, use the selected AC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SystemInformationBlockType2;

1>
else

2>
in the remainder of this procedure use the common access barring parameters (i.e. presence or absence of these parameters) included in SystemInformationBlockType2;
1>
if SystemInformationBlockType2 contains acdc-BarringPerPLMN-List and the acdc-BarringPerPLMN-List contains an ACDC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]):
2>
select the ACDC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;

2>
in the remainder of this procedure, use the selected ACDC-BarringPerPLMN entry for ACDC barring check (i.e. presence or absence of access barring parameters in this entry) irrespective of the acdc-BarringForCommon parameters included in SystemInformationBlockType2;
1>
else:

2>
in the remainder of this procedure use the acdc-BarringForCommon (i.e. presence or absence of these parameters) included in SystemInformationBlockType2 for ACDC barring check;

1>
if upper layers indicate that the RRC connection is subject to EAB (see TS 24.301 [35]):

2>
if the result of the EAB check, as specified in 5.3.3.12, is that access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that EAB is applicable, upon which the procedure ends;
1>
if upper layers indicate that the RRC connection is subject to ACDC (see TS 24.301 [35]), SystemInformationBlockType2 contains BarringPerACDC-CategoryList, and acdc-HPLMNonly indicates that ACDC is applicable for the UE:

2>
if the BarringPerACDC-CategoryList contains a BarringPerACDC-Category entry corresponding to the ACDC category selected by upper layers:
3>
select the BarringPerACDC-Category entry corresponding to the ACDC category selected by upper layers;

2>
else:

3>
select the last BarringPerACDC-Category entry in the BarringPerACDC-CategoryList;
2>
stop timer T308, if running;

2>
perform access barring check as specified in 5.3.3.13, using T308 as "Tbarring" and acdc-BarringConfig in the BarringPerACDC-Category as "ACDC barring parameter";
2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring is applicable due to ACDC, upon which the procedure ends;
1>
if the UE is a BL UE or a UE in enhanced coverage:

2>
if the result of the CEL-based access barring check, as specified in 5.3.3.x, is that access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that CEL-based access barring is applicable, upon which the procedure ends;
1>
else if the UE is establishing the RRC connection for mobile terminating calls:

2>
if timer T302 is running:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile terminating calls is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for emergency calls:

2>
if SystemInformationBlockType2 includes the ac-BarringInfo:
3>
if the ac-BarringForEmergency is set to TRUE:

4>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:

NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

5>
if the ac-BarringInfo includes ac-BarringForMO-Data, and for all of these valid Access Classes for the UE, the corresponding bit in the ac-BarringForSpecialAC contained in ac-BarringForMO-Data is set to one:

6>
consider access to the cell as barred;

4>
else:

5>
consider access to the cell as barred;

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating calls:

2>
perform access barring check as specified in 5.3.3.11, using T303 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

2>
if access to the cell is barred:

3>
if SystemInformationBlockType2 includes ac-BarringForCSFB or the UE does not support CS fallback:

4>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating calls is applicable, upon which the procedure ends;

3>
else (SystemInformationBlockType2 does not include ac-BarringForCSFB and the UE supports CS fallback):

4>
if timer T306 is not running, start T306 with the timer value of T303;

4>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating calls and mobile originating CS fallback is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating signalling:

2>
perform access barring check as specified in 5.3.3.11, using T305 as "Tbarring" and ac-BarringForMO-Signalling as "AC barring parameter";

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating signalling is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating CS fallback:

2>
if SystemInformationBlockType2 includes ac-BarringForCSFB:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForCSFB as "AC barring parameter";

3>
if access to the cell is barred:

4>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating CS fallback is applicable, due to ac-BarringForCSFB, upon which the procedure ends;
2>
else:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

3>
if access to the cell is barred:

4>
if timer T303 is not running, start T303 with the timer value of T306;

4>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating CS fallback and mobile originating calls is applicable, due to ac-BarringForMO-Data, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating MMTEL voice, mobile originating MMTEL video, mobile originating SMSoIP or mobile originating SMS:

2>
if the UE is establishing the RRC connection for mobile originating MMTEL voice and SystemInformationBlockType2 includes ac-BarringSkipForMMTELVoice; or

2>
if the UE is establishing the RRC connection for mobile originating MMTEL video and SystemInformationBlockType2 includes ac-BarringSkipForMMTELVideo; or

2>
if the UE is establishing the RRC connection for mobile originating SMSoIP or SMS and SystemInformationBlockType2 includes ac-BarringSkipForSMS:
3>
consider access to the cell as not barred;

2>
else:

3>
if establishmentCause received from higher layers is set to mo-Signalling (including the case that mo-Signalling is replaced by highPriorityAccess according to 3GPP TS 24.301 [35] or by mo-VoiceCall according to the subclause 5.3.3.3):

4>
perform access barring check as specified in 5.3.3.11, using T305 as "Tbarring" and ac-BarringForMO-Signalling as "AC barring parameter";

4>
if access to the cell is barred:

5>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating signalling is applicable, upon which the procedure ends;

3>
if establishmentCause received from higher layers is set to mo-Data (including the case that mo-Data is replaced by highPriorityAccess according to 3GPP TS 24.301 [35] or by mo-VoiceCall according to the subclause 5.3.3.3):
4>
perform access barring check as specified in 5.3.3.11, using T303 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

4>
if access to the cell is barred:

5>
if SystemInformationBlockType2 includes ac-BarringForCSFB or the UE does not support CS fallback:

6>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating calls is applicable, upon which the procedure ends;

5>
else (SystemInformationBlockType2 does not include ac-BarringForCSFB and the UE supports CS fallback):

6>
if timer T306 is not running, start T306 with the timer value of T303;

6>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring for mobile originating calls and mobile originating CS fallback is applicable, upon which the procedure ends;
1>
if the UE is resuming an RRC connection:

2>
release the MCG SCell(s), if configured, in accordance with 5.3.10.3a;

2>
release powerPrefIndicationConfig, if configured and stop timer T340, if running;

2>
release reportProximityConfig and clear any associated proximity status reporting timer;

2>
release obtainLocationConfig, if configured;

2>
release idc-Config, if configured;

2>
release measSubframePatternPCell, if configured;

2>
release the entire SCG configuration, if configured, except for the DRB configuration (as configured by drb-ToAddModListSCG);

2>
release naics-Info for the PCell, if configured;

2>
release the LWA configuration, if configured, as described in 5.6.14.3;

2>
release the LWIP configuration, if configured, as described in 5.6.17.3;

2>
release bw-PreferenceIndicationTimer, if configured and stop timer T341, if running;

2>
release delayBudgetReportingConfig, if configured and stop timer T342, if running;

1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default semi-persistent scheduling configuration as specified in 9.2.3;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
apply the CCCH configuration as specified in 9.1.1.2;

1>
apply the timeAlignmentTimerCommon included in SystemInformationBlockType2;

1>
start timer T300;

1>
if the UE is resuming an RRC connection:

2>
initiate transmission of the RRCConnectionResumeRequest message in accordance with 5.3.3.3a;

1>
else:

2>
if stored, discard the UE AS context and resumeIdentity;

2>
initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;

NOTE 2:
Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon cell re-selection.

For NB-IoT, upon initiation of the procedure, the UE shall:

1>
if the UE is establishing or resuming the RRC connection for mobile originating exception data; or

1>
if the UE is establishing or resuming the RRC connection for mobile originating data; or

1>
if the UE is establishing or resuming the RRC connection for delay tolerant access; or

1>
if the UE is establishing or resuming the RRC connection for mobile originating signalling; 
2>
perform access barring check as specified in 5.3.3.14;

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring is applicable, upon which the procedure ends;

1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
apply the CCCH configuration as specified in 9.1.1.2;

1>
start timer T300;

1>

if the UE is establishing an RRC connection:

2>
initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;

1>
else if the UE is resuming an RRC connection:

2>
initiate transmission of the RRCConnectionResumeRequest message in accordance with 5.3.3.3a;

NOTE 3:
Upon initiating the connection establishment or resumption procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon cell re-selection.

<End of 2nd modified section>

<Start of 3rd modified section>
5.3.3.14
Access Barring check for NB-IoT

The UE shall:

1>
if ab-Enabled included in MasterInformationBlock-NB is set to TRUE and SystemInformationBlockType14-NB is broadcast:

2>
if the ab-Common is included in ab-Param:

3>
if the UE belongs to the category of UEs as indicated in the ab-Category contained in ab-Common; and

3>
if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the ab-BarringBitmap contained in ab-Common is set to one:

4>
if the establishmentCause received from higher layers is set to mo-ExceptionData and ab-BarringForExceptionData is set to FALSE in the ab-Common:

5>
consider access to the cell as not barred;

4>
else:

5>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11] and for at least one of these valid Access Classes for the UE, the corresponding bit in the ab-BarringForSpecialAC contained in ab-Common is set to zero:

NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

6>
consider access to the cell as not barred;

5>
else:

6>
consider access to the cell as barred;

3>
else:

4>
consider access to the cell as not barred;

2>
else (the ab-PerPLMN-List is included in the ab-Param):

3>
select the ab-PerPLMN entry in ab-PerPLMN-List corresponding to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]);

3>
if the ab-Config for that PLMN is included:

4>
if the UE belongs to the category of UEs as indicated in the ab-Category contained in ab-Config; and

4>
if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the ab-BarringBitmap contained in ab-Config is set to one:

5>
if the establishmentCause received from higher layers is set to mo-ExceptionData and ab-BarringForExceptionData is set to FALSE in the ab-Config:

6>
consider access to the cell as not barred;

5>
else:

6>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11] and for at least one of these valid Access Classes for the UE, the corresponding bit in the ab-BarringForSpecialAC contained in ab-Config is set to zero:

NOTE 2:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

7>
consider access to the cell as not barred;

6>
else:

7>
consider access to the cell as barred;

4>
else:

5>
consider access to the cell as not barred;

3>
else:

4>
consider access to the cell as not barred;
1>
else:
2>
if SystemInformationBlockType14-NB is broadcast and includes the nprachRepetition-ab-Common:

3>
if the nprachRepetition-ab-Indicator corresponding to the determined enhanced coverage level of the UE (see TS 36.321 [6]) is set to TRUE:
4>
consider access to the cell as barred;
3> else:

4>
consider access to the cell as not barred;
2>
else:
3> consider access to the cell as not barred;
1>
else:
2>
consider access to the cell as not barred;

<End of 3rd modified section>
<Start of 4th modified section>
5.3.3.x
CEL-based access barring check

The UE shall:

1>
if SystemInformationBlockType14 is present and includes the cel-eab-Common:

2>
if the CEL-EAB-Indicator corresponding to the determined enhanced coverage level of the UE (see TS 36.321 [6]) is set to TRUE:

3>
consider access to the cell as barred;

2>
else:

3>
consider access to the cell as not barred;

1>
else:

2>
consider access to the cell as not barred;
<Start of 4th modified section>

<Start of 5th modified section>

6.3.1
System information blocks

–
SystemInformationBlockType14

The IE SystemInformationBlockType14 contains the EAB parameters.

SystemInformationBlockType14 information element
-- ASN1START

SystemInformationBlockType14-r11 ::=
SEQUENCE {


eab-Param-r11






CHOICE {



eab-Common-r11






EAB-Config-r11,



eab-PerPLMN-List-r11




SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11


}













OPTIONAL, -- Need OR

lateNonCriticalExtension



OCTET STRING


OPTIONAL,


... ,

[[


cel-eab-Common-r15




CEL-EAB-Config-r15      OPTIONAL,

-- Need ON

]]
}

EAB-ConfigPLMN-r11 ::=



SEQUENCE {


eab-Config-r11





EAB-Config-r11



OPTIONAL -- Need OR

}

EAB-Config-r11 ::=




SEQUENCE {


eab-Category-r11




ENUMERATED {a, b, c},


eab-BarringBitmap-r11



BIT STRING (SIZE (10))

}

CEL-EAB-Config-r15 ::=


SEQUENCE (SIZE (1..maxCE-Level-r13)) CEL-EAB-Indicator
CEL-EAB-Indicator



ENUMERATED {true, false}


OPTIONAL
-- Need OR

-- ASN1STOP

	SystemInformationBlockType14 field descriptions

	eab-BarringBitmap
Extended access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	eab-Category
Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	eab-Common
The EAB parameters applicable for all PLMN(s).

	eab-PerPLMN-List

The EAB parameters per PLMN, listed in the same order as the PLMN(s) listed across the plmn-IdentityLists in SystemInformationBlockType1.

	cel-eab-Common

The CEL-based EAB parameters applicable for all PLMN(s).

	CEL-EAB-Indicator

Indicates whether the CE level is barred or not with the ENUMERATED value.


<End of 5th modified section>

<Start of 6th modified section>

-    SystemInformationBlockType14-NB

The IE SystemInformationBlockType14-NB contains the AB parameters.

SystemInformationBlockType14-NB information element
-- ASN1START

SystemInformationBlockType14-NB-r13 ::=
SEQUENCE {


ab-Param-r13




CHOICE {



ab-Common-r13




AB-Config-NB-r13,



ab-PerPLMN-List-r13



SEQUENCE (SIZE (1..maxPLMN-r11)) OF AB-ConfigPLMN-NB-r13


}














OPTIONAL, -- Need OR


lateNonCriticalExtension

OCTET STRING



OPTIONAL,


... ,

[[


nprachRepetition-ab-Common-r15
NPRACHRepetition-AB-Common-Config-r15   OPTIONAL,
-- Need ON

]]
}

AB-ConfigPLMN-NB-r13 ::=
SEQUENCE {


ab-Config-r13




AB-Config-NB-r13


OPTIONAL -- Need OR

}

AB-Config-NB-r13 ::=

SEQUENCE {


ab-Category-r13




ENUMERATED {a, b, c},


ab-BarringBitmap-r13


BIT STRING (SIZE(10)),


ab-BarringForExceptionData-r13
ENUMERATED {true}


OPTIONAL,
-- Need OP


ab-BarringForSpecialAC-r13

BIT STRING (SIZE(5))

}
NPRACHRepetition-AB-Common-Config-r15 ::=
SEQUENCE (SIZE (1.. maxNPRACH-Resources-NB-r13)) nprachRepetition-ab-Indicator
nprachRepetition-ab-Indicator

ENUMERATED {true, false}


OPTIONAL
-- Need OR

-- ASN1STOP

	SystemInformationBlockType14-NB field descriptions

	ab-BarringBitmap
Access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	ab-BarringForExceptionData
Indicates whether ExceptionData is subject to access barring.

	ab-BarringForSpecialAC

Access class barring for AC 11-15. The first/ leftmost bit is for AC 11, the second bit is for AC 12, and so on.

	ab-Category
Indicates the category of UEs for which AB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	ab-Common
The AB parameters applicable for all PLMN(s).

	ab-PerPLMN-List

The AB parameters per PLMN, listed in the same order as the PLMN(s) occur in plmn-IdentityList in SystemInformationBlockType1-NB.

	nprachRepetition-ab-Common
The NPRACH Repetition-based AB parameters applicable for all PLMN(s).

	nprachRepetition-ab-Indicator 
Indicates whether the access with such NPRACH Repetition numbers is barred or not with the ENUMERATED value.


<End of 6th modified section>
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