
3GPP TSG-RAN WG2 Meeting#102		           				R2-1807316
Busan, Korea, 21 – 25 May 2018 		  	 	    
 
Source: 			ZTE Corporation
Title: 	Consideration on the signaling of barring parameters 
[bookmark: Source]Agenda item:	10.4.1.8.2
[bookmark: DocumentFor]Document for: 	Discussion and Decision
1. Introduction
 At RAN2#101bis, the following agreements were made for access control information:
Agreements for LTE/5GC and NR
1:	Barring information common to multiple Access Categories are specified. Number of different sets of barring parameters is small [e.g. 2 or 4 or 8]
2	For each Access Category there is a link to which of the sets of barring information is to be used; or 
	For each set of barring inform there are links (e.g. bit map) to which Access Categories use the barring set
FFS Link direction to be concluded considering at least the worst case situation

Agreements
1	Adopt option 1 (Link from AC to the parameter set). 
2	The parameter barring sets are configured in SI
Working assumption
1	Number of barring sets in SI will be up to N. N will be at most 8.

Much progress has been made about the access control information and a basic ASN.1 structure is given in the E-mail discussion [101bis#45][NR] TP on AC. Based on the current ASN.1 structure, we further consider the signaling of the access control information :Which SIB is used for UAC parameters, i.e. SIB1 or new SIBx or both. (If new SIB is used, is this SIB considered as RMSI?)
2. Discussion
The basic ASN.1 structure is shown as follows:
SIBX ::=		SEQUENCE {

	uac-BarringForCommon					UAC-BarringPerCatList				OPTIONAL,

	uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List			OPTIONAL,

	uac-BarringInfoSetList				UAC-BarringInfoSetList			OPTIONAL

}

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN	

	-- maxPLMN = 12

UAC-BarringPerPLMN ::=			SEQUENCE {
	plmn-IdentityIndex					INTEGER (1..maxPLMN),
	uac-barringPerCatList				UAC-BarringPerCatList
}																	
UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat 	
 
UAC-BarringPerCat ::= SEQUENCE {
    uac-AccessCategory             INTEGER (1..maxAccessCat-1),
    uac-barringInfoSetIndex        INTEGER (1.. maxBarringInfoSet)
}    

UAC-BarringInfoSetList	::= 		SEQUENCE (SIZE (1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {
	uac-BarringInfo			SEQUENCE {
		uac-BarringFactor			ENUMERATED {
										p00, p05, p10, p15, p20, p25, p30, p40,
										p50, p60, p70, p75, p80, p85, p90, p95},
		uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
		uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
-- maxAccessIdentity = 7
-- bit 0 in the bit string corresponds to AI1, bit 1 to AI2, bit 2 to AI11, bit 3 to AI12 and so on
-- Value 0 indicates that access attempt is allowed for the corresponding access identity
	}	
}								
Based on this structure, we calculate the required signaling overhead for the worst case:
	IE
	Required Bits (maxBarringInfoSet=8)

	uac-BarringForCommon
	1+6+63*(6+3)=574

	uac-BarringPerPLMN-List
	1+4+12*(4+6+63*(6+3))=6929

	uac-BarringInfoSetList
	1+3+8*(4+3+7)=140

	Total
	7643


7643 bits are too larger to fit in one single SIB. Thus, possible optimization should be considered.
As proposed in the E-mail discussion, the assumption we agreed during RAN2#101bis was that all categories are always listed, somewhat like below:
UAC-BarringPerCatList ::= SEQUENCE(SIZE(maxAccessCat-1)) OF UAC-BarringPerCat  
UAC-BarringPerCat ::= INTEGER (1.. maxBarringInfoSet)
In this way, the required signaling overhead can be calculated as follows:
	IE
	Required Bits (maxBarringInfoSet=8)

	uac-BarringForCommon
	1+6+63*3=196

	uac-BarringPerPLMN-List
	1+4+12*(4+6+63*3)=2393

	uac-BarringInfoSetList
	1+3+8*(4+3+7)=140

	Total
	2729


Still, 2729 bits are required which is still too large to fit in SIB1 as we have some other parameters to include. To further reduce the signaling overhead in SIB1 for access control information, two possible solutions can be considered.
Solution 1: Access control information for part of the access categories is provided in SIB1 while others are provided via other SI.
RMAC (Remaining Minimal Access criteria), including the barring configuration for selected access identities and OAC (other Access criteria), including the barring configuration for the remaining access identities and categories can be introduced.
Although the UAC in NR covers up to 64 different Access categories, the same access criteria as in LTE will be frequently applied. Therefore, based on current LTE specification, we select the following access categories (as shown in Table 1), for which the barring configuration will be broadcast in RMSI:
Table 1: Selected Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories



Access Category 0 is defined for MO signaling resulting from paging and  shall not be barred, irrespective of Access Identities. In this way, we do not need to signal access control information for Access Category 0.
Access Category 1 is defined for delay tolerant access attempts, similar to the EAB in LTE. Since these access attempts are delay tolerant, 20 bits can be saved in RMSI if we signal the access control information for Access Category 1 in other SI.
Access Category 8-31 are reserved standardized access categories while Access Category 32-63 are based on operator classification. The detailed definition and handling of these access categories is not clear yet. We suggest not to signal the corresponding access control information in RMSI. 
UAC-BarringPerCatList ::= SEQUENCE(SIZE(maxAccessCat-RMAC)) OF UAC-BarringPerCat  
UAC-BarringPerCat ::= INTEGER (1.. maxBarringInfoSet)
maxAccessCat-RMAC INTEGER ::= 6
Based on the selelected access categories in Table 1, we calculate the required signaling overhead in SIB1:
	IE
	Required Bits (maxBarringInfoSet=8)

	uac-BarringForCommon
	1+3+6*3=22

	uac-BarringPerPLMN-List
	1+4+12*(4+3+6*3)=305

	uac-BarringInfoSetList
	1+3+8*(4+3+7)=140

	Total
	467


With solution 1, only 467 bits are required in SIB1. Access control information for the remaining 57 access categories will be provided in other SI. The signaling overhead for access control information in SIB1 is reduced from 2729 bits to 467 bits.
Observation 1: The signaling overhead for access control information in SIB1 can be reduced from 2729 bits to 467 bits when only the barring parameters for the selected 6 access categories (i,e. Access Category 2-7) are provided in SIB1.
Solution 2: Reduce the number of the maxBarringInfoSet
We calculate the required signaling overhead when the maxBarringInfoSet is set to 4 and 2 to see how much the signaling overhead can be reduced.
	IE
	Required Bits (maxBarringInfoSet=4)

	uac-BarringForCommon
	1+6+63*2=133

	uac-BarringPerPLMN-List
	1+4+12*(4+6+63*2)=1637

	uac-BarringInfoSetList
	1+2+4*(4+3+7)=71

	Total
	1841



	IE
	Required Bits (maxBarringInfoSet=2)

	uac-BarringForCommon
	1+6+63*1=70

	uac-BarringPerPLMN-List
	1+4+12*(4+6+63*1)=881

	uac-BarringInfoSetList
	1+1+2*(4+3+7)=21

	Total
	972


Based on the above calculation, we can find that the required signaling overhead for the worst case can be reduced from 2729 bits to 1841 bits and 972 bits when the maxBarringInfoSet is reduced from 8 to 4 and 2. 
Observation 2: The signaling overhead for access control information in SIB1 can be reduced from 2729 bits to 1841 bits and 972 bits when the maxBarringInfoSet is reduced from 8 to 4 and 2. 
For solution 1, only 467 bits are required in SIB1. Access control information for the remaining 57 access categories will be provided in other SI. It is still possible for UE to receive all access control information for 64 access categories. Since the selected 6 access categories are most frequently used ones, we do not need to be too worried about the delay caused by acquiring access control information via other SI.
For solution 2, the signaling overhead is reduced at the sacrifice of diversity of the barring information sets. And the required signaling overhead is still twice or 4 times larger than that in solution 1.
Thus, we prefer solution 1 and have the following proposals:
Proposal 1: The barring parameters for RMAC (Remaining Minimal Access criteria) are broadcast in RMSI. Access control criteria for Access Category 2-7 are selected as the RMAC.
Proposal 2: The barring parameters for OAC (Other Access criteria) are provided in other SI. Access control criteria for Access Category 1 and 8-63 are treated as the OAC.
3. Conclusion and proposals
With the above analysis, we have the following observations and proposals:
[bookmark: _GoBack]
Observation 1: The signaling overhead for access control information in SIB1 can be reduced from 2729 bits to 467 bits when only the barring parameters for the selected 6 access categories (i,e. Access Category 2-7) are provided in SIB1.
Observation 2: The signaling overhead for access control information in SIB1 can be reduced from 2729 bits to 1841 bits and 972 bits when the maxBarringInfoSet is reduced from 8 to 4 and 2. 

Proposal 1: The barring parameters for RMAC (Remaining Minimal Access criteria) are broadcast in RMSI. Access control criteria for Access Category 2-7 are selected as the RMAC.
Proposal 2: The barring parameters for OAC (Other Access criteria) are provided in other SI. Access control criteria for Access Category 1 and 8-63 are treated as the OAC.
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