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1	Introduction
In this contribution we discuss contents of Access Control barring configuration parameters and their impacts to System Information. 
2	Discussion
2.1	SIB contents
RAN2#101 agreed that Cell Access Related information will be placed in SIB1. Unified Access Control information would fall into Access Related category. However, considering size-critical nature SIB1 cannot be overloaded with Access Control information. This has been noted point in Access Control related agreements:
 (…) 
FFS on how to reduce the signalling overhead;

With the undertaken assumption that we reduce the signalling structure to Access Categories always listed and linked to indexed sets, i.e.:
UAC-BarringPerCatList ::= SEQUENCE(SIZE(maxAccessCat-1)) OF UAC-BarringPerCat   

UAC-BarringPerCat ::= INTEGER (1.. maxBarringInfoSet)
         

the total size results in > 2600 bits.
Obviously, the number of simultaneously used categories will be limited through network configuration However, due to signalling overhead (Access Categories in range 0-63), procedural impacts and required support of the unified access control by E-UTRAN connected to 5GC, the need to limit even broadcast capabilities (i.e. signalling design) is still valid. 
In E-UTRAN the limit to SIB size as follows (as per TS 36.331):
NOTE 1:	The physical layer imposes a limit to the maximum size a SIB can take. When DCI format 1C is used the maximum allowed by the physical layer is 1736 bits (217 bytes) while for format 1A the limit is 2216 bits (277 bytes), see TS 36.212 [22] and TS 36.213 [23]. For BL UEs and UEs in CE, the maximum SIB and SI message size is 936 bits, see TS 36.213 [23]. For NB-IoT, the maximum SIB and SI message size is 680 bits, see TS 36.213 [23].
Proposal 1: UAC parameters are further reduced to meet total size less than 2000 bits.
2.2	UAC parameters optimizations
2.2.1 Barring Parameters Sets
Barring parameters sets are considered to be in range (2 – 8). The calculations presented in RAN2#101bis (R2-1806449) revealed that adopting 4 sets of barring parameters allow reduction of SIB size with a few hundreds of bits in case configuration needs to be broadcast for 12 PLMNs (~700bits with the assumption of 64 categories, ~200 with the assumption of 16 categories). While the need to have multiple choices and flexible configurations options is rather potential, reducing the size of barring parameters sets helps to solve the problem. 
Proposal 2: There are 4 barring configuration parameters sets.
Following the proposal, the required SIB size is still around ~1600. 
2.2.2 Number of Access Categories 
We believe there is no other way to design efficient broadcast than further decreasing the advertise information and limit the signalling capabilities by reducing the number of Access Categories. Otherwise, we risk the overload preventing mechanism is overkill and not able to serve the purpose.
SA1 TS22.261 introduces Access Categories in the following way:
· [bookmark: _Hlk510704288]Access Categories in range (0-7) – 7 are defined
· Access Categories (8-31) – 25 reserved 
· Access Categories (32-63) – 32 considered for operator- use. 

We see three possible options:
Option 1: Broadcast 8 Access Categories 
In this option, System Information broadcast barring configuration only for the standardized Access Categories (0-7). NOTE: CT1 did also take the approach to focus on standardized Access Categories values only (see Table 4.5.2.2 in TS 24.501), thus it is minimum what RAN2 specification should adopt. It may be questionable to ensure RRC signalling capabilities for Access Identities and Access Categories for which mapping rules do not even exist in TS24.501. The selected Access Category according to 24.501 can be only one of the defined ones. Accordingly, if limited number of conditions can be addressed by system information broadcast, this would mitigate impacts to signalling and overhead.
With that approach significant optimization can be achieved (total size ~240bits) and UAC can be clearly supported by SIB1.
Option 2: Broadcast 16 Access Categories
In this option, decreasing the maximum number of categories to 15, where 
- 7 defined
- 8 operator defined values
- 1 spare for future use
is also offering visible signalling optimization. However, it needs to be noted that it wouldn’t keep the continues numbering according to the ranges defined by SA1 (there won’t be unified numbering of Access Categories across specifications). In addition, if there is new Access Category defined for RNA Update, it may be likely Access Category 8.  Therefore, the spare for future use does not remain in the scope.
With that approach also visible optimization can be achieved (total size ~430bits) and UAC can be supported by SIB1.
Option 3: Splitting the broadcasted UAC information
In this option, System Information broadcast barring configuration only for the standardized Access Categories (0-7) in SIB1. The other SIB broadcasts operator-specific Access Categories. We propose to support maximum 8 operator specific categories in Rel-15, but this can be extended in later releases if needed. With such split, the barring parameters sets can be compromised and increased to 8 (e.g. SIB1 for 8 standardized Access Categories and 4 sets, SIB1 for 8 operator-defined Access Categories and 4 sets).
With that approach also significant optimization can be achieved (total size of SIB1 ~240bits and SIBX ~240bits) and UAC can be clearly supported by SIB1, but not exclusively.
In any case, extendibility of the signalling for covering future NR cases would be ensured by ASN.1 coding.
Proposal 3: RAN2 to discuss which of the options adopt and agree that SIB1 can broadcast UAC configuration when number of Access Categories is 8 or 16.
2.2.3 Barring Factor
Currently barring probability factor may take 16 values:
		uac-BarringFactor			ENUMERATED {
										p00, p05, p10, p15, p20, p25, p30, p40,
										p50, p60, p70, p75, p80, p85, p90, p95},
In the overload system, changes of the barring factor with such a granularity does not seem to be practical.  Having increased possibilities set of categorized access attempts, we see that limiting the steps to four {p00, p30, p60, p90} is also helping to reduce the information in SIB (for the worst case with 12 PLMNs and with the assumption of 4 barring parameters sets~400 bits)
Proposal 4: Barring factor can take four values {p00, p30, p60, p90}.
3	Conclusions
Proposal 1: UAC parameters are further reduced to meet total size less than 2000 bits.
Proposal 2: There are 4 barring configuration parameters sets.
Proposal 3: RAN2 to discuss which of the options adopt and agree that SIB1 can broadcast UAC configuration when number of Access Categories is 8 or 16.
Proposal 4: Barring factor can take four values {p00, p30, p60, p90}.
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