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1	Introduction
[bookmark: _GoBack]The System Information area ID (SIAID), related to the validity of stored system information, was discussed at RAN2#101bis with the following agreements and assumptions:
Agreements
-	SI area ID size is 24 bits.

Agreements
1	SIAID is PLMN wide (changed previous decision) 
=>	Assumption in taking this decision is that the UE uses its Primary PLMN and the SIAID to determine whether SIAID has changed. This may lead to additional acquisition of SI at PLMN boundaries. This may be checked until the next meeting.

In this contribution we discuss the coupling of the SIAID and different PLMNs.
[bookmark: _Ref178064866]2	Discussion
2.1	System information areas
The system information that has been acquired by the UE in a cell may be valid also in other cells. This is the case for SIBs that are area-specific, if they have the same value tag in the different cells. An area-specific SIB may of course also have different versions within the same system information area, which then is indicated through different value tags.
In order for the UE to determine if a stored SIB is valid in a cell it then compares the System Information Area ID (SIAID) of the current cell with the SIAID where the SIB was acquired. If those are equal, the UE then checks if the value tag of the stored SIB is the same as the one that is valid in the current cell.
If either the SIAID or the value tag are different, the UE needs to reacquire the SIB in the current cell. It can be noted that a UE may store several versions of a SIB, which thus increases the likelihood that it has already stored the version that is valid in the cell.

2.2	SIAID in network sharing scenarios
It has been agreed to have one SIAID in the cell, where the SIAID is PLMN wide and with a size of 24 bits.
Since the SIAID is not PLMN specific there is a need to clarify how to consider the validity of a received SIAID in network sharing scenarios, i.e. cells are shared by several PLMNs. 
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[bookmark: _Ref513581854]Figure 1 Cells with different PLMN sharing
Figure 1 shows an example of a deployment scenario where two cells have different PLMN sharing. Cell B is a macro cell shared by PLMN 2 and PLMN 3 and cell A is a cell covering a smaller area and is shared by more PLMNs (PLMN 1, PLMN 2 and PLMN 3 in this example). The question is if a UE should consider cell A and cell B as having the system information area, considering that some of PLMNs are the same in the two cells and that the cells have the same SIAID.
Two options for how to determine the validity of an SIAID in case of network sharing, i.e. whether different cells with different PLMN lists belong to the same system information area, are possible:
A. The UE uses the {PLMN ID + SIAID} combination to determine the system information area, where the PLMN ID may be for any of PLMNs in the cell.
i. If the UE changes cell it can determine if the new cells belongs to the same system information area as the one its stored SI based on if the same PLMN is present in the new cell. The UE then checks if the SIAID is the same. Since the SIAID value is related to all the PLMNs sharing the cell the UE may then use any of the PLMN IDs in the PLMN list to compare the SIAID validity.
ii. The PLMN ID + SIAID needs to be unique, i.e. in case of network sharing the SIAID configuration needs to be coordinated between the PLMNs.
B. The UE uses the {“primary PLMN” + SIAID} combination in the cell to determine the system information area.
i. The UE checks the SIAID validity in relation to the “primary PLMN” in the cell, i.e. the PLMN that is first in the PLMN list, even if that is not the registered PLMN for the UE.
ii. No need to coordinate SIAID between the PLMNs sharing cells since it is only related to the “primary PLMN”.
With option A the benefit is that the UE can check the validity of the SIAID against its registered PLMN, even if there are different PLMNs that share the different cells. The likelihood that the UE can consider itself to still be in the same SIAID when changing between cells with different PLMNs will then be slightly higher. This will however only be the case when it is possible for different operators to coordinate their system information areas. The drawback is that in case of issues with the coordination of the SIAID, e.g. that any of the sharing PLMNs has done a misconfiguration, there is a risk that UEs will consider that they have valid system information in a cell even if that is not the case. This may then lead to considerable disturbances, e.g. due to UL interference.
[bookmark: _Toc513654310]Using the combination of the SIAID and any of the PLMNs in the cell when determining the validity of the system information area means that coordination of SIAID values is needed between the sharing PLMNs. Misconfiguration in any of the sharing PLMNs may lead to that UEs falsely consider that they have valid system information in a cell.

With option B the benefit is that no coordination of the SIAID is needed between the PLMNs at network sharing since it is only related to the “primary PLMN”. The configuration of the SIAID will thus be less complex and there is no corresponding risk that UEs falsely consider themselves to have a valid system information in a cell due to such misconfiguration. The drawback with option B is however that the validity of the SIAID is only applicable within the “primary PLMN”. If a UE e.g. performs cell reselection between a cell supporting only the UE’s registered PLMN and a cell where network sharing is used, but where another PLMN is the “primary PLMN”, those two cells can never have the same system information area. The UE would thus always need to reacquire the system information at such cell reselections, unless it has stored it since an earlier visit to the same area.
Considering that option A only gives some benefit when there is a coordination of the system information areas between the different PLMNs and that there is a risk that UEs may falsely consider themselves to have valid system operators in case of misconfiguration, we consider option B to be the preferred option.

[bookmark: _Toc513654312]The UE uses the combination of SIAID and “primary PLMN”, i.e. the first PLMN in the PLMN list, to determine the applicable system information area in the cell.


Conclusion
In the previous sections we made the following observations: 
Observation 1	Using the combination of the SIAID and any of the PLMNs in the cell when determining the validity of the system information area means that coordination of SIAID values is needed between the sharing PLMNs. Misconfiguration in any of the sharing PLMNs may lead to that UEs falsely consider that they have valid system information in a cell.

Based on the discussion in the previous sections we propose the following:
Proposal 1	The UE uses the combination of SIAID and “primary PLMN”, i.e. the first PLMN in the PLMN list, to determine the applicable system information area in the cell.
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