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1 Introduction
In RAN2 #101bis meeting, SDAP entity handling was discussed and it was agreed that there is no SDAP entity present if there is no DRB. In this contribution, some further issues about the SDAP entity handling will be discussed.
2 Discussion
According to the SDAP specification [1], the SDAP entity establishment and SDAP entity release procedures are performed based on the RRC request. While in the RRC specification [2], there are no concerned statements for these SDAP entity handling procedure.
Observation1: There are no statements for the trigger of SDAP entity establishment and SDAP entity release in the RRC specification for now.
A single protocol entity of SDAP is configured for each individual PDU session. The SDAP entity is in the charge of the QoS flow to DRB mapping within one PDU session. Therefore, the SDAP entity should be established when the QoS flow or DRB is setup, e.g. triggered by the PDU session setup request in NAS. However, according to the previous agreement, the default DRB not be setup during the PDU session establishment procedure. According to the current ASN.1 in [2], the SDAP configuration which is used to setup the SDAP entity is contained in the Radio Bearer Configuration in the condition of DRB Setup including the default DRB and dedicated DRB. 
RadioBearerConfig information element

-- ASN1START

-- TAG-RADIO-BEARER-CONFIG-START

RadioBearerConfig ::=




SEQUENCE {


srb-ToAddModList





SRB-ToAddModList








OPTIONAL, -- Need N


srb3-ToRelease






ENUMERATED{true}








OPTIONAL, -- Need N


drb-ToAddModList





DRB-ToAddModList








OPTIONAL, -- Need N


drb-ToReleaseList





DRB-ToReleaseList








OPTIONAL, -- Need N


securityConfig 






SecurityConfig









OPTIONAL, -- Cond M


...

}

SRB-ToAddModList ::=




SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod

SRB-ToAddMod ::=





SEQUENCE {


srb-Identity






SRB-Identity,


-- may only be set if the cell groups of all linked logical channels are reset or released


reestablishPDCP






ENUMERATED{true}








OPTIONAL, 

-- Need N


discardOnPDCP                           ENUMERATED{true}








OPTIONAL,

-- Need N


pdcp-Config







PDCP-Config










OPTIONAL,

-- Cond PDCP


...

}

DRB-ToAddModList ::=




SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod

DRB-ToAddMod ::=





SEQUENCE {


cnAssociation






CHOICE {



-- The EPS bearer ID determines the EPS bearer when NR connects to EPC using EN-DC



eps-BearerIdentity





INTEGER (0..15),











-- EPS-DRB-Setup



--
The SDAP configuration determines how to map QoS flows to DRBs when NR connects to the 5GC



sdap-Config







SDAP-Config


-- 5GC


} 









OPTIONAL, -- Cond DRBSetup

drb-Identity






DRB-Identity,


-- may only be set if the cell groups of all linked logical channels are reset or released


reestablishPDCP





ENUMERATED{true}









OPTIONAL, 

-- Need N


recoverPDCP






ENUMERATED{true}









OPTIONAL, 

-- Need N

SDAP-Config information element
-- ASN1START 

-- TAG-SDAP-CONFIG-START

SDAP-Config ::=





SEQUENCE {


pdu-Session






PDU-SessionID,

-- FFS: separate configuration for UL and DL


sdap-HeaderDL 





ENUMERATED {present, absent},


sdap-HeaderUL 





ENUMERATED {present, absent},


defaultDRB






BOOLEAN,


-- A list of QoS-Flow-IDs that the UE shall map to the DRB of this SDAP-Config.


mappedQoS-FlowsToAdd



SEQUENCE (SIZE (1..maxNrofQFIs)) OF QFI 








OPTIONAL, -- Need N


-- A list of QoS-Flow-IDs that the UE shall no longer map to the DRB of this SDAP-Config.


mappedQoS-FlowsToRelease


SEQUENCE (SIZE (1..maxNrofQFIs)) OF QFI 








OPTIONAL, -- Need N


...

}

QFI ::= 






INTEGER (0..maxQFI)

PDU-SessionID ::= INTEGER (0..255)

-- TAG-SDAP-CONFIG-STOP

-- ASN1STOP

When one DRB belong to the PDU session is setup, the UE will receive the SDAP configuration for the associated PDU session. Then the SDAP entity needs to be established associated with the PDU-SessionID contained in the SDAP-Config and it will serve all the DRBs of the PDU session.
 In order to accomplish the QoS flow to DRB mapping for all DRBs within the PDU session, the SDAP entity should be established at once when the first DRB of the PDU session is request to be setup regardless the first DRB is a default DRB or dedicated DRB.
Therefore, from the point view of AS layer in UE, the SDAP entity should be established when the first DRB of the PDU session is setup.
Proposal 1: The SDAP entity for one PDU session should be setup when the first DRB of the PDU session is established.

In the last meeting, there is an agreement that there is no SDAP entity present if there is no DRB. Therefore, the SDAP entity of one PDU session will be released when all DRBs of the PDU session are released.
Proposal 2: UE shall release one SDAP entity when all DRBs of the associated PDU session are released.
According to the above discussions, the corresponding TP for 38.331 v15.1.0 is provide in appendix.
3 Conclusion

In this contribution, we discuss the issues on the SDAP entity handling. In particular, we have the following proposals:
Observation1: There are no statements for the trigger of SDAP entity establishment and SDAP entity release in the RRC specification for now.
Proposal 1: The SDAP entity for one PDU session should be setup when the first DRB of the PDU session is established.

Proposal 2: UE shall release one SDAP entity when all DRBs of the associated PDU session are released.
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5 Appendix

Start of 1st change

5.3.5.6.4
DRB release

Editor’s Note: FFS / TODO: Add handling for the new QoS concept (mapping of flows; configuration of QFI-to-DRB mapping; reflective QoS...) but keep also EPS-Bearer handling for the EN-DC case
The UE shall:

1>
for each drb-Identity value included in the drb-ToReleaseList that is part of the current UE configuration (DRB release), or

1>
for each drb-identity value that is to be released as the result of full configuration option according to 5.3.5.7:

2>
release the PDCP entity;
1> if all DRBs of one PDU session are released:
2> release the associated SDAP entity;
1> if a new bearer is not added either with NR or E-UTRA  with same eps-BearerIdentity:

2>
if the procedure was triggered due to reconfiguration with sync:

3>
indicate the release of the DRB and the eps-BearerIdentity of the released DRB to upper layers after successful reconfiguration with sync;

2>
else:

3>
indicate the release of the DRB and the eps-BearerIdentity of the released DRB to upper layers immediately.

NOTE 1:
The UE does not consider the message as erroneous if the drb-ToReleaseList includes any drb-Identity value that is not part of the current UE configuration.

NOTE 2:
Whether or not the RLC and MAC entities associated with this PDCP entity are reset or released is determined by the CellGroupConfig.

Start of 2nd change

5.3.5.6.5
DRB addition/modification

The UE shall:
1>
for each drb-Identity value included in the drb-ToAddModList that is not part of the current UE configuration (DRB establishment including the case when full configuration option is used):

2>
establish a PDCP entity and configure it in accordance with the received pdcp-Config;

2>
configure the PDCP entity with the security algorithms according to securityConfig and apply the keys (KUPenc) associated with the KeNB/S-KgNB as indicated in keyToUse;

2>
if the DRB was configured with the same eps-BearerIdentity either by NR or E-UTRA prior to receiving this reconfiguration:

3> associate the established DRB with the corresponding eps-BearerIdentity;
2> else:

3>
indicate the establishment of the DRB(s) and the eps-BearerIdentity of the established DRB(s) to upper layers;
2> if the DRB is the first DRB of one PDU session: 

     3> establish an SDAP entity and configure it in accordance with the received SDAP-Config;
1>
for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration:

2>
if reestablishPDCP is set:

3>
configure the PDCP entity of this RadioBearerConfig to apply the ciphering algorithm and KUPenc key associated with the KeNB/S-KgNB as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;

3>
re-establish the PDCP entity of this DRB as specified in 38.323 [5], section 5.1.2;

2>
else, if recoverPDCP is set:

3>
trigger the PDCP entity of this DRB to perform data recovery as specified in 38.323;

2>
if the pdcp-Config is included:

3>
reconfigure the PDCP entity in accordance with the received pdcp-Config.

NOTE 1:
Removal and addition of the same drb-Identity in a single radioResourceConfig is not supported. In case drb-Identity is removed and added due to reconfiguration with sync or re-establishment with the full configuration option, the network can use the same value of drb-Identity.

NOTE 2:
When determining whether a drb-Identity value is part of the current UE configuration, the UE does not distinguish which RadioBearerConfig and DRB-ToAddModList that DRB was originally configured in.  To re-associate a DRB with a different key (KeNB to S-KeNB or vice versa), the network provides the drb-Identity value in the (target) drb-ToAddModList and sets the reestablishPDCP flag. The network does not list the drb-Identity in the (source) drb-ToReleaseList.   

NOTE 3:
When setting the reestablishPDCP flag for a radio bearer, the network ensures that the RLC receiver entities do not deliver old PDCP PDUs to the re-established PDCP entity. It does that e.g. by triggering a reconfiguration with sync of the cell group hosting the old RLC entity or by releasing the old RLC entity.

NOTE 4: 
In this specification, UE configuration refers to the parameters configured by NR RRC unless otherwise stated.
End of changes
