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Introduction
Unified Access Control for 5G/NR has been discussed in several 3GPP working groups. At the SA1#80 meeting, a CR [2] on requirements for unified access control for 5G to TS 22.261 [3] was agreed and SA1 provided the information to RAN2 in [1].
The stage-1 requirements for unified access control state that
[bookmark: _Hlk502762744]“The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).
NOTE 1:	"new session request" in RRC Connected refers to events, e.g. new MMTEL voice or video session, sending of SMS (SMS over IP, or SMS over NAS), new PDU session establishment, existing PDU session modification, and service request to re-establish the user plane for an existing PDU session.”
At the RAN2#101 meeting the following agreements on unified access control were reached:
Agreements for NR and LTE/5GC
1:  	For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;
2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 
FFS on whether NAS also provides cause value for AS triggered events.
3	For LTE/5GC, no change the LTE cause values for NAS triggered events
FFS whether a new cause is needed for AS triggered events (e.g. RNAU)
4:	RAN2 recommendation that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess (Final decision by CT1
5:	Confirm CT1 question 2 the call type is not needed for NG-RAN access.
6:	Tbarring is per access category.
7:	Tbarring is specified in AS layer, and maintained (running) in AS layer.
8:	When barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.
9:	AS need to be known Access Identities for AS triggered events.
10:	Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN. 
FFS on how to reduce the signalling overhead;
14:	RAN2 confirms SA1 understanding that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism
15:	Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 
16	No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;
17	For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:
-	NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;
-	AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
-	It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;
18: Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)
19: Confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

Agreements for NR only
1: 	At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.
2: 	At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280
FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.
3:	AS triggered event, RNA update shall be controlled by ACB
FFS Which access category is used for an RNA update
4:	On demand SI request shall not be controlled by ACB.

This contribution discusses the unified access control in RRC_CONNECTED state.
[bookmark: _Ref178064866]Discussion
Access attempts in RRC_CONNECTED
In the stage-1 requirements in [2] it is stated that Unified Access Control is applicable to all states including RRC_CONNECTED. From the access categories that are defined in the requirements it is quite clear that most, if not all, access attempts would be identified by NAS or upper layers. The barring check should then be done by RRC on request from NAS. “New session requests” are thus determined by NAS, which then request RRC to perform a barring check.
In their LS in [4] CT1 informed that there are access attempts that are applicable also in RRC_CONNECTED, for example initiation of an MO MMTEL video call. It makes sense to apply access control on an MMTEL video call requested when the UE already is in RRC_CONNECTED since it consumes relatively large resources in the network and it might otherwise get a “free ride”.
[bookmark: _Toc494195667][bookmark: _Toc494287020][bookmark: _Toc494352561][bookmark: _Toc494352967][bookmark: _Toc494353785][bookmark: _Toc494365770][bookmark: _Toc494374508][bookmark: _Toc498592645][bookmark: _Toc502671046][bookmark: _Toc502764749][bookmark: _Toc502767650][bookmark: _Toc503300703][bookmark: _Toc503434246][bookmark: _Toc503434273][bookmark: _Toc503434600][bookmark: _Toc503445346][bookmark: _Toc503450253][bookmark: _Toc503450475][bookmark: _Toc503450626][bookmark: _Toc506388699][bookmark: _Toc506388756][bookmark: _Toc506388860][bookmark: _Toc509590616][bookmark: _Toc510628556][bookmark: _Toc513565857][bookmark: _Toc513648935]The RRC layer needs to perform barring checks requested from NAS also in RRC_CONNECTED state.
In addition to the access attempts that are initiated by NAS (or higher layer) RAN2 has agreed that the RAN Notification Area (RNA) Update in RRC_INACTIVE is an RRC-initiated events that shall be considered as access attempts and thus be subject to access control (barring check). It was then also agreed that the on-demand SI request procedure (applicable in RRC_IDLE and RRC_INACTIVE) shall not be subject to access control (barring check). RAN2 needs to consider whether there are other RRC-initiated events that should be subject to access control (barring check) and in the following section, RRC-initiated events in RRC_CONNECTED are discussed. In section 2.3, events related to MO data in RRC_CONNECTED that could possibly be subject to access control (barring check) are discussed.

RRC-initiated events in RRC_CONNECTED
There are different UE initiated events on RRC level in RRC_CONNECTED state, which lead to additional load on the system, e.g. due to additional signaling, and which thus may be suitable for access control. Examples of such RRC events/procedures are:
Measurement reporting
RRC re-establishment procedure
The RRC re-establishment procedure may be undesirable when there is a high load in the network, especially considering that there may be a need for even more re-establishments at high load situations due to e.g. high interference levels. The RRC re-establishments are however performed for sessions that have already been authorized and there may thus be a “double barring” if the RRC re-establishment procedure is subject to barring check. We should therefore not introduce access control/barring check for the RRC re-establishment procedure until it has been identified that there is a problem with the load from re-establishment requests.
In LTE, transmission of the ProximityIndication is also an UE initiated event on RRC level in RRC_CONNECTED. This procedure is however CSG related and will thus not be part of (at least) NR Rel-15.
The gain by applying access control on a single RRC procedure while in RRC_CONNECTED can be debated and the UE behaviour when an uplink RRC message is barred needs to be specified. We also note that in RRC_CONNECTED there is a toolbox with various methods to reduce the load from RRC signalling, including RRC Connection Release and control the uplink load on the SRBs by scheduling. We therefore propose that:
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[bookmark: _Ref509590041]MO data in RRC_CONNECTED
Even when the UE is in RRC_CONNECTED state MO data transfer may be subject to access control. As indicated by CT1 in their LS [4], MO data that corresponds to a “new session request”, e.g. a new MMTEL call, will be subject to access control when the UE is in RRC_CONNECTED. It is then identified as an access attempt in NAS or higher layer.
If the UE in RRC_CONNECTED enters MAC dormant state due to lost synchronization and then needs to regain sync, it needs to perform a random access procedure in the MAC layer, which in turn causes load on the RACH resources. In case of overload on the RACH it could thus be discussed whether to apply access control for such random accesses.
Also in this case one should however avoid “double barring”, i.e. that there is a barring check in both AS and NAS. For ongoing sessions which already have passed access control authorization in NAS, scheduling could be used to throttle load in the uplink and we have also possibilities to use e.g. RRC connection release.  We therefore only propose that MO data, which is identified as access attempt in NAS, or higher layer, is subject to Access Control in RRC_CONNECTED. Access control should then only be introduced for re-synchronization random accesses by UEs in RRC_CONNECTED in the future, if such load is considered a problem and cannot be mitigated through other mechanisms.
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Conclusion
In section 2 we made the following observation:
Observation 1	The RRC layer needs to perform barring checks requested from NAS also in RRC_CONNECTED state.

Based on the discussion in section 2 we propose the following:
Proposal 1	No Access Control/barring check is introduced for RRC-initiated events in RRC_CONNECTED. It can be considered for introduction in the future if a need is identified.
Proposal 2	Only MO data that is identified as access attempt in NAS, or higher layer, is subject to Access Control in RRC_CONNECTED.
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