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1. Introduction
In RAN2#101bis, in order to reduce the barring information for access control, it is agreed that:
	Agreements for LTE/5GC and NR
1:	Barring information common to multiple Access Categories are specified. Number of different sets of barring parameters is small [e.g. 2 or 4 or 8]
2	For each Access Category there is a link to which of the sets of barring information is to be used; or 
	For each set of barring inform there are links (e.g. bit map) to which Access Categories use the barring set
FFS Link direction to be concluded considering at least the worst case situation

Agreements
1	Adopt option 1 (Link from AC to the parameter set). 
2	The parameter barring sets are configured in SI
Working assumption
1	Number of barring sets in SI will be up to N. N will be at most 8.


In this contribution, we analyze the necessity of further reduction of access control parameter size.
2. Discussion
In [1], the size needed to advertise for option 1 (Link from AC to the parameter set) in worst case is: L*M*log2(N)
· L: Number of PLMNs
· M: Number of Access Categories
· N: Number of sets of barring parameters 
In NR, L is 12 and M is 63 based on SA1/CT1 LS. Table 1 is the size of worst case with different value M and different value N. Based on table 1, it can be seen that the size of option 1 in worst case is still large if we keep the number of access categories as 63. If the size of set of barring parameters is taken into account, the total size needed to advertise for access control parameters is larger. RAN1 had agreed that a max TB size of 3000 bits is proposed by numerous companies for PDSCH carrying RMSI/OSI/Paging for NR [2]. Considering there are another parameters contained in SIB1 (probably 1700bis) and some bits needs to be reserved for future extension, it is not suitable to set M to 64. Especially for N =8 and 4, it is impossible to put access control parameters in SIB1 for NR. 
Observation 1: Considering the limited size of SIB1 in NR, the total size needed to advertise for access control parameters is still a little large if the number of access categories is set to 64. 
The number of access categories (63) is big. There are two possible options to further reduce the size for access control parameters.
Option 1: All possible access categories (max number =63) into a group with limited size. .
In order to reduce the MSG3 size, the limited number of cause value (maximum to 16) for NR is agreed and the mapping between access categories/access identities and establishment cause value is defined. Several access categories may have the same requirements on access control. Hence, the similar principle can be reused with option 1. With option 1, access categories are further divided into several groups (K is the number of access category groups).With option 1, RAN informs UE the relationship between the AC group with the index of sets of barring parameters. For example:
PLMN_1, Access group_1 uses barring parameter set S_2,
PLMN_1, Access group_2 uses barring parameter set S_1,
…
PLMN_2, Access group_1 uses barring parameter set S_1,
PLMN_2, Access group_2 uses barring parameter set S_3,
…
PLMN_L Access group_1 uses barring parameter set S_2,
PLMN_L, Access group_2 uses barring parameter set S_1,
…
The size for informing the relationship between the AC group with the index of sets of barring parameters is L*K*log2(N).
In addition, RAN informs UE the relationship between each access category and each AC group. For example:
Access category_1 belongs to Access group_1;
Access category_2 belongs to Access group_3;
…
Access category_m belongs to Access group_4;
…
Access category_63 belongs to Access group_1;
The size for informing the relationship between each access category and each AC group is 63*log2(K). 
The total size for access control parameter together with the size for grouping access categories becomes: L*K*log2(N) + 63*log2(K). 
Option 2: Limit the number of access categories to 15.
In RAN2#101bis meeting, some companies propose to limit the number of access categories to 15 in R15. In option 2, the formula of the size for access control parameter in option 2 remains: L*M*log2(N).
In table 1, we list the size of access control parameters with option 1 and option 2. For option 1, the overhead is calculated based on K = 16, 8 and N (in this case, the number for possible access categories groups is equal to the number of sets of barring parameters) separately. Based on table 1, the size for access category parameters is reduced with both option 1 and option 2. However, option 2 is not extensible in future, and we also need to inform SA1/CT1 to take into the limitation of access categories. Option 1 is more flexible and does not impact other groups’ decisions.
Proposal 1: In order to reduce the size for access control parameters, access categories are further divided into several groups with limited size.
Table 1 the size of Access Control parameters in worst case with different M and N.
	M
	64 ACs
	
15 ACs
	Group ACs （K= 16）
	Group ACs （K= 8）
	Group ACs （K= N）

	L

	12
	12
	12
	12
	12
	12
	12
	12
	12
	12
	12
	12
	12
	12
	12

	N
(sets)
	8
	4
	2
	8
	4
	2
	8
	4
	2
	8
	4
	2
	8
	4
	2

	 
	 
	
	 
	 
	 
	 
	 
	 
	 
	
	
	
	 
	 
	

	Size 
	2268
	1512
	756
	540
	360
	180
	828
	636
	444
	477
	381
	285
	477
	222
	87



3. Conclusion
In this contribution, we observe:
Observation 1: Considering the limited size of SIB1 in NR, the total size needed to advertise for access control parameters is still a little large if the number of access categories is set to 64.
Then we analyze two options to further reduce the size for access control parameters. Considering the extensibility and the impact on other groups, we propose:
Proposal 1: In order to reduce the size for access control parameters, access categories are further divided into several groups with limited size.
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