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1. Overall Description:
SA2 thanks RAN2 for their LS on "encrypting broadcasted positioning data" and LS on "provisioning of positioning assistance data via LPPa for broadcast".
SA2 discussed two options for ciphering key distribution to suitably subscribed UEs:
· Option 1: ciphering key data should be transferred from an E-SMLC to MMEs (e.g. using a new LCS-AP message) and then included as a new IE in an ATTACH ACCEPT and TRACKING AREA UPDATE ACCEPT message for delivery to suitably subscribed UEs. 

Option 2: Ciphering keys are distributed using the EPC-MO-LR procedure. The MME verifies that the subscription data allows MO-LR for key request for the UE and sends a Location Request message to a suitable E-SMLC including an LPP message that includes a request for ciphering keys for the UE requested assistance data SIBs. The E-SMLC delivers the ciphering keys to the UE in LPP messages.For some of the above aspects e.g. MME to E-SMLC interface, corresponding stage-3 changes would be under RAN2, CT1 and CT4 responsibility, and SA2 requests to receive feedback on the foreseen stage-3 impacts before proceeding to approve any CRs.
SA2 asks for feedback on the procedure for ciphering key distribution in order to update SA2 specifications (such as e.g. 3GPP TS 23.401 and 23.271) accordingly.

2. Actions:
To RAN2, CT1, CT4, SA3 group.
ACTION: 
SA2 kindly asks RAN2, CT1, CT4, SA3 to take the above information into account and provide feedback to help SA2 make the decision on the two options for ciphering keys distribution.
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