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Report of RACH back-off email discussion group

1.0 Summary of discussions

There was very little discussion on the reflector regarding RACH back-off algorithms, in this memo the salient discussion items are presented.

It was proposed to split the discussion into two parts:

1) Firstly to get a common understanding on why there is a need to have a mechanism for controlling access to the RACH.  At the same time it was proposed that we should also agree on the criteria which should be used to compare the proposed algorithms.  Any differences between FDD and TDD should also be identified.  

2) After this  the proposal was to begin a discussion in which companies were invited to present their proposals for controlling access to the RACH identifying the advantages and disadvantages against the agreed criteria.

The rapporteur proposed that at least the following two reasons for RACH load control could be identified (and it was suggested that TDD and FDD should be considered separately).

a) RACH load control is primarily used to manage the uplink interference generated by users on the RACH channel (whilst maximising throughput).

b) RACH load control is primarily used to manage the code/time-slot collision problem (whilst maximising throughput).

The rapporteur proposed using the following criteria in making the comparison these could include:

a) Capability to support high throughput / good delay performance

b) Stability of the algorithm

c) Provision of flexibility for operators to control RACH performance.

d) Downlink capacity requirements in order to support the algorithm

There was agreement from Interdigital on the proposed motivations and criteria but no comments from other companies.

Miscellaneous

There were then a number of miscellaneous comments/questions as follows.

1) CNET asked the question: Could a firm handover like mechanism help in the process of initial cell access and would it bring some gain compared to the case where the UE first has to listen to the BCCH for uplink interference information before deciding which cell to access? 

The rapporteur (Motorola) responded by agreeing that there is a relationship between RACH load control/back-off and how the decision is made on which cell to initially access.  A UE could for example take into account a broadcast persistence value or uplink interference indication in its decision as to whether to select a certain cell.  It was proposed that (if possible) it would be useful to consider cell selection and RACH load control as distinct processes, and that we should focus attention on only the RACH back-off issue at least to begin with.

2) Siemens raised a question with regard to where the RACH retransmission loop is to be located?

Ericsson responded that the Ericsson change request to 25.321 which addresses the RACH back-off issue answered most of the questions which were raised.

In particular Siemens raised the query as to whether it is the MAC_c or the MAC_d which determines the times at which RACH access is scheduled and they proposed that the MAC_c be used.  Siemens continued: The decision whether to repeat a failed access should most probably be taken somewhere else, e.g. RLC, RRC or MAC-d depending on the contents of the payload.  The UE MAC-c will be very simple because it only contains a randomization of the transmission timings and access codes.  The RLC is in charge of repeated transmissions for ARQ anyway and thus provides the infrastructure for repeat-loops.   The retransmission-scheme can easily be made dependent on the payload. Thus distinguishing between uplink user packet transfer, initial access, capacity requests, and other signalling information (such as ACK/NACK for ARQ). There are however disadvantages also: The retransmission loop becomes distributed among RRC, RLC, MAC-d (and possibly MAC-sh?). In fact there are several retransmission loops simultaneously.

Siemens also questioned: Which entity generates a temporary random identification  if the MS does not possess a network-assigned RNTI?  Siemens continued: it could be either the RRC or the MAC-c. I don't think that other entities are involved (RLC?).  If the UE MAC-c generates a temporary MS-Id for initial access then the UE RRC must know the MS-Id also.  Is that right?  Thus, for initial access, it could be easier if the RRC selects a random MS-Id.

3) Interdigital - With regards to the persistence based technique the following question was raised: To control the access, changes in conditions have to be recognized by the RRC based on periodical physical layer measurements and other information. They then have to be transmitted on the BCH and acted upon by the UE.  Can anyone provide an estimate of the delays involved in the process? I suspect these may be rather long.  As I see it, to achieve goal (1), a faster control mechanism may be very helpful. Such a mechanism should be based on information available to the base station physical layer. Decisions may be transmitted to UE's on the AICH, avoiding the delays inherent to higher layers.

Motorola responded that the persistence value could presumably be calculated by the RRC layer in the Node B and broadcast on the BCH, in which case Motorola didn't see any inherent reason why delay would be a problem.  Motorola also questioned whether the proposal was to use the AICH for transmitting information other than simply preamble ACK or NACK.

Interdigital responded as follows: They agreed that in order to shorten delays, the RRC in node-B should be tasked with controlling RACH access, including persistence parameters. Does the group have an agreement on that? In this case delays are composed mostly of the RRC processing delays and transmission delays on the BCH.  If delays are a problem, Interdigital suggested that they could shorten them by using a reserved signature on the AICH. The sign of the reserved signature (when transmitted) shall then be interpreted by the UE's as a modifier of the persistence or backoff parameters.







