TSG-RAN Working Group 2 (Radio layer 2 and Radio layer 3) 	TSGR2#3(99)235


Yokohama 13th to 16th April 1999	








Agenda Item:	7.6





Source: 	Nokia	





Title: 	Random access payload 	





Document for:	Discussion





___________________________________________________________________________








Introduction


This contribution tries to provide assistance in determining the correct RACH payload for the initial access request message. Some estimates on the sizes of different fields are compared to provide a set of minimum and maximum message payloads. 


Message size


Table � SEQ Table \* ARABIC �1�: Estimated minimum and maximum lengths (bits) of information elements in the RRC connection request message


 INFORMATION ELEMENT �
Min�
Max�
�
�
�
�
�
Message Type�
6�
6�
�
Establishment Cause�
3�
3�
�
�
�
�
�
Signal Quality Information�
4�
8�
�
UE Capability�
8�
16�
�
�
�
�
�
Additional cell parameters�
�
�
�
    Cell N ID (Primary cell CCPCH scrambling code (?))�
5�
9�
�
    Measured Time Difference to Cell N�
16�
16�
�
�
�
�
�
Total:�
42�
58�
�



Anticipated minimum and maximum values for each information element are given in � REF _Ref448334799 \* MERGEFORMAT �Table 1� in bits. If no additional cell parameters are given (optional in FDD, could be entirely omitted in TDD), the total length decreases to 21 - 33 bits.


In addition to the RRC Connection Request message, the MAC-PDU will have to carry some form of an identifier. Using a CN-originated id, the length can be estimated to be around 9 octets (TMSI+LAI) equalling 72 bits and producing a total of 42 + 72 = 114 bits (15 oct) to 58 + 72 = 130 bits (17 oct).


Using a random number for initial access can produce considerably smaller payload. The drawback is that a random number will not solve contention, thus another contention resolution procedure is needed. Reserving e.g. 2 octets for the random number the payload would be 42 + 16 = 58 (8 oct) bits to 58 + 16 = 74 bits (10 oct). For TDD without the additional cell info, the corresponding numbers would be 37 to 49 bits.


In addition to these figures, some bits must be added corresponding to MAC header structures.


Conclusion


Initial estimates on the size of the first random access message have been given to assist in determining the correct size of the PRACH burst for initial access. The largest individual impact comes from the decision to use either a random number or a CN-allocated identifier for initial access. If a random number is used, a contention resolution procedure must be executed later on, but the payload of the first message can be considerably smaller.


Specifically for TDD-mode, the smaller payload in the PRACH and the absence of mandatory macro diversity have been addressed. As the maximum payload provided by PRACH is considerably smaller in TDD compared to FDD, the priorities of harmonisation and individual optimisation of each mode should be carefully considered. Taking the minimum values for each field length and using a random number for identification, the initial RACH message contents could theoretically be the same for both modes, excluding the macro diversity-related information. Another alternative is to implement the TDD-mode RRC Connection Request in two steps, where the first step only gives initial identification and the second message includes a similar RRC Connection Request message body as in FDD. Some differences in message contents will in any case be introduced, due to different physical layer parameters.





