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Comments on the Requirement for UE ID when HS-DSCH Indicator (HI) bit is present for High Speed Downlink Packet Access (HSDPA) Downlink Signaling

1.0 Introduction

In [1], the alternatives for downlink signaling are summarized.  In the introduction it is stated, that:

"As discussed during the joint RAN1/RAN2 meeting in Busan, an explicit UE identification may be needed also when there is an HS-DSCH indicator on the associated DPCH in order to ensure sufficient reliability in the MAC-hs UE identification, i.e. to avoid the need for higher-layer UE identification”

This contribution proposes two encoding strategies for the HS-PDSCCH that eliminate the need for the UE ID when an HS-DSCH Indicator (HI) is present.

2.0 Encoding Strategies for two-step approach

In [2], issues regarding the downlink signaling reliability were discussed.  For the two-step approach, there are three decisions that require a false positive before data is erroneously passed to the higher layers.  

(1) The UE must falsely accept the HI bit in step one. 

(2) Next, the UE must falsely identify the HS-PDSCCH as valid in step two.

(3) Finally, the UE must successfully decode another users data in an implicit third step.

A simple implementation of the two-step approach is depicted in Figure 1.  Step 1 relies on a three-bit HI indication sent using coherent On/Off Keying (OOK); when an allocation is made the HI bit is sent, otherwise the HI field is DTX’ed.  The 3-bit HI indication identifies the particular OVSF code of the 1 of 8 code division multiplexed HS-PDSCCHs. The HS-PDSCCH carries control information describing the allocation on the HS-PDSCH protected by a short (12-bit) CRC.  Finally, the data is transmitted on the HS-PDSCH and protected by a single 24-bit CRC.  Let Pfa-step-one,  Pfa-step-two, and Pfa-step-three, represent the false acceptance probability of step (1), step (2) and step (3).  Conversely, let Pd-step-one,  Pd-step-two, and Pd-step-three, represent the detection probability of step (1), step (2) and step (3).  

The probability of corrupting the HARQ buffer is approximately the product of Pfa-step-one and  Pfa-step-two.

The probability of delivering erroneous data to the higher layers is approximately the product of Pfa-step-one,  Pfa-step-two, and Pfa-step-three.

With this simple implementation proposed, there exist common scenarios where the likelihood of passing erroneous data up to higher layers is unreasonably high.  Consider a scenario (see Figure 2) with the following assumptions: 

· High control channel reliability with only a 1% FER implies that the probability of detection for step one and two will be high, approximately 99%.

· Power is allocated to the HI and the detection thresholds are set at the UE such that there is a 10-3 false acceptance probability for step two. 

· Two users, A and B, are sharing the HS-PDSCH.  

· User A is in good channel conditions.

· User B is poor channel conditions.

· Each user receives 50% of the HSDPA TTIs.

· TDM is the dominant method for scheduling.

Consider the TTI where the MAC-sh decides to allocate all HS-DSCH code and power resources to user B.  If user A falsely detects the HI as positive, there is a 1/8 probability that the three-bit HI indication will point to the HS-PDSCCH assigned to user B. Since the pathloss to user A is much less than that to user B, it is highly likely that user A will decode both the HS-PDSCCH and the HS-PDSCH.  In this scenario, Pfa-step-two, and Pfa-step-three near unity.   There is also a 7/8 probability that the three-bit HI will point to the other seven silent HS-PDSCCH.  As the UE will be demodulating random data, the probability of false acceptance in the silent cases,  Pfa-step-two-silent, is a function of the CRC length, 2-N.    Thus, the probability of user A passing erroneous data is:

P(user A passes erroneous data)
≈ 
Pfa-step-one • (1/8) • Pfa-step-two • Pfa-step-three +



Pfa-step-one • (7/8) • Pfa-step-two-silent • Pfa-step-three-silent
Substituting


P(user A passes erroneous data) ≈ 10-3 • (1/8) • 1 • 1 + 10-3 • (7/8) • 2-12  • 2-24 = 1.25 x 10-4

Assuming a 2 ms TTI, user A will likely pass erroneous data to a higher layer once every 4 seconds or 15 times a minute.  Clearly, this is unreasonably high.

The probability of false acceptance may be easily reduced by providing some form of user-specific coloring on the HS-PDSCCH. The coloring may take the form of a user specific scrambling code or by specifying a UE-specific CRC.  

A UE specific scrambling code may be constructed using the secondary scrambling codes. In total there are a total of 511x16 secondary scrambling codes available if they are not associated with the primary scrambling code.  The secondary scrambling code could be decimated down to the spreading factor and used as a cover to mask the CRC and control information.  As a result, both the HS-PDSCCH and HS-PDSCH will appear as random data to the unintended user.

A UE-specific CRC may be constructed by requiring that the 16-bit MAC UE ID be concatenated with the control information and passed through the CRC generator polynomial.  As a result, the CRC generated will be a function of the UE ID.  However, the UE ID is never transmitted over the air.  This technique may be applied to both the CRC on the HS-PDSCCH and HS-PDSCH.   Again, both the HS-PDSCCH and HS-DSCH will appear as random data to the unintended user.

Returning to the scenario described above, the probability of user A passing erroneous data to a higher layer is now independent of whether the three-bit HI field points to the HS-PDSCCH assigned to user B or not.  In both cases, user A will be demodulating random data.  As a result, the probability of false acceptance simply becomes:    

P(user A passes erroneous data)
≈ 
Pfa-step-one  • Pfa-step-two • Pfa-step-three 

Substituting


P(user A passes erroneous data) ≈ 10-3 • 2-12  • 2-24 = 1.45 x 10-14
Again assuming a 2 ms TTI, user A will be unlikely to pass erroneous data up to a higher layer for over 8000 years.  Clearly, this is tremendous improvement at a minimal system cost.

3.0 Conclusion

This contribution has proposed two encoding strategies for the HS-PDSCCH that eliminate the need for the UE ID when an HS-DSCH Indicator (HI) bit is present.  The strategies have reduced the probability of sending erroneous data to the higher layer from 10-4 to 10-14.  The likelihood of an occurrence has increased from once in 4 seconds to once in 8000 years.
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