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1. Introduction
In commercial TDD network, interference is observed due to atmospheric ducting phenomenon which is also known as tropospheric ducting. UL reception in gNB gets affected from far away gNBs performing DL. This is known as remote interference. In the 3GPP TSG RAN #80 meeting, a new SI "Study on remote interference management for NR" was agreed for Release 16 [2]. The study aims to investigate possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel. Outcome of study is documented in TR 38.866 [1].
In RAN1 meeting #95, following features and solutions are recommended for WI from RAN1 perspective,

· Unified design on RIM RS-1/2 and RIM RS in terms of sequence type, time and frequency transmission pattern, applicable for all frameworks
· RS-1 and RS-2 are differentiable
· Each RIM-RS can convey information on gNB (or gNB set) identification, 
· RIM RS can assist the aggressor to identify how many UL OFDM symbols at victim it impacted and/or provide information whether the atmospheric ducting phenomenon exists
· It is beneficial for RIM RS-1 or RIM RS-2 to be used by victim gNB to convey  information that  “Enough mitigation, no further actions needed” &  “Not enough mitigation, further actions needed”
· Basic RIM-RS resource is recommended be designed based on the following
· Pseudo-random sequence (length-31 Gold sequence) as in NR Rel-15
· 2OS RS with comb-1, and time-domain circular RS with 2 OS 
· Support candidate SCS set {15kHz, 30kHz, [60kHz]}
· Support max number of sequences in one DL-UL periodicity for interference identification is 8
In Rel. 16 WID on CLI  handling [2], following objectives are set.

The detailed objectives for remote-interference management are:
· Specify RIM RS resource and configurations, including [RAN1]
· A basic RIM-RS resource
· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern
· Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”,   [RAN1, SA5]
· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].

This contribution discusses further aspects of OAM functions for RIM operation.

2. OAM Functionality for RIM-RS configuration
It is been recommended in study [1] that, RIM-RS 1  will be configured by victim to indicate aggressor about the remote interference occurence.  Similarly, the aggressor will acknowledge the reception of RIM-RS 1 by transmitting the RIM-RS 2. More than one configurations of the RIM-RS can be initiated by victim. It is been agreed in study that the RIM-RS will be repeated at least over 2 OFDM symbols with larger CP attached to block of symbols. This is necessary for asynchronous reception of the RIM-RS.
In RIM, gNBs will be very far away from each other. Therefore, the sharing the configuration of RIM-RS is challenge. This can be managed by the OAM entity. OAM will configure the gNBs to perform the remote interference detection and mitigation. If gNB is victim and observes the IoT gradient beyond threshold then, local OAM entity can configure gNB to transmit the RIM-RS 1 and at the same time, it can indicate the network OAM nearby which can possibly cause the remote interference (aggressors). OAM of possible aggressors will configure the gNB for reception  of the RIM-RS 1.  To make it possible, OAM with victim gNBs and OAM with aggressors need to have common understanding about the possible configurations like numerology of Tx-Rx of RIM-RS, BWP etc. The mechanism of this sharing should be suggested in RAN 1 perspective.

Proposal:  Mechanism of configuring RIM-RS and sharing mechanism between OAM entities should be clarified with RAN 1 perspective.



3. Conclusion

Following proposal is made in the contribution.
Proposal:  Mechanism of configuring RIM-RS and sharing mechanism between OAM entities should be clarified with RAN 1 perspective.
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