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1
Introduction
In RAN#82 meeting, a new WI on cross link interference handling and remote interference for NR was agreed in [1], the RIM related objectives are showing below,
The detailed objectives for remote-interference management are:

· Specify RIM RS resource and configurations, including [RAN1]

· A basic RIM-RS resource

· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern

· Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”,   [RAN1, SA5]
· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].
In this contribution, we give the analysis on required OAM functions to support RIM operation. 
2
The required OAM functions
As agreed in RIM study, it was recommended that three frameworks will be supported in CLI-RIM WI, i.e., framework -0, framework-1and framework-2.1, which are defined in [2]. When atmospheric duct interference happens, victim send the RIM RS, from aggressor side, it would start RIM RS monitoring via the OAM configuration or it experience the RIM interference over the IoT threshold of RIM pattern. In asymmetric interference scenario, the aggressor may not detect the remote interference over the threshold, thus it would not monitor the RIM RS. To make the RIM mechanism work robustly, the OAM need to configure the aggressor to start monitoring the RIM RS.
Proposal 1: Victim reports remote interference detected to OAM, OAM configures the aggressors to start monitoring the RIM-RS.

As for the framework-0, OAM involved deeply to solve the remote interference, as showing below. 

Workflow of Framework-0

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· Aggressor starts monitoring RS as configured by OAM 

Step 2: Upon reception of RS, Aggressor reports the detected RS to OAM

Step 3: OAM sends remote interference mitigation scheme to Aggressor

Step 4: Aggressor applies remote interference mitigation scheme 
Step 5: OAM stops RS monitoring and restores original config. at aggressor side and stop RS transmission at victim side.

For step 3, it can be removed, when aggressor detects the RIM-RS, it can apply interference mitigation scheme automatically. The aggressor need to report the RIM-RS disappearance to OAM, thus OAM would know the duct interference disappeared.
Step 2: Upon reception of RS, Aggressor reports the detected RS to OAM , and Aggressor applies remote interference mitigation scheme  
Step 3: aggressor reports the RS disappearance to OAM, and aggressor stops RS monitoring and restores original config

Step 4: OAM stop RS transmission at victim side.

Proposal 2: For RIM framework-0, OAM manages the RIM-RS detection information reported from aggressor, and OAM can stop the RIM-RS transmission.
Except the RIM frameworks would require OAM support, the RIM-RS transmission related operations require the OAM support as well. Such as the gNB set configuration, OAM can configure the gNB set ID to the related gNBs, such the gNBs in the set will transmit the RIM-RS at the same time. Whether to define the victim gNB set or aggressor gNB set or both, this is depending on the applied framework, for framework-0 and framework-2.1, only victim gNB set is required; for framework-1, both victim and aggressor gNB set can be configured, corresponding to RS-1 and RS-2 transmission. Also the RIM-RS related resource to each gNB or gNB set need to be configured by OAM. The resources include the RIM-RS transmission periodicity, frequency domain location, SCS, the bandwidth of RIM-RS, etc. 

Proposal 3: OAM configures the gNB set ID and the associated RIM resource for gNB or gNB set.

4
Conclusions

In this contribution, different remote interference mitigation schemes are discussed, the following proposal and observations are made.
Proposal 1: Victim reports remote interference detected to OAM, OAM configures the aggressors to start monitoring the RIM-RS.

Proposal 2: For RIM framework-0, OAM manages the RIM-RS detection information reported from aggressor, and OAM can stop the RIM-RS transmission.

Proposal 3: OAM configures the gNB set ID and the associated RIM resource for gNB or gNB set.
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