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1. Introduction

 In RAN1 NR Ad-hoc#1 meeting [1], extensive discussion were occurred regarding OAM functions to support remote interference management operation and the following agreements were captured:
Agreement

· OAM configures gNB to turn ON or OFF RIM-RS monitoring

· OAM configures gNB with information required for periodic RIM-RS monitoring

Agreement

The OAM configures gNBs to report the all necessary information derived from the detected RIM-RS
In this contribution, we discuss on remaining issues of OAM functions to support RIM operation in RAN1 perspective.
2. Discussion

In the agreed RIM framework 0, 1, 2-1 in the study item phase [2], the OAM can be used to support RIM operation. Especially, configuration of RIM RS monitoring occasion (involve monitoring turn-on/off) at aggressor gNBs, gathering information related to the reception of RIM-RS at aggressor gNBs, and configuration of remote interference mitigation scheme (involve restoring to the original configuration) to aggressor gNB.
It is agreed in the last meeting that OAM configures gNB with “information” required for periodic RIM-RS monitoring. In RIM framework 0, framework 1, and framework 2-1, the OAM can configure RIM RS monitoring to the potential aggressor gNBs. To do this, the information related to the RIM RS configuration (such as periodicity, time occasion, time offset, frequency location, frequency offset, sequence, etc.) can be configured for RIM RS monitoring at aggressor gNBs. In RIM framework 0, the OAM can configure not to monitor RIM RS-1 when the OAM decide that the remote interference environment is disappeared.
Proposal 1: In Framework 0, Framework 1, and Framework 2-1, the following configuration information can be included for OAM function to support RIM operation 
· Configuration (not) to monitor RIM RS

· Information related to the RIM RS configuration (e.g., periodicity, time occasion, time offset, frequency location, frequency offset, sequence, etc.) 

It is also agreed in the last meeting that OAM configures gNBs to report the “all necessary information” derived from the detected RIM-RS. In RIM framework 0, aggressor gNB report the information related to the RIM RS-1 reception (e.g., set ID information of victim gNB and number of symbols which are detected RIM RS) to to the OAM after configured the RIM RS monitoring from OAM. And then the OAM can gather the information related to the reception of RIM-RS signal from aggressor gNBs which was configured RIM RS monitoring. This information involves set ID information of victim gNB and number of symbols which are detected RIM RS. 
In RIM framework 0, moreover, the OAM can decide the RIM techniques using the above gathering information for reducing remote interference to victim gNBs and send the information related to the RIM technique (e.g., number of backoff symbols, power offset, etc.) to (all) potential aggressor gNBs using broadcasting or unicasting mechanism.

Proposal 2: In Framework 0, the following information can be included for OAM function to support RIM operation
· Gathering reported information from aggressor gNB (e.g., set ID information of victim gNB and number of symbols which are detected RIM RS)

· Information related to RIM techniques (e.g., number of backoff symbols, power offset, etc.)
3. Conclusions

In this contribution, it was discussed on information for OAM functions to support RIM operation based on above discussions, our proposals can be summarized as follows:
Proposal 1: In Framework 0, Framework 1, and Framework 2-1, the following configuration information can be included for OAM function to support RIM operation 
· Configuration (not) to monitor RIM RS

· Information related to the RIM RS configuration (e.g., periodicity, time occasion, time offset, frequency location, frequency offset, sequence, etc.) 

Proposal 2: In Framework 0, the following information can be included for OAM function to support RIM operation

· Gathering reported information from aggressor gNB (e.g., set ID information of victim gNB and number of symbols which are detected RIM RS)

· Information related to RIM techniques (e.g., number of backoff symbols, power offset, etc.)
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