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1	Introduction
At RAN#80 a new study item on remote interference management for NR was approved, see [1].
The work started at RAN1#94 with agreements so far made listed in [2] and [3].
In this paper, we discuss mechanisms for gNB coordination with focus on the frameworks already agreed in RAN1 in the previous meeting. We also discuss newly proposed frameworks and other framework related proposals from RAN1#94bis.
This document is a revision of R1-1811440.
2	Frameworks
2.1	Description
Four different frameworks to coordinate between gNBs have been agreed for inclusion in the RIM TR:
-	Framework-0
-	Framework-1
-	Framework-2.1
-	Framework-2.2
New frameworks have also been proposed at RAN1#94b, see [7], [8] and [9]. They are here referred to as Framework 3.X.
-	Framework-3.1 [7]
-	Framework-3.2 [8]
-	Framework-3.3 [9]
The frameworks have much in common and are therefore only discussed briefly, with the focus on the differences between them. 
In the following text:
-	The above-mentioned frameworks are abbreviated, FW-0, FW-1, FW-2.1 and FW-2.2 respectively. Also, when referring to both FW-2.1 and FW-2.2 (frameworks that require backhaul signalling) the notation FW-2.X is used.
- 	RS1 and RS2 is used as terminology for conceptually referring to the RS transmitted from victim-to-aggressor and aggressor-to-victim respectively for easier description. Whether tt will actually be different transmitted RS sequences is still under discussion.
2.1.1	FW-0
FW-0 is a framework already used in some LTE networks today as a proprietary non-standard compliant solution. The control of activation/deactivation of the RS transmission/reception/monitoring is fully handled by OAM.
[image: ]
Figure 1: FW-0
The basic step, in addition to the involvement from OAM (not shown in the above figure), is the over-the-air transmission of RS1. The RS informs the aggressor that it is causing interference and carries information about how many DL symbols that potentially cause interference to the victim. This information can assist the aggressor to adapt the GP size by reducing the number of DL symbols in the special slot.
2.1.2	FW-1
In FW-1, an over-the-air RS2 transmission is added. The primary reason for introducing this is to assist the victim with detecting if the remote interference (RI) situation has stopped. That is, since the RI could have been mitigated by the aggressors, the victim might no longer detect an increased interference level and hence it cannot determine if  the reduced interference level is due to that the aggressor(s) has turned on a RI mitigation scheme or if the atmospheric ducting event has passed. The RS transmission from aggressor to victim will assist in this detection.
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Figure 2: FW-1
This framework also opens up for a more adaptive mechanism in the sense that, as long as 
-	the victim and aggressor are monitoring for the RS2 and RS1 respectively, and,
-	the aggressor and victim can detect RS1 and RS2 respectively,
… the triggering and stopping of RS transmission can be handled by each gNB without OAM involvement.
2.1.3	FW-2.1
FW-2.X includes solutions with backhaul signalling. FW-2.1 is using a less complex implementation, where the backhaul communication takes place from aggressor to victim, informing the victim that the RI situation has stopped.
An additional complexity added in any backhaul solution, is the signalling needed for the aggressor to identify the victim (to set up the backhaul link). This is accommodated for by transmitting the gNB (set) ID in the RS (in the form of RS sequence choice and/or time/frequency mapping of the RS).
[image: ]
Figure 3: Framework 2-1
2.1.4	FW-2.2
In FW-2.2, there is additional information exchange added between the victim and aggressor after the aggressor has established a connection between the two nodes (after receiving RS1 identifying the victim(s)). The information exchange could include additional parameters for the RI mitigation.
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Figure 4: Framework 2-2
2.1.5	FW-3.1
This is a backhaul-based framework. The basic idea is for potential aggressors to send RS-2 after being triggered by the victim through backhaul signalling. The potential aggressors for each victim are configured by the network. The aggressors that cannot be detected by the victim through OTA detection stops sending the RS, while the others apply a mitigation scheme (both signalled through backhaul).


Figure 5: Framework-3.1

2.1.6	FW-3.2
This is a backhaul-based framework, utilizing both RS-1 and RS-2 transmission over the air as in FW-1. It tries to avoid sending RS-1 during the whole ducting period from victim to aggressor. Instead, RS-1 transmission is stopped after reception of RS-2 and the signalling to communicate that the duct is over is handled by backhaul (victim‑> aggressor).

                                   
Figure 6: Framework-3.2

2.1.7	FW-3.3
The framework is a simplification of framework-1 where the victim and the aggressor both start a timer after taking RIM action. This is done to avoid the step of “disappearance of RS-X” (where it otherwise needs to be concluded that either RS-1 or RS-2 cannot be detected). Hence, the aggressor starts a timer after a mitigation scheme is applied, and at the timer expiration the mitigation scheme is no longer applied. Similarly, the victim starts transmitting RS-1 at the detection of RI and stops the RS-1 transmission after the timer has expired.


Figure 7: Framework-3.3
2.2 	Comparison
In this section, the different frameworks are compared.
It should be noted that talking conceptually about a victim and an aggressor node here also includes physical groups of victim gNBs and aggressor gNBs (i.e. it is not a single physical gNB necessarily).
2.2.1	FW-0 vs FW-1
The obvious benefit of FW-1 compared to FW-0 is to allow an adaptive activation and deactivation of RIM. 
It should be noted that the RS monitoring activation still needs to be performed by OAM, hence requiring manual intervention. This is true for all scenarios, assuming the RS detection is not active 24/7. That is, it is not assumed that the gNB attempts to detect a RIM RS unless told to do so by OAM.
[bookmark: _Toc528939855]Although some manual intervention is still needed in FW-1, there is a level of automation/adaptation not present in FW-0
Once the monitoring has been activated, the most critical component of the framework is the detection of RS1 at the aggressor. In case of an asymmetric scenario (Scenario #2: IoT increase is detectable by one or more gNBs in only one set) the RI is not detected at the aggressor. With proper RS design, the processing gain in the RS reception should allow it to be detected, even if the RI is not. In this case, turning the RS transmission/monitoring/reception on / off can be self-contained in the gNB without OAM intervention. However, it can also be observed that:
[bookmark: _Toc528939856]The most critical link for an adaptive framework is the RS1 detection at the aggressor. Without it, there can be no adaptive framework.
2.2.2	FW-1 vs FW-2.1
Adding backhaul signalling to FW-1 will improve the link between aggressor and victim. In FW-1, this communication is performed over-the-air and hence would not be as reliable as a backhaul link. However, the following should be considered. In case of:
-	Scenario#1 (symmetric interference): The RI between the two nodes have been detected and hence it is highly likely that also the RS will be detected (considering the additional processing gain provided by the RS design).
-	Scenario#2 (asymmetric interference): In this case, there is a clear imbalance between the two nodes. That is, the interference is only detected at the victim. This is however the same link where the RS is transmitted (that is replaced by backhaul in FW-2.1) and can hence be considered a strong and reliable link as long as a sufficient number of aggressors can detect RS1 and hence transmit RS2. How, reliable the link will be is also heavily dependent on the processing gain of the RS.
-	Irrespective of scenario, the channel conditions between two given gNBs are expected to remain relatively stable during a ducting event. 
-	The intra-cell interference from for example PUSCH can be considered dynamically changing, but, could also be avoided by scheduling. It should however be noted that, applying a later scheduled PUSCH/PUCCH in the cell as a static solution will have impact on cell capacity.
-	A RS detector can be challenged with a large number of RSs coming in to the receiver. This can however be avoided by proper RS planning and time multiplexing of the RS.
[bookmark: _Toc528939857]The SNR for RS detection should be significantly lower than RI detection, considering proper RS planning and multiplexing RSs to a large extent in time
[bookmark: _Toc528939858]The channel conditions due to ducting between two given gNBs are expected to remain relatively stable during a ducting event
[bookmark: _Toc528939859]Intra-cell interference from PUSCH/PUCCH, interfering RI detection, can be avoided by scheduling, having a consequence on UL capacity 
[bookmark: _Toc528939860]The difference in reliability between a framework with backhaul signalling and one without depends primarily on the processing gain of the RS design and how well intra-cell interference can be avoided in the RS detection
In addition to the reliability aspect, also the delay in the communication link should be considered. This has been evaluated with simulations in [5]. From the results, one can conclude that the potential benefit (in the form of delay reduction) of introducing backhaul signalling would at least be (Nshots – 1)TRS period. For example, if the RS is transmitted with a periodicity of 60 sec (TRS period) and the detector uses 4 consecutive shots (Nshots=4) to classify an RS detection as valid, the time until the RS is detected at the victim would be expected to differ by at least 180 sec, i.e. 3 min. The actual delay between the two frameworks is hence highly dependent on the detector and the RS period chosen.
[bookmark: _Toc528939861]The time until RS2 is detected (over the air or through backhaul) is highly dependent on the detector and the RS periodicity assumed, comparing FW-1 and Framework-2.X
However, it should be noted that the importance in terms of system performance is the RS1 detection which leads to the aggressor applying the RIM (and alleviating the situation for the victim), and this is identical between FW-1 and FW‑2.1. 
The time saved by FW-2.1 in the RS2 delay will mean a victim will be faster in reacting to a RI situation stopping. It can however be questioned how valuable this is considering the low overhead added by the RS1 transmission in the overall frame structure.
[bookmark: _Toc528939862]Minimizing the time of RS2 reception is not seen critical (the action taken is the victim stopping transmitting RS1, which is transmitted with very low overhead)
Another aspect that is added by FW-2.1 is the need for inclusion of the gNB ID (set) in the RS1 detection. Although this is essential for Framework-2.X to work, it is not for FW-1 where a gNB merely need to understand it is causing interference and apply a mitigation scheme thereafter. Still, we believe it is of importance, irrespective of Framework, to specify such information for possible gNB identification. This is especially useful for network planning to understand and mitigate RI system impact. It is also an enabler for centralized RIM solutions, as elaborated further in [6].
[bookmark: _Toc528939881]The RIM RS should be specified to convey information for gNB (set) identification, irrespective of framework chosen
2.2.3	FW-2.1 vs FW-2.2
Compared to FW-2.1, FW-2.2 allows a victim gNB to communicate to the aggressor information about RI characteristics to assist the interference mitigation. This could for example be the level of interference-over-thermal.
Although this would be additional information, helping the aggressor to make a more qualified decision, it is not clear to us that the potential gains justify the complexity increase. 
Taking a reporting of the interference-over-thermal (IoT) as an example (this could be one of the parameters to report and is illustrated in Figure 8). If, say 100 victims report to the same aggressor gNB the IoT level they experience. One benefit with FW-2.2 would be to allow for example a down-regulation in power instead of a complete stopping of transmitting some DL symbol. This down-regulation should however (typically) take all reporting victims into consideration. Taken the worst case reported IoT into account, it seems likely that the down-regulation will be similar (from a system perspective) to stopping the transmission completely. It is also unclear if a single aggressor accurately can take the decision of whether to tune down the transmit power or blank the transmission entirely, since the IoT increase at the victim is due to the aggregate signal of multiple aggressors. Hence, it is likely difficult to utilize such information in a distributed fashion and instead a centralized coordinator taking joint decisions affecting several gNBs may be required.
[bookmark: _Toc528939863]The potential gains with FW-2.2 is not clear considering the additional complexity increase it brings
[bookmark: _Toc528939864]It is likely that FW-2.1 and FW-2.2 will be similar in network performance due to the one-to-many relation between aggressor gNBs and their victims
[bookmark: _Toc528939865]It is not clear how the decision is taken at the victim on which information to send to each aggressor, considering the aggregated RI
[image: ]
[bookmark: _Ref525625154]Figure 8: Reported experienced interference-over-thermal to the aggressor
There is also a dependency between the RIM mitigation scheme applied and the impact to the traffic in the victim cell. That is, a down-regulation in power in this example need to consider the impact to the traffic in the victim cell, which could complicate scheduling from changing DL power.
[bookmark: _Toc528939866]A more advanced RIM scheme that FW-2.2 would allow for should take the impact on the traffic in the aggressor cell into consideration 
It is also not clear which parameters could be of interest to specify, how the IEs should be defined and whether any performance requirements would have to be put on the gNB reporting.
[bookmark: _Toc528939867]Details on which IEs to carry, their size, and associated accuracy and potential requirements need to be understood to get the full scope of FW-2.2

At RAN1#94, RAN1 asked RAN3 for their expertise with regards to the frameworks that were on the table at that time, including framework-2.2. The response has been received in [10], where RAN3 states: 
“During the discussion, the questions of benefits of framework 2.2 was raised. RAN3 believes that the evaluation of benefits of framework 2.2 requires more details about what type of assistance information would be transmitted over the backhaul from the victim to the aggressor side.”
Considering the time duration of the RS and the concerns provided, we recommend RAN1 to continue its investigation on FW-0, FW-1 and FW-2.1 in its search for suitable RIM solutions to specify, leaving FW-2.2 at least out of the scope for Rel-16 specification work (see Section 2.2.6).
It should also be noted that a RIM scheme with FW-2.1 will have no issue mitigation the interference from a victim perspective. From that point of view, the frameworks are the same.
2.2.4	FW-2.1 vs FW-3.1
Framework-3.1 identifies the reception of RS-1 at the aggressor as a weak link in previous frameworks. Hence, the potential benefit of FW-3.1 is considered for the asymmetric interference case (RI not detected at the aggressor).
Although the RI is detected at the victim, each victim-aggressor link can be weak so that RS-1 cannot be reliably detected at the aggressors. This is since the RI increase at the victim is due to aggregation of many interfering gNBs, while for RS-1, there might be no aggregation (no gNB grouping).
[image: ]
Figure 9: Asymmetric interference scenario (RS1 not received – red arrow – at aggressor)
In this case, it is probably advisable to apply mitigation schemes at the (few) victims (UL muting) rather than at the (many) aggressors (DL muting) to avoid a too large impact on the DL capacity. Hence, if a victim has transmitted RS-1, potentially received some RS-2 signaling from aggressors, but the RI situation is still present, it can take own action and apply UL muting to reduce the impact of the RI.
[bookmark: _Toc528939868]In a strong asymmetric interference situation, it is advisable for system performance to apply mitigation techniques at the victim
The reason for not detecting RS-1 is the reception performance of the RS not being sufficient. It should be noted though that the RS performance can be improved by boosting the power (when possible) when transmitting the RS and/or by using repetitions in time to improve performance. 
[bookmark: _Toc528939869]RS performance can be improved through power boosting and RS repetitions in time
Furthermore, there are several ways to improve the asymmetric case by network configuration. One such way is to configure the gNB sets to mitigate such asymmetric conditions (grouping multiple victims to achieve aggregation of RS-1). Another is to limit the number of sequences used in the network, see [12].
[bookmark: _Toc528939870]In an asymmetric scenario, the asymmetry, in terms of performance, can be improved by proper gNB set grouping (utilizing the aggregation of multiple signals)
[bookmark: _Toc528939871]In an asymmetric scenario, performance can be improved by limiting the sequences used in the network (improving the reception of RS-1)
Another aspect easily overlooked is to consider the whole network impact from RIM RS transmission. That is, one victim detecting the RI and sending RS-1, will also help other victims that might not reach the aggressors with the RS-1 transmission.


Figure 10: Asymmetric interference scenario with a subset of the victims reaching the aggressors
[bookmark: _Toc528939872]Mitigation schemes applied at a given aggressor will improve the interference situation for all victims reached.
Apart from the above reasoning on how to improve an asymmetric interference situation, and looking instead at FW-3.1 specifically, a strong concern is the increased backhaul signalling load. 
Considering that the RI will vary over time (not appear in the same way over different days, e.g. over different areas, at different heights), the list of potential aggressors needs to be big and every time the duct happens, the gNBs will send backhaul to each potential aggressor node. Furthermore, each of the nodes will transmit an RS over the air causing unnecessary interference and occupying resources in the cell it is being transmitted in.
As an example, assuming that
-	A given gNB can be potentially interfered by on average 5000 gNBs
-	The number of victims that detect RI is assumed to be 1000
-	10% on average of the potential aggressors are true aggressors
For FW-3.1, 5 million backhaul messages will be sent (victims to aggressors) at first to instruct transmission of RS-2, followed by a second signaling to either tell the aggressor to apply mitigation scheme, or stop transmitting the RS. Hence, in total 10 million backhaul messages. These are followed by a message to indicate that the duct is over to all true aggressors, 0.1*5e6.
For FW-2.1, there would be 1000*5000*0.1 = 0.5e6 backhaul messages being sent to set up the backhaul link and the same amount to communicate that the duct is over.
Comparing FW-2.1 with FW-3.1 hence results in roughly 1000 % ((10e6+0.1*5e6)/(0.5e6*2)) increase in the backhaul messages required. Clearly, RAN3 needs to be asked about feasibility of such an approach. Considering that RAN1#95 is the last meeting of the SI (hence to show feasibility of a given framework), FW-3.1 is not considered feasible.
[bookmark: _Toc528939873]Using a framework based on backhaul signaling to potential aggressors could imply a massive increase in the backhaul signaling needed, implying that RAN3 consultation is required before understanding the feasibility of such an approach. Considering RAN1#95 is the last meeting of the SI, triggering liaison between the groups and getting a response is not seen feasible.
2.2.5	FW-1 vs FW-3.2
The closest framework to FW-3.2 is FW-1. Comparing the two, the stopping of RS-1 transmission by the victim is the main claimed benefit. This is however questioned due to the low duty cycle of RIM RS. Hence, the additional interference and resource occupancy caused by transmitting RS-1 during the full duct can be considered minimal. 
[bookmark: _Toc528939874]Stopping RS-1 transmission after RS-2 detection will save little in terms of resource usage in the target cell, or reduction of interference in the network, due to the low duty cycle of the RIM RS
Furthermore, the framework is believed to cause instability, for example the missed detection of RS-2 that causes the victim to stop RS-1 and hence the aggressor to stop its mitigation scheme. Also, expanding the concept on network level, a given victim will be able to detect RS-2 from multiple aggressors, but how does the victim determine that “all” aggressors have been heard, and that it is ok to stop RS-1 transmission?
[bookmark: _Toc528939882]The stability of a framework that stops RS-1 transmission after RS-2 detection need to be further analyzed
2.2.5	FW-1 vs FW-3.3
Using a timer to stop RS-1 transmission (at the victim) and stop RIM schemes (at the aggressor) could be a rough way to realize FW-1. The implementation complexity would be lower, but also the potential benefits of using an adaptive framework is diminished.
[bookmark: _Toc528939875]Using timer-based stopping criteria at the victim and aggressor simplifies implementation at the cost of limiting the gains with an adaptive framework
Using a timer-based solution for FW-1, is considered an implementation option and already captured by FW-1 (not all steps of a framework need to be carried out), with no need to further capture it in the technical report.
[bookmark: _Toc528939876]Adopting a timer in the gNB is purely an implementation option of FW-1 (a subset of the steps performed) with no impact on the RAN1 work
2.2.6	Conclusion
Based on the analysis provided in Section 2.2.1 – 2.2.5 it is concluded that:
[bookmark: _Toc528939883]RAN1 to continue its investigation on FW-0, FW-1 and FW-2.1 in its search for suitable RIM solutions to specify, leaving FW-2.2 out of Rel-16 scope
3	Other framework related proposals
There are other framework related proposals that for example have been raised in [11] related to RS ID granularity, victim-aggressor relationship, neighbour assisted RI detection. 
It is our understanding that RS ID granularity, see [11], is a way of operating the network that could be achieved through implementation. Either a given gNB could first be configured to belong to a larger group, while later on, after the group has been identified, a finer granularity of the RS ID grouping can be configured. Alternatively, the network could configure a given gNB to belong to two RS ID groups (one where the RS is shared in a bigger group, and one where it is shared between a smaller set of gNBs).
[bookmark: _Toc528939877]Using different RS ID granularity is an implementation choice that can either assign a gNB to belong to different groups serially in time, or in parallel by separate configurations
Keeping and maintaining a victim-aggressor relationship, see [11], in the network is a reasonable way to implement the overall RIM framework. The grouping of gNBs should be based on both static information (e.g. placement of gNB) but also information of more dynamic character (e.g. interference situation changing). This is however something that would be handled outside the standard, purely by implementation
[bookmark: _Toc528939878]Keeping and maintaining victim-aggressor relationships is expected to be handled by network implementation
To have neighbouring gNBs assisting to coordinate transmissions to better detect remote interference, see [11], is an interference coordination mechanism outside the scope of the study item. This would rather fall under the umbrella of general inter-cell interference coordination/mitigation.
[bookmark: _Toc528939879]To coordinate between gNBs over Xn interface with the purpose of interference coordination is outside the scope of the RIM SI
In addition to these ideas, there have been discussion on the use of RS-1 and RS-2 in Framework-1. They are conceptually used to describe the RS transmitted to communicate that a node is being interfered (RS-1) and to communicate that the duct is still present (RS-2). From a network performance point of view, it is of interest to distinguish the two RSs to avoid that victims receiving RS-2 will start applying mitigation schemes even if no gNB is being interfered. To avoid multiple RS transmissions from a given gNB, one of RS-1 and RS-2 should be transmitted from a given gNB at a given point in time.  The RS selected should communicate to the receiver either “I am being interfered” (RS-1) or “Duct is going on but no RI detected” (RS-2).
Table 1: RS transmission depending on gNB role
	gNB role
	RS transmission

	Victim
	RS-1

	Aggressor
	RS-2

	Victim and aggressor
	RS-1



[bookmark: _Toc528939884]Support different RS transmissions for RS-1 and RS-2 with a given gNB transmitting one of them at a given point in time (depending on what the gNB wants to communicate to potential receivers of the RS)
4	Specification and implementation
It should be noted that all the above frameworks are just example descriptions of a possible network implementation to solve a remote interference situation with the specification tools available. 
Furthermore, the gNB roles referred to “victim” and “aggressor” is not a label that a given gNB will be configured with, and the role as such can also change over time. 
[bookmark: _GoBack]For example, a gNB that is detecting remote interference (a victim), can, after detecting remote interference and sending RS-1, see that the RI disappears (due to other nodes muting the DL transmission). It is no longer a victim and can transmit RS-2 (each gNB is assumed to be configured with RS-1 and RS-2). In such a way, a closed-loop signalling between two nodes can be realized where RS-1 would communicate “I am interfered, please reduce interference” while RS-2 would communicate “The duct is going on, but I am not/no longer interfered”. A more aggressive implementation can then increase the power again until the victim switches to RS-1 transmission, for example.
Also, if RAN3 adopts a backhaul signalling solution, a given implementation could make use of both RS-1/RS-2 transmission and backhaul signalling in a RIM network implementation.
[bookmark: _Toc528939880]The examples of frameworks provided in the TR are not exhaustive and the resulting specification will allow for any network implementation to combat RIM, as long as the specification is followed
5	Conclusion
In the previous sections we made the following observations: 
Observation 1	Although some manual intervention is still needed in FW-1, there is a level of automation/adaptation not present in FW-0
Observation 2	The most critical link for an adaptive framework is the RS1 detection at the aggressor. Without it, there can be no adaptive framework.
Observation 3	The SNR for RS detection should be significantly lower than RI detection, considering proper RS planning and multiplexing RSs to a large extent in time
Observation 4	The channel conditions due to ducting between two given gNBs are expected to remain relatively stable during a ducting event
Observation 5	Intra-cell interference from PUSCH/PUCCH, interfering RI detection, can be avoided by scheduling, having a consequence on UL capacity
Observation 6	The difference in reliability between a framework with backhaul signalling and one without depends primarily on the processing gain of the RS design and how well intra-cell interference can be avoided in the RS detection
Observation 7	The time until RS2 is detected (over the air or through backhaul) is highly dependent on the detector and the RS periodicity assumed, comparing FW-1 and Framework-2.X
Observation 8	Minimizing the time of RS2 reception is not seen critical (the action taken is the victim stopping transmitting RS1, which is transmitted with very low overhead)
Observation 9	The potential gains with FW-2.2 is not clear considering the additional complexity increase it brings
Observation 10	It is likely that FW-2.1 and FW-2.2 will be similar in network performance due to the one-to-many relation between aggressor gNBs and their victims
Observation 11	It is not clear how the decision is taken at the victim on which information to send to each aggressor, considering the aggregated RI
Observation 12	A more advanced RIM scheme that FW-2.2 would allow for should take the impact on the traffic in the aggressor cell into consideration
Observation 13	Details on which IEs to carry, their size, and associated accuracy and potential requirements need to be understood to get the full scope of FW-2.2
Observation 14	In a strong asymmetric interference situation, it is advisable for system performance to apply mitigation techniques at the victim
Observation 15	RS performance can be improved through power boosting and RS repetitions in time
Observation 16	In an asymmetric scenario, the asymmetry, in terms of performance, can be improved by proper gNB set grouping (utilizing the aggregation of multiple signals)
Observation 17	In an asymmetric scenario, performance can be improved by limiting the sequences used in the network (improving the reception of RS-1)
Observation 18	Mitigation schemes applied at a given aggressor will improve the interference situation for all victims reached.
Observation 19	Using a framework based on backhaul signaling to potential aggressors could imply a massive increase in the backhaul signaling needed, implying that RAN3 consultation is required before understanding the feasibility of such an approach. Considering RAN1#95 is the last meeting of the SI, triggering liaison between the groups and getting a response is not seen feasible.
Observation 20	Stopping RS-1 transmission after RS-2 detection will save little in terms of resource usage in the target cell, or reduction of interference in the network, due to the low duty cycle of the RIM RS
Observation 21	Using timer-based stopping criteria at the victim and aggressor simplifies implementation at the cost of limiting the gains with an adaptive framework
Observation 22	Adopting a timer in the gNB is purely an implementation option of FW-1 (a subset of the steps performed) with no impact on the RAN1 work
Observation 23	Using different RS ID granularity is an implementation choice that can either assign a gNB to belong to different groups serially in time, or in parallel by separate configurations
Observation 24	Keeping and maintaining victim-aggressor relationships is expected to be handled by network implementation
Observation 25	To coordinate between gNBs over Xn interface with the purpose of interference coordination is outside the scope of the RIM SI
Observation 26	The examples of frameworks provided in the TR are not exhaustive and the resulting specification will allow for any network implementation to combat RIM, as long as the specification is followed
Based on the discussion in the previous sections we propose the following:
Proposal 1	The RIM RS should be specified to convey information for gNB (set) identification, irrespective of framework chosen
Proposal 2	The stability of a framework that stops RS-1 transmission after RS-2 detection need to be further analyzed
Proposal 3	RAN1 to continue its investigation on FW-0, FW-1 and FW-2.1 in its search for suitable RIM solutions to specify, leaving FW-2.2 out of Rel-16 scope
Proposal 4	Support different RS transmissions for RS-1 and RS-2 with a given gNB transmitting one of them at a given point in time (depending on what the gNB wants to communicate to potential receivers of the RS)
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