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1 Introduction
In this contribution, we discuss a few scenarios where remote interference mitigation techniques are needed for improving network robustness. Some approaches to improve the network robustness are also discussed.
2 Existing RIM Frameworks
For reference purpose, we include the three frameworks being discussed in 3GPP in this section.
Framework-1:
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Framework-2.1:
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Framework-2.2:
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3 Remote Interference Mitigation at Victim
Remote interference (RI) can be mitigated at both the aggressor and the victim based on similar mechanisms. Some typical RI mitigation techniques at aggressor can be early termination of DL transmission, reduction of DL power or avoiding DL transmission in the beam that causes RI to the victim. The corresponding victim side RI mitigation approaches can be postponing the UL transmission, increasing UL power or avoiding UL transmission in the beam that receives RI from the aggressor. In the first meeting for RIM SI, RI mitigation at aggressor was discussed and incorporated into the agreed RIM frameworks. 
There are a few reasons why victim side mitigation techniques are needed. First, in an asymmetric interference scenario, aggressor may not reliably detect the OTA signal from victim to trigger aggressor side mitigation if the transmission power from victim is too low. In addition, victim side mitigation can take effect faster than the aggressor side mitigation. Furthermore, an interference power increase in the UL reception of a base station (BS) can be caused by remote interference or interference from its nearby neighbors. Victim side mitigation can handle both cases with a unified design and therefore it is not sensitive to the error of mis-classifying neighbor interference as remote interference. 
For these reasons, we think victim side mitigation should be studied and organically aligned with aggressor side mitigation. This may include the triggering and termination of the victim side mitigation as well as interaction between aggressor mitigation and victim mitigation. Accordingly, RIM operation over the remote interference path can be performed by the following general steps:
· Victim detects the RI
· Victim starts to apply and maintain the mitigation mechanism at victim
· Victim requests aggressor side mitigation
· Triggering of aggressor side mitigation is based on a stricter criterion to avoid mis-classifying neighbor cell’s UL interference as remote interference which results in more operational overhead.
· Aggressor receives the request from victim and starts to apply and maintain the mitigation mechanism at aggressor 
· Victim adapts its mitigation mechanism to the change of RI due to aggressor side mitigation
· Victim stops applying RI mitigation at victim after RI disappears
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[bookmark: p1]Proposal 1: Apply victim side remote interference mitigation together with aggressor side mitigation in RIM frameworks
4 Victim-Aggressor Relationship
So far, we have only discussed have to use recently received interference for RIM but have not used the information about potential victim-aggressor relationship that is obtained in the past. For certain network topology, geographic condition and antenna setup of cells, etc., some cells are more likely to cause remote interference to some other cells. For example, BS of a cell with its receive antenna beam facing north will not receive remote interference from BS of another cell with its transmit antenna beam facing north too. It is reasonable to believe that a cell can be repeatedly impacted by a few other cells but never impacted by the rest of cells. If a RIM system has been deployed for a while (e.g., weeks, months, years…), it can keep obtaining useful information about the victim-aggressor relationship between certain cells. It would be a waste if these information is not used at all.
There can be two ways for a RIM system to establish the database for the victim-aggressor relationship. First, the operator may input information to the database based on geographic locations and antenna setup of cells in the network. This provides the initial content in the database for potential victim-aggressor relationship. The second way is to let the network automatically collect the information when the RIM system is in operation. I.e., whenever RI emerges among cells and the interference source is identified by any other cell in the network, the detector cell and the interference source cell constitute a pair of victim and aggressor and this information can be used to update the database. Apparently, victim-aggressor relationship collected by the second automatic approach is more informative and reliable because it has been confirmed by the OTA measurement at the detector.
The logical structure of the RIM system utilizing victim-aggressor relationship is shown in the following figure. For illustration purpose, this figure includes an aggressor and a victim where one can send RS to the other or both can send RSs to each other. The system is initially provided with potential victim-aggressor relationship by manual input based on geographic locations and antenna setup of the cells, etc. As the system operates, it will automatically refine the initial potential victim-aggressor relationship and update the confirmed victim-aggressor relationship whenever any cell identifies another interference source cell based on detection of RS conveying an ID of the source (e.g., step-1 in framework-2.1). The potential and confirmed victim-aggressor relationship databases are maintained on the network level so that cells can access and update the information.


Some potential use cases of the victim-aggressor relationship can be:
· In a framework such as framework-2.1 and framework-2.2, victim transmits a RS conveying ID assigned to the victim. Aggressor detects the RS, identifies the victim and performs the subsequent RIM steps. There can be multiple victims that transmit RSs to the same aggressor. Network may want to configure RSs to these victims in a way that when received by the aggressor, these RSs create little or no interference to each other. Network may use the victim-aggressor relationship to ensure that for victims that have a past victim-aggressor relationship with the current aggressor cell, RS sequences with low cross-correlation are assigned to these victims, or RS sequences are transmitted in non-overlapping frequency/time resources by these victims.
· In a framework such as framework-2.1 and framework-2.2, aggressor needs to monitor RS from a victim and apply the RI mitigation. RS monitoring at aggressor is either configured by OAM in low density or activated when aggressor detects remote interference power in a sloping pattern from victim. Either way, the RS monitoring latency can be very long due to the low monitoring density and the large number of RSs from potential victim to be detected. If network indicates the aggressor to first detect RSs only from cells that have a past victim-aggressor with it, the aggressor can finish RS detection more quickly.
We believe there are many more scenarios where RIM system can benefit from the past information about the victim-aggressor relationship.
[bookmark: p2]Proposal 2: Identify scenarios where RIM system can benefit from the past information about the victim-aggressor relationship and study how victim-aggressor relationship can be obtained and updated.
5 ID Granularity
Currently three levels of ID granularities exist when network configures RS transmission in RIM frameworks. This includes
· In framework-1, a common RS is transmitted by victim or aggressor without conveying an ID that can be used to identify the transmitter
· In framework-2.1/2.2, a RS is transmitted by victim conveying an assigned ID to the victim
· The ID can be a cell group level identifier that is assigned to the cell group that the RS transmitting cell belongs to, or
· The ID can be a unique identifier that is assigned to the individual RS transmitting cell
The finer the ID granularity, the less ambiguous the transmitter can be identified based on RS detection. However, a fine ID granularity requires the RS detector to check through a longer list of RS sequences which results in long RS detection latency. Besides, fine granularity ID does not provide the compound effect of interference power from a number of cells with unique IDs that otherwise are associated with a single cell group ID. As a result, the detector may have a higher mis-detection rate of the individual cell-based IDs than the cell group ID.
In order to benefit from both the fine (e.g., cell-based) and coarse (e.g., common, cell group level) ID granularities for cell detection, a RIM framework may adopt one of the RS configuration approaches in the following figure. Based on the transmission and reception of a RS with coarse granularity ID, the RIM framework can enable a cell to quickly detect the presence of remote interference with good detection rate (i.e., by exploring the compound effect of RSs from different cells). Based on the transmission and reception of a RS with fine granularity ID, the RIM framework can enable a cell to precisely locate the RS transmitter. In this sense, “RS-a” in the figure acts as a “beacon” signal indicating the presence of interference, and “RS-b” helps pinpoint each individual RS transmitting cell. Compared to the first approach, the second one consumes a less number of RS sequences and allows more flexibility though it needs some additional backhaul information exchange for the network to dynamically adjust the ID granularity.  




[bookmark: p3]Proposal 3: Adopt different ID granularities to achieve fast and robust cell detection.
6 Neighbour Assisted RI Detection
RI is a BS to BS interference that appears in the UL portion of the victim cell. The sloping like IoT at the beginning of UL is a unique characteristic of RI when interference from multiple aggressor cells arrives at the victim with different lags. Besides RI, a victim cell may also be impacted by strong UL transmission from UEs of its nearby neighbor cells. The final result is a mixture of these two effects.
Unless a victim cell only relies on the victim side interference mitigation, in order to take a proper RIM action, it needs to know how much the interference in UL is contributed by RI. This could be very much needed especially if UL interference from UEs of nearby neighbor cells fluctuates in time or compound interference from remote cells does not show a clear slope. 
To better handle RI and neighbor interference simultaneously, the BS of a victim should be able to distinguish the contribution of these two types of interference. One way to do this is to let neighboring cells exchange the UL power, scheduling information and potentially locations of their UEs. Once BS of a cell receives these information from all nearby neighbors, it can calculate the effect of UL interference from these neighbors. Or, further based on the geographic locations of the neighboring cells, these cells may directly exchange the estimate of UL interference from their own UEs to each other.
[bookmark: p4]Proposal 4: BSs of neighboring cells exchange UL power and scheduling information of their own UEs to estimate the UL interference among these cells and subsequently estimate the remote interference power.


7 UE Involvement 
This is a recap of our previously submitted proposals in RAN1-94 [1][2].
The RIM study item below states that potential UE side’s enhancement can be explored for improving network robustness and addressing strong remote base station interference.
	1. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
…


RACH enhancement:
As a response to the request of this SI, we proposed the UE autonomous RACH enhancement when strong remote interference overlaps with the RACH preamble transmitted by the UE. 


The basic idea is that if the UE fails RACH and if it believes that the failure is caused by RI which may only impact the beginning of the UL portion, the UE can choose a later location for preamble transmission to hide from the RI. The UE checks two conditions before it decides to change the RACH occasion. First, network needs to configure a backup configuration of RACH that has a later starting symbol than the regular RACH configuration. Secondly, the UE has detected the presence of the remote interference. The detection of remote interference can be based on a good DL SNR and RACH failures at the beginning of the UL portion. In this case, the UE can switch to the backup RACH configuration to quickly work around the RI before the base station takes an action for RIM.
UE assisted RI detection:
As mentioned in the RACH enhancement part, when RI is present, the UE tends to fail random access more often if the RACH occasion is close to the guard period where RI can be stronger. Besides, the UE may experience other issues in the UL such as excessive UL re-transmission even if DL signal quality is good. These issues may only be observed in symbols right after the guard period. If these occur, once the UE manage to connect to the cell or another neighbor cell or another technology, it can report the emergence of RI to the network. This provides a supplementary mechanism for RI detection.
[bookmark: p5]Proposal 5: UE adopts autonomous RACH enhancement and reports to the network about the emergence of remote interference.
8 Conclusions 
In this contribution, we have discussed techniques for improving network robustness. We have made the following proposals:
Proposal 1: Apply victim side remote interference mitigation together with aggressor side mitigation in RIM frameworks
Proposal 2: Identify scenarios where RIM system can benefit from the past information about the victim-aggressor relationship and study how victim-aggressor relationship can be obtained and updated.
Proposal 3: Adopt different ID granularities to achieve fast and robust cell detection.
Proposal 4: BSs of neighboring cells exchange UL power and scheduling information of their own UEs to estimate the UL interference among these cells and subsequently estimate the remote interference power.
[bookmark: _GoBack]Proposal 5: UE adopts autonomous RACH enhancement and reports to the network about the emergence of remote interference.
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