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1	Introduction
A new SI for NR Rel-16 has been approved at RAN#80 regarding mechanisms for mitigating remote base station to base station interference in TDD systems. The SID [1] specifies the following objectives for the study:
Objectives for studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel include:
1. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
1. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
0. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
0. Existing reference signals are starting points of discussion.
0. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
1. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3] 


In this contribution, we discuss objective B highlighted above, including whether it is necessary for a gNB to identify that it creates strong inter-gNB interference to some victim gNB, how potential reference signal transmission could aid in identifying victim/aggressor gNBs and what requirements should be put on such a reference signal. Our companion contribution [3] discusses evaluation methodology to be used in the reference signal design process.
[bookmark: _Ref178064866]2	Discussion on necessity of identifying gNB aggressors
There are many potential solutions to mitigate the impact of remote base station interference, both using dynamic coordination type of approaches as well as more static mechanisms based on NW planning, as discussed further in our companion contribution [2] it is not certain that all RIM mitigation schemes require identification of specific gNB aggressor. Therefore, the starting point of discussion should be what level of aggressor/victim identification is needed and how such information can be utilized to improve network performance in the presence of remote interference.
In our view, three levels of RIM aggressor/victim identification can be considered in the study:
1. Identification of the presence of remote interference, without identifying specific victims/aggressors
2. Identification of victim/aggressors on gNB group level
3. Identification of victim/aggressors on individual gNB level
If a RIM mitigation mechanism only needs to know that remote interference is present, it would not be necessary to transmit any reference signals. A gNB which is a victim of remote interference could determine that based on local measurements performed in the node itself. For instance, it could observe a sudden IoT degradation or that the interference has a RI characteristic with decaying power-delay profile (as is discussed further in [2]) and come to the conclusion that such interference is likely caused by remote gNB(s). In case of a symmetric IoT degradation scenario, where different clusters of gNBs cause a similar amount of interference towards each-other, it may be enough to simply observe that remote interference is present and apply a proper RIM mitigation technique, due to that the victim-aggressor relation is reciprocal. However, in an asymmetric IoT degradation case, as is illustrated in Figure 1 below, this may not be the case. Although the propagation channel between two gNBs is reciprocal, the IoT degradation may be more severe for one of the gNBs as that gNB may receive remote interference from many gNB aggressors, while the other gNB receives remote interference from only a few (thereby not being able to identify that a ducting event is present and that it causes interference to some victim gNB). Hence, solutions that could work in the symmetrical IoT case need not work in the asymmetrical case, as shown here. The study should thus focus on the asymmetrical IoT degradation case.
[bookmark: _Toc521667703]Basing a RIM mitigation mechanism solely on localized detection of presence of remote interference may not work for the asymmetric IoT degradation case
[bookmark: _Toc521667704]The study should focus on the asymmetrical IoT degradation case



[bookmark: _Ref521496253]Figure 1: Illustration of asymmetric IoT degradation case. gNBs in cluster A receives remote interference from 5 gNBs in cluster B, while gNBs in cluster B only receives remote interference from 2 gNBs in cluster A

Based on the above discussion, it can be concluded that some kind of victim gNB identification (to a potential aggressor gNB) is likely needed to aid RIM mitigating mechanisms. However, if identification is needed on a group or individual gNB level, further study is required, taking into account what such information is used for. 
In our view, we should as a first priority assure that we can create observability of the presence of RIM in the NW from the OAM layer. This could involve simply gathering statistics of how often remote interference due to ducting occurs, which (groups of) gNBs typically interfere other (groups of) gNBs, and so forth, with the purpose of aiding NW planning procedures or to manually apply RIM mitigation mechanisms as needed. Thus, group/individual gNB identification may be beneficial even without considering adaptive RIM mitigation mechanism.
[bookmark: _Toc521667705]Support some level of gNB/gNB group identification, at least to add observability from OAM of the presence of remote interference in the NW
It should be noted though that it is likely beneficial for the NW to be able to configure somehow if several gNBs can share the same ID for RIM identification purposes. That is, tying for instance a reference signal transmission slot or sequence directly to e.g. a gNB ID is likely too inflexible. Instead, an ID space for RIM identification can be defined where IDs can be allocated to gNBs by the OAM layer, which implies that it is rather the size of the ID space that needs to be determined.
[bookmark: _Toc521667706]Further study what size of the ID space to enable group or individual gNB victim/aggressor identification is needed

3 	Reference signal transmission principles
In order for a victim gNB to communicate to an aggressor gNB that it receives interference from, over-the-air transmission is likely needed since the identity of the aggressor(s) is unknown. That is, some kind of reference signal needs to be transmitted by the victim which is then monitored by potential gNB aggressors in the NW (where each gNB would typically be considered as potential aggressor). A simple reference signal transmission mechanism can then be as follows.
1. RI identification by victim gNB: As mentioned in the previous section, a victim gNB could likely determine that it is indeed a victim of remote interference by performing local measurements. 
2. RS transmission by victim gNB: Upon determining that such is the case, the victim gNB can transmit a reference signal with the intention to make aggressors aware that they are causing interference to the victim. For the case where exactly the same TDD UL/DL configuration is used across the network (including GP size in “special” slot), the reference signal may be transmitted by the victim in the end part of the DL region right before the GP. Due to the long propagation delay between the victim and aggressor, the transmitted RS will be received in the UL region at the aggressor whereas it will fall within the GP at a non-aggressor neighbor gNB, as is illustrated in Figure 2.
3. RS monitoring by potential aggressor gNB: Potential aggressor gNBs in the NW could then periodically monitor the start of the UL region with the purpose of trying to detect reference signals transmitted by potential victims. Upon detection, proper RIM mitigation mechanism could be applied according to the specific gNB’s implementation, such as reporting the detection to OAM or adapting the GP length.

[bookmark: _GoBack]
[bookmark: _Ref521499702]Figure 2:  Illustration of basic RIM reference signal transmission scheme
[bookmark: _Toc521667707]The following baseline procedure shall be used for RS transmission/monitoring: i) RI identification (victim); ii) RS Tx (victim); iii) RS monitoring (potential aggressor)
4	Requirements and design possibilities for RIM reference signal
In order to determine a proper reference signal structure for the RIM RS, including if a new RS must be designed or if an existing RS can be re-used, a set of requirements of the RS must first be decided. In the following, we present our view on such requirements.
1. Should not cause ambiguity with legacy UL transmissions
· As the RIM reference signal is intended to be detected by gNBs in the UL region and so will interfere legacy UL transmission, it should be designed such that it does not cause any ambiguities. That is, the likelihood that a RIM RS transmission is misdetected as a PRACH, PUCCH, PUSCH or SRS should be low. Similarly, the presence of RIM RS should not unnecessarily complicate the reception of any UL signals, which could happen if the RIM RS exhibits high cross-correlation with an UL signal.
2. Should have low overhead
· As the reference signal is transmitted in lieu of regular PDSCH transmission, overhead should be kept as low as possible in order to not waste DL resources. In fact, even if there is no DL traffic in the cell so that the RIM RS would not steal DL resources, the transmission of the RS would cause additional UL interference, which is another motivation why the overhead should be constrained
3. Should have acceptable detection complexity
· As each gNB in the NW is a potential aggressor, each gNB must spent computational resources to try to detect RIM RS transmitted from potential victim gNBs. As there are many potential victims, the RS and transmission mechanism should be designed so that detection is not unnecessarily computationally burdensome.
4. Should be designed to be detectable without OFDM symbol alignment
· The propagation distance between the victim and aggressor gNBs may typically be large and unknown. Implying that the receiver will not have OFDM symbol alignment or synch with the transmitter. Thus, the RS should be detectable even if the transmitted OFDM symbol carrying the RS is received with an offset longer than the CP length of the receivers UL OFDM symbol window
5. Should have sufficiently large detection probability and sufficiently low false alarm rate around a reasonable SNR operating point
· We elaborate on the detection requirements in our companion contribution on evaluation assumptions [3]. But for instance, good detection could imply a low-CM design or a certain BW requirement.
6. Should enable gNB identification on group or individual level
· Based on detection of a RIM RS sequence in a certain time-frequency location, the receiver should, directly or indirectly, infer some information about the transmitter of the reference signal
7. Should enable estimation of propagation delay between transmitter and receiver
· For some RIM mitigation techniques, such as GP adaptation, the aggressor needs to know how large GP needs to be enlarged. 
8. Should have low enough cubic metric/PAPR to be transmitted with the same power as PDSCH
· If the RS sequence has higher PAPR than PDSCH, a power backoff needs to be applied which will negatively impact detection performance of the RS

[bookmark: _Toc521667708]Requirements on the reference signal should be: i) not to cause ambiguity with legacy UL transmissions; ii) have low overhead; iii) have acceptable (false) detection performance and complexity; iv) be detectable without OFDM symbol alignment; v) enable (group) gNB identification; vi) enable propagation delay estimation; vii) low cubic metric/PAPR

In the following, we discuss a number of possible design choices for the RIM RS that can be evaluated under the course of the SI, along with a number of issues that the design needs to solve.
4.1 gNB detection window assumption
According to Requirement #4, the RS should be detectable without requiring OFDM symbol alignment, it is not clear that the baseline detection window should be per UL OFDM symbol in the frequency domain. One can consider the following options for gNB detection.
1. Detection in time-domain
· As there is no OFDM-symbol alignment, the gNB could utilize a time-domain detector that correlates with the reference sequence over the entire UL region, similar to PSS detection. Such a detection strategy would likely require a more narrowband reference signal design to reduce detection complexity. A downside with this approach is that typical gNB baseband processing is performed on frequency-domain samples.
2. Detection in frequency-domain re-using FFT for PUSCH reception
· With this approach, the detector works on consecutive UL OFDM symbols. Re-using existing data FFT potentially reduces implementation complexity of RIM RS detector in gNB. However, in order to assure sufficient detection probability when OFDM symbol alignment is missing, PRACH-like OFDM signal generation based on repeating the time domain signal may be required. This repetition will increase the reference signal overhead.
3. Detection in frequency-domain using smaller FFT size than for PUSCH reception
· Another approach is to let the detector work on a sub-OFDM symbol level, by for instance using an FFT size half of that which is used for PUSCH reception. If the reference signal uses a comb-like mapping in the frequency-domain (e.g. IFDMA with RPF=2), the time-domain signal will be repeated within an OFDM symbol. By detecting using a smaller FFT size on sub-OFDM symbol level, the repetitions within an OFDM symbol will act as CP and an entire copy of the reference sequence can be received in the sub-OFDM symbol window without having OFDM symbol alignment, even if the RS is transmitted only in a single OFDM symbol.

As may be seen from the above discussion, different detection window assumptions put different requirements on the reference signal design. Therefore, RAN1 should decide which option should be the assumption used in the design.
[bookmark: _Toc521667709]Decide, based on evaluations and gNB complexity, which gNB detection window should be the assumption for the reference signal design

4.2 Reference signal design options
In order to convey information about the identity of the transmitting gNB according to Requirement #6, some information needs to be derivable based on in which time-frequency location a reference signal was detected in, and which sequence was detected. Basically, this would encompass partitioning the possible RS transmission locations between different gNBs using TDM, FDM and CDM. That is, different gNBs can be allocated different RS sequences (CDM), different frequency locations such as subbands or comb offsets (FDM) or slots/frames where transmission of the reference signal is allowed (TDM). To decide how such a partition should look like we should first, as discussed in [2], decide on what RIM characteristics the system should be design to handle, i.e. what interference range and duration should be the assumption, and following from that how many gNBs need sounding resources in a certain time interval. Then peak base station detection complexity should be considered, i.e. how many sequences gNB is expected to try to detect in a certain time duration.
[bookmark: _Toc521667710]Decide how to partition RIM RS sounding resources using TDM, FDM and CDM based on agreed RIM interference characteristics
Other design choices of the reference signal include what is an appropriate bandwidth and frequency location, what sequence generator to use (e.g. PN-sequence such as Gold or m-sequence, or low-CM Zadoff-Chu sequence) considering auto and cross-correlation properties. 
Conclusion
In the previous sections we made the following observations: 
Observation 1	Basing a RIM mitigation mechanism solely on localized detection of presence of remote interference may not work for the asymmetric IoT degradation case
Observation 2	The study should focus on the asymmetrical IoT degradation case

Based on the discussion in the previous sections we propose the following:
Proposal 1	Support some level of gNB/gNB group identification, at least to add observability from OAM of the presence of remote interference in the NW
Proposal 2	Further study what size of the ID space to enable group or individual gNB victim/aggressor identification is needed
Proposal 3	The following baseline procedure shall be used for RS transmission/monitoring: i) RI identification (victim); ii) RS Tx (victim); iii) RS monitoring (potential aggressor)
Proposal 4	Requirements on the reference signal should be: i) not to cause ambiguity with legacy UL transmissions; ii) have low overhead; iii) have acceptable (false) detection performance and complexity; iv) be detectable without OFDM symbol alignment; v) enable (group) gNB identification; vi) enable propagation delay estimation; vii) low cubic metric/PAPR
Proposal 5	Decide, based on evaluations and gNB complexity, which gNB detection window should be the assumption for the reference signal design
Proposal 6	Decide how to partition RIM RS sounding resources using TDM, FDM and CDM based on agreed RIM interference characteristics
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