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Introduction
[bookmark: _Ref178064866]The objective of the work item on further enhanced NB-IoT is to introduce further support of enhanced features for NB-IoT, supporting standalone, guard-band, and in-band operation modes. One objective is to study, and if found necessary improve, NPRACH reliability and range enhancements as listed below.

NPRACH reliability and range enhancements
· If found necessary, reduce false alarm probability for NPRACH detection due to inter-cell interference on NPRACH [RAN1, RAN2, RAN4]
· If found necessary, introduce at least additional cyclic prefixes for NPRACH to support cell radius of at least 100 km [RAN1, RAN2, RAN4]

In RAN1#92bis, the following agreement was reached to down select from symbol or symbol group level scrambling.
Agreement
· Sharing the same NPRACH resources as Rel-13 NPRACH formats, with symbol or symbol-group level scrambling; maintaining feasibility of FFT processing and orthogonality of preambles on different tones.
· Down-select the following alternatives at RAN1#93:
· Symbol level scrambling
· Symbol group scrambling
In view of this agreement, we present our views on the possible scrambling solutions for NPRACH reliability enhancement. 
Discussion of the alternatives identified in RAN1#89
Alternative 1: “Symbol and symbol group level scrambling”
Sharing the same NPRACH resources as Rel-13 NPRACH formats
The NPRACH is a collision based access channel that needs to be dimensioned to facilitate targets in terms of reliability, latency and capacity. Typically, a preamble collision rate in the range of 1% to 10% is targeted when deploying a system, which implies that the available access opportunities should exceed the expected number of access attempts during peak hour with a factor ~10 to ~100 per time unit. This implies that the NPRACH may occupy a significant amount of the available uplink resources. This is also illustrated in Figure 1 where a configuration to cope with 2% collision ratio at ~12 access attempts per second is shown.


[bookmark: _Ref486323934]Figure 1: NPRACH resource configuration to cope with a high load of 12 accesses/s.
It is furthermore so that the NPRACH as minimum is occupying 12 out of 48 sub-carriers. This implies that even in a cell with a single user the NPRACH may occupy a significant amount of the resources, especially if that user has latency requirements since this requires a short NPRACH periodicity.
It is therefore beneficial if the NPRACH Release 15 design would provide the flexibility to reuse the resources configured for NPRACH Release 13. This would facilitate trunking efficiency gains and maintain today’s minimal configuration of 12 sub-carriers per NPRACH CE level. This will also maintain today’s ability to multiplex NPRACH with NPUSCH Format 2 (F2), which is important considering the somewhat limited scheduling flexibility supported by NPUSCH F2.
At the same time, it is acknowledged that a reuse of the Release 13 NPRACH resources may increase the computational complexity in the eNB. It is therefore beneficial to also allow configuration of Release 15 NPRACH resources separate from the Release 13 resources.
The NPRACH Release 15 design should support the flexibility to use dedicated time-frequency resources as well as to reuse the resources configured for Release 13/14 NPRACH.  
Symbol or symbol group level scrambling
Scrambling of the NPRACH symbols may be an attractive solution due to its simplicity at the transmitter side where the Release 13/14 design to large parts can be reused. At the receiver side, the impact from the chosen solution may be more profound, as discussed in detail in R1-1712627 “NPRACH range enhancement for NB-IoT” [1]. Care should be taken to secure that the physical layer design also supports a reuse of the NPRACH resources as suggested in Proposal 1. To further limit the impact on the NB-IoT design, it is also our preference to, if possible, have a solution for improving false alarm performance that can also be applicable to all NPRACH formats including the format specified for supporting extended range.
The NPRACH Release 15 scrambling design should be applicable to all Release 13/14/15 NPRACH formats. 
To illustrate the meaning of Proposal 2, Figure 2 and Figure 3 illustrate how the pair wise scrambling concept (see [1] for details) can be applied on top of the Release 13 3.75 kHz and 6 symbol NPRACH format and also on top of a 1.25 kHz and 4 symbol NPRACH design. Both these designs are aligned with Proposal 1.


[bookmark: _Ref487793271]Figure 2 Illustration of pairwise 3.75 kHz NPRACH symbol scrambling for the case of two repetitions with the same scrambling word used in each repetition.

[image: ]
[bookmark: _Ref487793295]Figure 3 Illustration of pairwise 1.25 kHz NPRACH symbol scrambling for a symbol group having CP+3 symbols and 5 symbol groups per preamble repetition unit. 
The false alarm performance will depend on the length of the scrambling code word and its properties in terms of auto- and cross correlations. It is our expectation that there will be an association between a cell ID and a scrambling code word, so a large space of scrambling patterns will be useful since it reduces the required reuse of a scrambling pattern when deploying NB-IoT Release 15.
The example in Figure 2 supports a codeword containing 12 scrambling symbols per preamble repetition unit. A potential design could be based on the Zadoff Chu sequence design:
			.
Zadoff Chu is attractive due to providing favourable properties in terms of a constant amplitude zero autocorrelation waveform (CAZAC).  The constant amplitude has the potential to facilitate optimized transmitter power performance. The zero autocorrelation will help resolve the phase ambiguity associated with the Release 13 NPRACH design when attempting operation at a cell range beyond 40 km. To generate a multitude of orthogonal sequences a cyclic time shift, corresponding to the targeted cell size, of the scrambling symbols can be used just as in LTE. In addition, selecting the sequence length N as a prime number, e.g. 11, will support the generation of N-1 sequences, with a guaranteed cross correlation of , by means of varying the root R. To obtain a length-12 sequence, one way is to repeat the first scrambling symbol of the length-11 sequence at the end.   
An alternative to Zadoff Chu design is to base the scrambling pattern on Gold design. A pseudo random scrambling pattern can be designed per cell based on generating a pair of gold sequences that are mapped to QPSK constellations. A coupling between the scrambling pattern and the cell ID may be defined through the initialization of the scrambling pattern. Compared to the Zadoff Chu design this technique allows for generation of a larger number of sequences. The drawback is however that the auto- and cross-correlation properties are not well defined as in the case of Zadoff Chu.
Based on this discussion, we believe that: 
The NPRACH Release 15 scrambling design should seek to optimize the number of scrambling patterns and their properties in terms of auto- and cross correlation.
For the example shown in Figure 3, the exemplified design will support 2 scrambling symbols per symbol group, resulting in a length-10 scrambling sequence for the preamble repetition unit. Similar to  Figure 2, the same scrambling sequence could be reused across repetition units.
[bookmark: _In-sequence_SDU_delivery]Alternative 3: “New FH pattern”
In R1-1709190 and R1-1712627 [3],[2], “Improved FH randomization for NB-IoT Rel-14,” it was identified that the pseudo random frequency hop between repeated random access frequency hopping symbol groups is time invariant across reoccurring NPRACH resources. This may be a source of false alarm especially for the important configuration of two NPRACH repetitions, which caters for up to at least 144 dB coupling loss. This solution is applicable on top of the symbol level scrambling improvement, but since it was not adapted for Rel-14 non-anchor carrier access it will in Rel-15 increase the number of total hopping patters that needs to be hypothesized by a eNB. This may impact existing eNB implementations negatively, which should be avoided.
For 3.75 kHz numerology a new frequency hopping pattern in Release 15 will increase the total number of hopping patterns that needs to be hypothesized by an eNB receiver. This may negatively impact the eNB implementation complexity.
For 1.25 kHz NPRACH, we may use the frequency hopping approach proposed in R1-1709190 [3] and R1-1712627 [2], “Improved FH randomization for NB-IoT Rel-14” to reduce false alarm rate. 
Improved frequency hopping pattern is introduced for 1.25 kHz NPRACH to enhance reliability. 
Discussion on scrambling solution identified in RAN1#92bis 
We now compare the scrambling solutions for false alarm reduction in Rel-15 NPRACH. We believe that the approach outlined in alternative 1 can be used to improve NPRACH reliability. In the past, various forms of symbol or symbol group level scrambling have been considered for NPRACH false-alarm reduction. This includes arbitrary symbol level scrambling, pairwise symbol level scrambling, and symbol group level scrambling.
Symbol or symbol group level scrambling
A desirable scrambling design should sufficiently mitigate inter-cell interference while maintaining the feasibility of FFT processing and orthogonality of subcarriers. With this view, we support symbol level scrambling for Rel-15 NPRACH reliability enhancement. This is because symbol group level scrambling does not provide sufficient interference reduction compared to symbol level scrambling. This is evident from the simulation results for miss detection rate/false alarm rate for symbol level scrambling (Table 1, Table 3) and symbol group level scrambling (Table 2, Table 4). For these simulations, we assume a single user is present in the target cell and a single interferer in the neighboring (interfering) cell. The target/interfering cell use the same NPRACH resources in the frequency domain. In the time-domain, the NPRACH transmissions of the target/interfering cell can have a partial overlap. In each simulation run, the cell ID of the target cell is fixed to 1 while that of the interfering cell is chosen uniformly at random from the set of admissible cell IDs. Each user randomly chooses a tone for NPRACH transmission. As a result, the frequency hopping patterns of the target/interfering users are typically not the same. We evaluate the results for 50% and 100% overlap for various SIR values. A miss detection is declared when the receiver fails to detect the preamble, or the timing error exceeds the permissible range [-3.646, +3.646] .  
Table 1 shows that pairwise scrambling mitigates inter-cell interference which reduces the miss detection rate compared to the Rel-13 NPRACH without scrambling. This improvement is noteworthy in low-to-medium interference scenarios. We also observe a slight degradation in miss detection rate with pairwise scrambling in the absence of interference. This is because pairwise scrambling discards 3 out of 6 symbols in each symbol group. Nonetheless, the resulting miss detection rate is well within acceptable range.  
Similarly, Table 2 presents the simulation results with symbol group level scrambling. We observe that symbol group level scrambling is less effective in mitigating inter-cell interference than pairwise scrambling. Moreover, symbol group level scrambling provides notable improvement only when the interference is sufficiently small. 
Symbol group level scrambling is less effective in mitigating inter-cell interference than symbol level pairwise scrambling. 


[bookmark: _Ref510651308]Table 1: Miss detection rate with pairwise scrambling for 2 repetitions, SNR=14.24 dB, and 144 dB MCL. The miss detection rate of legacy approach is also tabulated. 
	                   
                  Overlap
             SIR            
	Pairwise scrambling
	No scrambling

	
	50%
	100%
	50%
	100%

	-5 dB
	7.1%
	14.3%
	7.2%
	15.15%

	0 dB
	3.1%
	5.1%
	4%
	9.05%

	5 dB
	0.95%
	1.35%
	1.2%
	2.35%

	No interference
	0.35%
	0.2%




[bookmark: _Ref510651312]Table 2: Miss detection rate with symbol group scrambling for 2 repetitions, SNR=14.24 dB, and 144 dB MCL. The miss detection rate of legacy approach is also tabulated.
	                   
                  Overlap
             SIR            
	Symbol group scrambling
	No scrambling

	
	50%
	100%
	50%
	100%

	-5 dB
	7.2%
	15.4%
	7.2%
	15.15%

	0 dB
	4.1%
	9.6%
	4%
	9.05%

	5 dB
	1%
	2.05%
	1.2%
	2.35%

	No interference
	0.2%
	0.2%



We now present the simulation results for the false alarm rate. The simulation setup is similar to that used for evaluating miss detection rate. However, the main difference is that the signal from the target user is not present. A false alarm is declared when the receiver detects a preamble, i.e., the detection metric exceeds the detection threshold. We assume the detection threshold to be fixed regardless of the overlap percentage and the SIR. We select the detection threshold such that the miss detection rate is under 1% and the false alarm rate is below 0.1% for the interference-free scenario. We use the same threshold for the entire table. In Table 3 and Table 4, we present the false alarm rate for pairwise scrambling and symbol group scrambling. Due to fixed threshold, we note that the gains due to scrambling are mainly visible in low to medium interference scenario where the SIR and/or the overlap ratio is small. In high interference scenarios, we observe a high false alarm rate despite a reduction in interference because the descrambled signal still yields a detection metric that exceeds the detection threshold. A comparison between Table 3 and Table 4 shows that pairwise scrambling is more effective in reducing false alarm rate than symbol group scrambling.

[bookmark: _Ref513729768]Table 3: False alarm rate with pairwise scrambling for 2 repetitions, SNR=14.24 dB, and 144 dB MCL. The false alarm rate of legacy approach is also tabulated. 
	                   
                  Overlap
             SIR            
	Pairwise scrambling
	No scrambling

	
	50%
	100%
	50%
	100%

	-5 dB
	6.75%
	14.5%
	8.3%
	16.05%

	0 dB
	<0.1%
	<0.1%
	8.15%
	15.7%

	5 dB
	<0.1%
	<0.1%
	<0.1%
	<0.1%

	No interference
	<0.1%
	<0.1%




[bookmark: _Ref513729806]Table 4: False alarm rate with symbol group scrambling for 2 repetitions, SNR=14.24 dB, and 144 dB MCL. The false alarm rate of legacy approach is also tabulated.
	                   
                  Overlap
             SIR            
	Symbol group scrambling
	No scrambling

	
	50%
	100%
	50%
	100%

	-5 dB
	8.5%
	16.05%
	8.3%
	16.05%

	0 dB
	8.4%
	16%
	8.15%
	15.7%

	5 dB
	<0.1%
	<0.1%
	<0.1%
	<0.1%

	No interference
	<0.1%
	<0.1%




Symbol level scrambling: Pairwise or arbitrary scrambling
Arbitrary scrambling and pairwise scrambling are the major symbol level scrambling proposals. We now highlight the pros and cons of each approach.


Table 5 Arbitrary symbol level scrambling vs. Pairwise symbol level scrambling
	
	Receiver complexity
	Timing performance 
	False alarm reduction

	Arbitrary symbol level scrambling
	High
	Better
	Yes

	Pairwise symbol level scrambling
	Low
	Good
	Yes



Using arbitrary symbol level scrambling with symbol-by-symbol processing will cause inter-subcarrier interference. We can eliminate the inter-subcarrier interference by a 5x increase in the receiver FFT window. This, however, comes at the expense of an increased receiver complexity.  
Using arbitrary symbol level scrambling requires the receiver to hypothesize the round-trip time when descrambling. This is expected to have a significant impact on base station receiver implementation and complexity. It is also uncertain how this will impact the false alarm reduction. 
[bookmark: _Hlk510662011]Using pairwise (symbol level) scrambling with symbol-by-symbol processing of NPRACH preamble does not cause inter-subcarrier interference. It minimizes the impact on base station receiver implementation. 
To improve NPRACH reliability using scrambling, we propose the following way forward.
Symbol level pairwise scrambling is proposed for NPRACH reliability enhancement. 
As an example, let us discuss the structure of a basic codeword set (see Table 6) for one symbol group. Using a similar approach, we may construct a (longer) scrambling sequence for the entire repetition unit consisting of 4 symbol groups.
[bookmark: _GoBack]
Codeword set X: It contains L codewords consisting of 6 symbols each (including CP) and is constructed by L length-3 sequences. 
· Structure: As an example, consider Codeword 1 { where two adjacent symbols (counting from the first symbol) are identical to implement pairwise scrambling.
· Due to pairwise scrambling, we require a length-3 sequence to generate Codeword set X.
· The choice of length-3 sequences is FFS. 
· Some potential options include Zadoff-Chu sequences, Gold sequences, LTE orthogonal codes, etc.
· The cardinality L of codeword set X is FFS. 
· We require bits to represent Codeword set X.

It is possible to leverage a longer scrambling sequence to further improve the false alarm rate. For example, using length-12 scrambling sequences, we may construct a codebook of length 24 codewords for the entire repetition unit (4 symbol groups with 6 symbols per symbol group). Another option is to use a cover code on top of the basic codewords defined for a symbol group (Codeword set X).  
[bookmark: _Ref510786460]
Table 6: Proposed scrambling codebook for pairwise scrambling for one symbol group.     
	
	
	Symbol 0 (CP)
	Symbol 1
	Symbol 2
	Symbol 3
	Symbol 4
	Symbol 5

	
	Codeword 1
	
	
	
	
	
	

	Codeword set X
	
	
	
	
	
	
	

	
	Codeword 
	
	
	
	
	
	



 4 Conclusions
In this contribution, we have discussed the support for NPRACH false alarm reduction. We made the following observations:
1. The NPRACH Release 15 scrambling design should seek to optimize the number of scrambling patterns and their properties in terms of auto- and cross correlation.
For 3.75 kHz numerology a new frequency hopping pattern in Release 15 will increase the total number of hopping patterns that needs to be hypothesized by an eNB receiver. This may negatively impact the eNB implementation complexity.
Symbol group level scrambling is less effective in mitigating inter-cell interference than symbol level pairwise scrambling. 
Using pairwise (symbol level) scrambling with symbol-by-symbol processing of NPRACH preamble does not cause inter-subcarrier interference. It minimizes the impact on base station receiver implementation. 
It is possible to leverage a longer scrambling sequence to further improve the false alarm rate. For example, using length-12 scrambling sequences, we may construct a codebook of length 24 codewords for the entire repetition unit (4 symbol groups with 6 symbols per symbol group). Another option is to use a cover code on top of the basic codewords defined for a symbol group (Codeword set X).  

Based on the discussion we made the following proposals.
1. The NPRACH Release 15 design should support the flexibility to use dedicated time-frequency resources as well as to reuse the resources configured for Release 13/14 NPRACH.  
The NPRACH Release 15 scrambling design should be applicable to all Release 13/14/15 NPRACH formats. 
Improved frequency hopping pattern is introduced for 1.25 kHz NPRACH to enhance reliability. 
Symbol level pairwise scrambling is proposed for NPRACH reliability enhancement. 
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