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[bookmark: _Toc490226645]Introduction
Scrambling, where the coded data bits are multiplied with a pseudo-random sequence, is a well-known technique to randomize interference from unintended transmissions and suppress this interference by using the processing gain inherent in the error-correcting code. Although multiple unicast transmissions are likely to be randomized due to different resource-block allocations and different MCS, a scrambling sequence on top provides additional randomization.
[bookmark: _Ref178064866][bookmark: _Toc490226646]Discussion
In LTE, transmissions are scrambled with a pseudo-random scrambling sequence initialized with  
· UE ID, 
· cell ID
· slot number, and
· codeword number (for spatial multiplexing).
The principle behind including all these quantities is to make interfering transmissions as random as possible in order to exploit the processing gain in the decoding operation.
However, making the scrambling sequence dependent on all these quantifies also leads to some undesirable effects. The inclusion of a timing component (the slot number) implies that a transmission cannot be prepared in advance, something that could be beneficial if a very quick scheduling decision, “go/no go”, on already prepared data is to be taken. Similarly, operation in unlicensed spectrum can imply that transmissions need to be “postponed” due to the listen-before-talk operation. Hence, from an implementation perspective, the scrambling should not depend on the transmission timing, leading to the following proposal:
[bookmark: _Ref481503442][bookmark: _Toc490226603][bookmark: _Toc490226682]Scrambling should not depend on the transmission timing.
Making the scrambling dependent on the ID of a transmission point (cell ID in the case of LTE) turned out to be a problem in LTE when CoMP was introduced, leading to the introduction of “virtual cell ID”. In NR, we propose to take this a step further, by providing scrambling seeds explicitly for all relevant physical channels. In NR, it should not be mandated to have scrambling that is hardcoded to any network identity. This will always make it possible to change transmission point in a transparent way, by assigning a UE-specific scrambling seed. 
[bookmark: _Ref481503445][bookmark: _Toc490226563]By avoiding that scrambling initialization is tied to any network identifier, e.g., the cell Id, UE mobility can be made transparent over larger areas.
Clearly, the UE must be provided with the scrambling initializer. As soon the UE is in connected mode, dedicated RRC signalling can be used for that purpose, and this opportunity should be exploited. Hence, for a UE-specific PDCCH and PDSCH, PUCCH and PUSCH, the scrambling should be initialized by an identity provided using dedicated RRC signalling:
[bookmark: _Ref481504918][bookmark: _Toc490226604][bookmark: _Toc490226683]For UE-specific  PDCCH, PDSCH, PUCCH and PUSCH, the scrambling is initialized using only UE ID, layer number and an additional identifier provided via dedicated RRC signalling.
In some cases, the UE will need to receive the PDCCH and the PDSCH when it is not in connected mode, e.g., to receive paging and system information. In that case, dedicated RRC signalling cannot be used. Instead, the scrambling seed is provided in system information for these channels:
[bookmark: _Ref481505648][bookmark: _Toc490226605][bookmark: _Toc490226684]For PDCCH and PDSCH that the UE receives when it is not in connected mode, the scrambling is initialized using an identifier provided in system information. 
Note that this may mean that the scrambling identifier is provide in the MIB. 
Clearly, for PBCH, the scrambling identity cannot be provided using RRC, neither dedicate or via system information. Here we are forced to revert to the LTE paradigm:
[bookmark: _Ref481504924][bookmark: _Toc490226606][bookmark: _Toc490226685]For PBCH, the scrambling is initialized by the PCI.
Note that we avoid tying multiple quantities to a single underlying quantity, which is a corner stone of forward compatibility. [1]
[bookmark: _Toc490226647]Conclusions
In this contribution, we have made the following observations:
Observation 1	By avoiding that scrambling initialization is tied to any network identifier, e.g., the cell Id, UE mobility can be made transparent over larger areas.

Based on the discussion in this contribution we propose the following:
Proposal 1	Scrambling should not depend on the transmission timing.
Proposal 2	For UE-specific  PDCCH, PDSCH, PUCCH and PUSCH, the scrambling is initialized using only UE ID, layer number and an additional identifier provided via dedicated RRC signalling.
Proposal 3	For PDCCH and PDSCH that the UE receives when it is not in connected mode, the scrambling is initialized using an identifier provided in system information.
Proposal 4	For PBCH, the scrambling is initialized by the PCI.
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Making the scrambling dependent on the ID of a transmission point (cell ID in the case of LTE) turned 


out to be a problem in LTE when CoMP was introduced, leading to the introduction of “virtual cell ID”. 


In 


NR, we propose to take this


 


a step further, by providing scrambling seeds explicitly for all relevant 
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-


specific scrambling seed. 


 




    3GPP TSG - RAN WG1  M e eting  # 90   R1 - 1 7 14049   Prague ,  Czech Republic ,  21 st   –   25 th   Aug ust , 2017     Source:   Ericsson   Title:   Further details on scrambling   Agenda Item:   6.2   Document for:   Discussion and   Decision   1   Introduction   Scrambling, where the coded data bits are multiplied with a pseudo - random sequence, is a well - known  technique to randomize interference from unintended transmissions and suppress this interference by  using the processing gain inherent   in the error - correcting code. Although multiple unicast transmissions  are likely to be randomized due to different resource - block allocations and different MCS, a scrambling  sequence on top provides additional randomization.   2   Discussion   In LTE, transmissions are scrambled with a pseudo - random scrambling sequence initialized with        UE ID,       cell ID      slot number, and      codeword   number (for spatial multiplexing).   The principle behind including all these quantities is to make  interfering   transmissions as random as  possible in order to exploit the processing gain in the decoding operation.   However, making the scrambling sequence dependent on all these quantifies also leads to some  undesirable effects. The inclusion of a timing component (t he slot number) implies that a transmission  cannot be prepared in advance, something that could be beneficial if a very quick scheduling decision,  “go/no go”, on already prepared data is to be taken. Similarly, operation in unlicensed spectrum can  imply th at transmissions need to be “postponed” due to the listen - before - talk operation. Hence, from  an implementation perspective, the scrambling should not depend on the transmission timing , leading  to the  following proposal:   Proposal 1   Scrambling should not depend on the  transmission timing.   Making the scrambling dependent on the ID of a transmission point (cell ID in the case of LTE) turned  out to be a problem in LTE when CoMP was introduced, leading to the introduction of “virtual cell ID”.  In  NR, we propose to take this   a step further, by providing scrambling seeds explicitly for all relevant  physical channels.   In NR, it should not be mandated to have scrambling that is hardcoded to any  network identity. This will always make it possible to change transmission point in a   transparent way, by  assigning a UE - specific scrambling seed.   

