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1. Overview
In RAN1 Ad-hoc #2 Qingdao meeting [1], it is agreed all companies work together to deisgn for the DL a single CRC polynomial + interleaver:
	Agreement: 
· All companies work together to design for the DL a Single CRC polynomial + Interleaver scheme to deliver early termination benefits while achieving the FAR (in presence of AWGN, and in presence of random QPSK, and undetected errors in intended user’s codeword), and BLER targets with acceptable complexity and latency. 
· Working assumption that the CRC length is 19 bits, to be finalised as part of the design, taking into account the number of blind decodes or hypotheses to be tested. 
· Longer CRCs will be considered if required to meet the FAR target
· For DL for K+nFAR>=12, and for UL where K+nFAR>22, J+J’ = nFAR + 3
· For UL, where 12<=K+nFAR<=22, J+J’ = nFAR + 6, comprising 3 parity bits and nFAR + 3 additional CRC bits
Note: K is the number of payload information bits without CRC or parity bits
Note: nFAR may be zero in some circumstances. 
Note: UE specific scrambling is not precluded and will be considered separately. 



In this contribution, we will show   
· The false alarm rate (FAR) critical case arises with intended user’s codeword
· Existence of a good distributed CRC proposal over all possible DL (N, K) combinations
· FAR check results for non-distributed CRC CA-Polar, showing FAR can also arise without distributed CRC



2. FAR Critical Case for Polar Codes with Distributed CRC
In [2], there summarizes the distributed CRC design that can help UE to realize early termination gain. While the benefit is desirable for NR UEs, there report FAR issues in [3] with the proposed CRC polynomial in [2]. In particular, the undetected error rate shows spikes for some settings.
To examine the finding, we also checked the FAR with the simulation settings in Table 1:



Table 1: FAR check for the proposed polynomial in [2]
	CRC type
	Distributed

	CRC polynomial
	D^16 + D^12 + D^5 + 1

	(Info + CRC) bit length (K)
	64 + 16-bit CRC

	Coded bit length (M)
	160, 240, 480

	Sequence
	Huawei PW sequence

	Channel type
	QPSK with AWGN

	Decoding scheme
	CRC-aided SCL list-8



We testified the FAR performance and observed FAR in the case with intended user’s codeword as shown in Fig. 1. For random QPSK signals or random noise, there is no FAR problem checked, as shown in Figs. 2 and 3. Note that with 16-bit CRC and list-8 decoding, the target FAR is  .

Observation 1: The false alarm rate (FAR) critical case arises with intended user’s codeword instead of random signal or random noise.

Proposal 1: FAR check shall focus on the cases with intended user’s codewords and various codeword configurations should be examined.
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Fig. 1: FAR check for the 16-bit polynomial in [2] in the presence of intended user’s codeword
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Fig. 2: FAR check for the 16-bit polynomial in [2] in the presence of random QPSK signal
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Fig. 3: FAR check for the 16-bit polynomial in [2] in the presence of random noise

3. FAR Check on New Proposed Distributed CRC Design
In RAN1 email thread discussing distributed CRC design, the authors of [2] further submitted new proposal [4]. Learning from the previous evaluations, we examine it in the cases with intended user’s codeword and over very all possible DL (N, K) combinations, as the sequence evaluation. Also the new sequence of the largest WinCount is applied for the evaluation. While the coding group prefer testing only the typical NR PDCCH settings, we provide in this contribution a set of complementary evaluation results. The details of the simulation settings can be checked in Table 2.

Table 2: FAR check for the new proposal in [4] over all possible DL (N, K) combinations
	CRC type
	Distributed

	CRC polynomial
	D19 + D16 + D15 + D14 + D13 + D11 + D10 + D8 + D6 + D2 + 1

	(Info + CRC) bit length (K)
	[8 : 1 : 200] + 19-bit CRC

	Coded bit length (M)
	64, 128, 256, 512

	Interleaver
	Pattern 1 in [4]

	Sequence
	Huawei new sequence

	Channel type
	QPSK with AWGN

	Decoding scheme
	CRC-aided SCL list-8



After sweeping over all cases, we found the new proposed design has only one case with FAR higher than the target value, , which is shown in Fig. 4. 
Observation 2: The new distributed CRC proposal in [4] show higher FAR than  only in one case, (N, K) = (64, 28), over all possible DL (N, K) combinations.
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Fig. 4: FAR behavior of the proposal in [4] in the only case with FAR over 
The above evaluation results look encouraging, and one can expect a qualified distributed CRC design that can control FAR and provide the desirable early termination gain for NR UEs.


4. FAR Check for Polar Code without Distributed CRC
Since pain CA-Polar without distributed CRC may be utilized for UCI, we also testified Table 2 for non-distributed CRC setting. In Fig. 5, it is interesting to find more settings with FAR larger than  are identified. Consequently, we have

Observation 3: Polar code without distributed CRC can also have FAR issues.

Proposal 2: If UCI applies CA-Polar without distributed CRC, there also require careful check on CRC polynomial to ensure no FAR issues.
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Fig. 4: FAR behavior of the CRC polynomial without interleaver in [4] in the issues cases



5. Summary
In this contribution, we carefully examine FAR performance for Polar codes with CRC. In particular, the following are provided:

Observation 1: The false alarm rate (FAR) critical case arises with intended user’s codeword instead of random signal or random noise.
Proposal 1: FAR check shall focus on the cases with intended user’s codewords and various codeword configurations should be examined.

Observation 2: The new distributed CRC proposal in [4] show higher FAR than  only in one case, (N, K) = (64, 28), over all possible DL (N, K) combinations.

[bookmark: _GoBack]Observation 3: Polar code without distributed CRC can also have FAR issues.

Proposal 2: If UCI applies CA-Polar without distributed CRC, there also require careful check on CRC polynomial to ensure no FAR issues.
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